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1 ST introduction

1.1 ST reference

AER Tl Security Target (UL, ST L&) kBl A se k45,

ST £ F5: Canon imageRUNNER ADVANCE C3300 Series 2600.1 model Security Target
IN—Tm 1.03

FATH v/ oAt

FATH: 2015/07/23

F—U—R: IEEE 2600, Canon, -7 />, imageRUNNER, iR, Advance, 7 V¥V &, HE

B, at— TV T IR EE T3 kAL BREE, T AR, as | i
Fb, X2 T TV Ry T A X2 T ¥ Vb, BX 2T —F v b

1.2 TOE reference

AEHITIL TOE O BTG H ALk 35,

TOE 4 #5: Canon imageRUNNER ADVANCE C3300 Series 2600.1 model
N—Tgr: 1.0

W, AN TOE XL, MR Y7 =7 N~y =T | LT A ' AN S ILD,
iR-ADV 3 =VF ¢—3vh-L1for IEEE 2600.1 Ver 1.00
HDD 7 —# K5 5{b*% >~ k C
(Canon MFP Security Chip 2.01)
A—/3—G3FAX R —R-ARL(F &7 /LI IA AL %E)
Canon imageRUNNER ADVANCE C3300 Series
Access Management System (A< {45 i i )

M ILA TR
iR-ADV Security Kit-L1 for IEEE 2600.1 Common Criteria Ver 1.00
HDD Data Encryption Kit-C
(Canon MFP Security Chip 2.01)
Super G3 FAX Board-AR1
Canon imageRUNNER ADVANCE C3300 Series
Access Management System (T A2 247 L ay : ALK HI K TIEA A HE L5 i)

1.3 TOE overview

TOE (. < Canon imageRUNNER ADVANCE C3300 Series 2600.1 model >&\ V)7 P2 AE S TH
%, 18HE7 /L < Canon imageRUNNER ADVANCE C3300 Series >(ZLL T 4 -0 il i, (— 42 v
i) oA Ah—/L R E L, KR E21T9ZET TOE Téhb< Canon imageRUNNER ADVANCE
C3300 Series 2600.1 model >7358% 95,

- iR-ADV &F=U7 ¢—%k-L1for IEEE 2600.1

- HDD 7 —#K; 51k vk

- TV AR—R(F &7 VI AREESE)
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1

AR ALKHIK T, 79 4 A AR IR I (.
TIOT AT =T X TiL, ACCESSMANAGEMENT SYSTEM KIT-B1 23485,

iR-ADV t¥=U7 ¢—3F kL1 for IEEE 2600.1 (Z/%, < Canon imageRUNNER ADVANCE C3300
Series >SOHEY 7 =7 X 2T 1 —F v oA AN EENS,

HDD 7 — &K SR —R %, HDD IZEHNS DT — 2 &K (V7 Ny = T % 5 1) G oAb 35720 D
N—=RT =T ThHbH, K TOE O HDD TV L— TN T4 AT ELTROZENATRETH D,

T I AR—=RIZT 77 A Re A E T 5720 ON—RD =7 Th D,

< Canon imageRUNNER ADVANCE C3300 Series 2600.1 model >(%, LA FO#E&4H @ Protection
Profile (LT, PP &%) . BLOZED PP TEZRSAN TS 7 HD SFR Packages TERIAL TS
X 2T REZ | BRI T LN TED,

Protection Profile

- 2600.1, Protection Profile for Hardcopy Devices, Operational Environment A

SFR Packages

- 2600.1-PRT, SFR Package for Hardcopy Device Print Functions, Operational Environment A

- 2600.1-SCN, SFR Package for Hardcopy Device Scan Functions, Operational Environment A

- 2600.1-CPY, SFR Package for Hardcopy Device Copy Functions, Operational Environment A

- 2600.1-FAX, SFR Package for Hardcopy Device Fax Functions, Operational Environment A

- 2600.1-DSR, SFR Package for Hardcopy Device Document Storage and Retrieval (DSR) Functions,
Operationa Environment A

- 2600.1-NVS, SFR Package for Hardcopy Device Nonvolatile Storage Functions, Operational

Environment A

- 2600.1-SMI, SFR Package for Hardcopy Device Shared-medium Interface Functions, Operational

Environment A

1.4 BEFEE - FHEE
A ST TIXLL F O EE - HEEZ 4%,
Table 1 —W%EE - HEE
&35 - FHRE G|

TN G o —HERE, 777 ARERE. 7V MERE, 2515 (Universal Send) #RE7R X & F
o AOZL, ZNOOMRELR 45720, KEED HDD % £,

kAN S A=Ky =7 FEIEL X 2T AHEBEDO K% F] 5V 7 =7 T b,

(A ¥ FOANAEEEEER T DN—R7 =27 DOEDTHY, #BfEF— Ly F Rl

MORERRSIL, T VAN BB ET L&A A —T =2 —ATH

éo

JE—h Ul Web 777 %7035 LAN 2R L CF O ZVEAHEICT 7B AL, T2 VE AR

DOEHWER I OMERT a7 OERE, Ry 7 ATk 28 E, SRR ERENTX
AAH—T 2—AThH5D,

1 Access Management System i35 A B 247 a o Th V. EBROMRESHIL, iIR-ADV BF2UT 1—Fvh-
L1for IEEE2600.1 & L CRMEEIN DY 7 by = TIZEEN S,
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W 5E - FHEE i
HDD T UHNGERRITIEHIND NN T A AT DL, filflY 7 =T BLON, Ri#
BPEDRIFSND,
| 777 A TP IALEDEGAEZRITIT DAL 7L T BEEFRETIIRL . A2 —%
IhfE T HA L A= T 7 I AD L,
AR—=TT 7 AV FeIrA T TV b, ZERE I T DA NVE S NI RS-l T —

&o

TURTVA A= T
7A IV

Ot — VU NEOYa T ORPITERSI, Pad NE T3 HERE|T/2DAA
— 77 A,

7—)

7 7 AR CRII T B —F — O HER Ty, o — T —
o LR B,

HOENLDERINTNWDT 74V — U IINAZ, HAX La— )L TT 74
LR — LTI LN T 78 AHIIBEEZE B Lo — L2 Ek+ 528
MNARETH D, T 7 AN — LT T O — L35

Administrator/Power User/General User/Limited User/Guest User
Administrator =— /L & 1358 B RE 2 FI) 9 D HEFR (& BEAEIR) &7~ 3~

IZIZONEDD

EEH

Administrator 2—/L23EDY THONEBMEIR A H 52 —% —,
PP TEFHRIN TS U.ADMINISTRATOR,

va/

2—H—% TOE OMEREAFIHL CTLELBIET IO 22—V —DEEfR
EXGEIRDLEDOT —H (B LE) ZAEDE-LD,

TEOEIEIZIL, Fi AT, TY b, A — 77 7 AEE AR HIRRHY .

=P —DEEICIY Va7 OAR, FAT, 58 T ETO#HONLE N ThND,

TUHNEEEN TRV DN —Y =T =2 THY A A= T ANV B
OIS LD,

AEY—52 (5

ZIELT2T 77 AN T30 AR TV RN T AT LRy 7 AR TEL TR <k
REDZ L&,

RNZZS

T UHNEEREZB W THAIABRRL TV N, 77V AZ G LT BT LEE T
TAHHE, 22— —RoIR T7I AR T A AT LR AD IFEEENFAE
T D,

XA TOE Tl 777 ARy 7 2%&FI LI,

e W

TN EE T — P —RFAIAATEEF LES, PC O 7V MER
LB LERENEFEINDIR Y IATHY, BT LEOT VIR AHETH
60

VAT LRI A

T7 I AZEN =GN 77 I ARAE)— A5 LT B SCENRGFINDR VI AT

DY, B LEDOTVIRLFEREDP AR THD,

A=t — N —

7‘/5’/1/%5/\1%%’( ARIANTIZET LEL | T I ARERETFA—NVIEETD
k—/lé giﬁ‘ﬁ-%/\%o

Z— PR — ]

Z—HF—|D /SR —REOL—P—IFREIREFL, Xy T —2% L T2 —

P —RAEEA T — N —,

Firewal

Internet 2> LAN ~D IR AL T2b DIEE OV AT A,
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2. 78 G|

B A DA — IR — R4 2 IEMEIC S8 THY, Internet 241 L T, Network Time Protocol %1{#i 7=
L DORINE DRI EZ AT LN TELF— /N —,

Ry av NN X227V BEREE SR EESNTT VN B ET A REA L Bh I A4
VERZIV FDOREZ L,

[ap—| o — R AR B DM E SV EDOR K,

[T77 A T 7 AERER BN T DB E RV E DR,

e A SCEEFEAIAN TR I AR T DR A AT B SCEEE - A—
NWTRUARS PC O 74 N — 2~ 65 DR RE A LB 3 DB L |k
DR THHI A v L TCEE | T AR Y L TURTE IR E

[ZAE LA ] [ZAE LA | EITZAE LA ~DEE SRV EDRZ
ZAENALIL, 77 IR T I AZEESNTZT 7 AN — R E T DA
THY, VAT LRI ARET 7 7 AR I AD 2 fFEFENHYF T,

MRETET7 7 ANV DR | Ry ANMRIFEINT2E A LELEET D REL BN T DB /E 3L LR

)EHJ \‘/O

VE—hUI EDOIZE | Ry ANMRGESNTZE T+ LELBET D ELZ KB 5UE—h Ul EOR%

HEETZ7ANLDH] | v,

i
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1.5 TOE description

TOE i%, =& —FERE - 7"V MEHE - 2615 (Universal Send) #§AE -7 77 ABkRE | 777 A2 (G HkRE - = —
— Ry I AR, R EE DR OEA K THD, TOE M43 25 2600.1, Protection Profile for
Hardcopy Devices, Operational Environment A TIZLL FOIH R HBREAHEEL T\ 5, (7
2600.1, Protection Profile for Hardcopy Devices, Operational Environment A” clause “1.1 Scope”
MHDB] )

This standard is for a Protection Profile for Hardcopy Devices in a restrictive commercial information
processing environment in which a relatively high level of document security, operational accountability,
and information assurance are required. The typical information processed in this environment is trade
secret, mission critical, or subject to legal and regulatory considerations, such as for privacy or governance.
This environment is not intended to support life-critical or national security applications. This environment
will be known as “ Operational Environment A.”

Figure 11X, TOE ThoH7T VXL A< Canon imageRUNNER ADVANCE C3300 Series 2600.1
model >OA T ar e ETRER TS G OMERBERE THY  EHLRWERENHL LG
(ZIE, BRI LD A0 85,

Figure 1 < Canon imageRUNNER ADVANCE C3300 Series >

Firewall

Web

Figurel |2/~ 3 KO MRE R & FHERBE ClE, 7 UV A RTINS LAN (28> TA— /L — 3 — =
— P —FRRE—N—_ PC, Firewall |28 CHY, Firewall (22~ T Internet 226N E8 LAN ~D XK
BAEFHNTWD, TUXNEEIEIT, B TtAAATLE T LEE | 77/ ARERE ALV EEL
720 777 A% ARG LTZ0 T D7D A— VY — R — T8t D, F7o, PCEHWTE 7 LEEZTVN,
RAF N 777 AEFRI T 52N TE, Web 757 2% PC LAV A=V $ 52 TF XN EEHEY
E—MRETHIEL HRETHD, 12771 PC BTV NEATHSANL, @727V X —RTA(/3—% PC

2 CCFHliz 31T 57 ANBREE Tld, Web 7' 771X Microsoft Internet Explorer 11 % FfH L 7=,
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(CA A=V LT T 20 D585, USB 7r—7 VT PC ZE Kt 5L T PC o E L HE
TV R THIELRIRETHD, 72721, USB #f5i CF VXA GG PC X0 USB 7/ A AIZT —
BEARAFT DL TERNWIDITER B :.&Eﬁso

T, TOE 14 L —S— Db I A UL CREAL RN A AT 5720 | 02— —FRAEY —
PS— BT 5 LRI OMBIRAERREL R L120 T 5 LA ATRELL CVD, 2O KSR B
WEFIBEICS T, 7B GBI T OBAEA R 52 L2t T,

- = —HERE

L EEZAX YT THAIAS, TV T HIEIRY MCEAE T T H8ETH D,
- U MERE

T VAN EENOE L CER PCOLIEESNLEF UEAHCEICTV N 2 iE ThD,
- | Ty AZ{EHERE

4’/57 IV LT I 777 AL L CE T LEEZIETHHIETHD, | 77V AZESNIZT7 74V
ZEFICTVAENTICV AT AR v 7 ARG EIND, RESINTZT 7 A4 01E, HER
}:%c:fu vhy EE, HIBRN T 5,

- Ty AZAEHEE

777 AEpEN LT, BEFXELZETIOIMETH D, 777 AZBEENLET 740
ZEFRIZTY PN TIZV AT ARy 7 RRAFEND, RIFSNTET 7 AV, BB
LT Y b HE, HIBRNTE D,

S 7SS Y =

ML EL ATy L TERSNIZE F LERLVAT LRV ARFINTWDEF LELT 77 A
EETHHRETH D,

- %3 (Universa Send) #4HE

MCELE ARy L TERESNIZE A LERVAT LRI ARFESNNTWDEF+LELE TIFF %3
PDF 7 7 ANV TEFA—/LTRL AL PC DIF T3 NE — | 777 AR E 105G T DHERE
éo

- a—W—Ry AR

ZOEEIL, 2 — PRI ANA A= T 7 ANV ARAET DR REL 2 —H — R o 7 ZADARAER w7 A
ZR T DHEREIC KR TE D,

- AP RO I ANA AT T 7 AN EARATE T DI RE

AFXX T DO AIANTEE A LER, PCIZ TRy V ARAF R E LB 3CEE 2 — 1 —
R 7 ANRAFT DR RE TH D,

- 2= PRy T ADRAFAR Y 7 2% F 13 2 B HE
W=V A RAES NI A SCEIT LTl FOBENRTED,
- EFXEOTIC
- BT IEOHIBR
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1.6 TOE O#ipH

TOE 23 &35 2600.1, Protection Profile for Hardcopy Devices, Operational Environment A ™
BURMARZ T T 57202 F D L7 TOE k3%,

TOE DY LAY FEDH i PEAOHPH I UL T O1@Y T,
1.6.1 TOE m4yEr)siH

TOE [IN—RU =7 VT Ny =T MO S =T DA NAE G TH D, WELRIFIFHILLL T O Figure 2
R Th D,

Figure 2 TOE /
TOE:
Canon imageRUNNER ADVANCE C3300
E Series HDD
TOE
TOE TOE

HEY 7 vy =7 IXIR-ADV % = U7 ¢ —F v b - L1for IEEE 2600.1 & L C#ffk &5,
AEN— R =7 L iR-ADV ¥ =2UF r—Fvh-L1 for IEEE 2600.1 Z & TF VX LEAHEAR
wE35,

TOE T & %< Canon imageRUNNER ADVANCE C3300 Series 2600.1 model > %5 ¥ & LAE A AR
IZHDD 7 —# 5t R — FB I, 777 AR —REeflAHEbE-bDTH S,

TOE Z# R4 DAL N—R7 =7 Td%H< Canon imageRUNNER ADVANCE C3300 Series >(Zi3 LA T
TALT TN,

Table2 —H T4 T v 7/—&

iR-ADV C3330/ iR-ADV C3330i/ iR-ADV C3330F/
iR-ADV C3325/ iR-ADV C3325i/
iR-ADV C3320/ iR-ADV C3320i/ iR-ADV C3320F

TOEIWZEENLIHA XL ZIILLTFTOHE@Y TH D,

(FnC 4 #r)

- imageRUNNER ADVANCE C3300 Series 2600.1 model e~==7"/L CD
iR-ADV t¥=UF ¢r—F%vh-L1for IEEE 2600.1 7 RI=AkL —Z—H AR
iR-ADV t¥=U7 ¢—Fwh-L1for IEEE 2600.1 Z 3V \IRARNIBFHALITEEN
HDD 7 —#i 5{b¥ vk 22— =X AR

(B34 FR)
imageRUNNER ADVANCE C3300 Series 2600.1 model e-Manual CD (USE Version)
imageRUNNER ADVANCE C3300 Series 2600.1 model e-Manual CD (APE Version)
iR-ADV Security Kit-L1 for IEEE 2600.1 Common Criteria Certification Administrator Guide

Copyright Canonlnc. 2015
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Before Using theiR-ADV Security Kit-L1 for IEEE 2600.1 Common Criteria Certification
HDD Data Encryption Kit Reference Guide

1.6.2 TOE DOipHAYEEH

TOE OimEERY#EFHA LL T @ Figure 3 TR T 5 (2—H — | o= P —3BFE— N — A=/ —/3—
PC, ZA LY — " —%<) ,, TOE D2V T AHREIL X TRIES THD,

Figure 3 TOE

PC

| LAN | | LAN | | LAN | | LAN |

TOE

| LAN |

PC

| | [_oo |

usB

‘ | | ¢ FAX

TOE % 1.5 B Cait BHL7-A%RRICINZ LL T O — it re 2 A 55,
- Ul #hE
2= P—=DEAE VA VT TOE Z48(ELTZY, TOE 2ME R ARVICERRLTED T 5,
- HJIkERE
TOE 3 3CGEA H 135,
FEIRIA T HE
TOE 03X EHZ AT T %,

Copyright Canonlnc. 2015
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TOE (%, LA F DX 2T 1teaH 45,

2 —RFERE
BEID NI LT TS TOE BRSO, X2 —F — 23RS 5,

T s . TOE lj\Tthnﬁﬁ‘éﬂﬂpﬁu;uuﬁkﬂ*ﬁ@i““ﬁ‘ FAREY— N —Z W Tmuuﬂi#é/ﬂ‘
R .JM»%T M“é SMEREREFIC 31T HEREE S AT Kerberos 32336 L< X LDAPZREE % IV V5,

a7 FETT 7B A HEEE

RSNz — Y =D MERR AN DT D2 N A O RE R BT CER W, 2 —PF —Dr—L|Z
U CEFEMSBE D FEATHTF 5,

AT a7 T 72 A i RE

BALTZY a7 IR LT, PV ARV a7 T v BV EOERIEL Y a7 A LTz — P — (TR
60

AR Va7 ik AE

ZARLTeY a7 O LAN ~OIRkZ il 425, 77 7 AT A B LIC KB IG5 D72, 777
ATV a7 DERERZ I RT 5,

HDD 7 —# 52 &8 EhkRE

Va7 TR ENIA A=V T —Z BRSNS Z L2010, HDD DREAFAA—YT
— 2 fElE L EELCRERINETD

HDD 57 {bEkHE

HDD H{ADFFH £, LI, HDD & HDD 7 — #1555t AR —R & Jf TR H £ HDD 77—~
DT 7R AT DHEBNHLT D202, HDD 7 — X 5bR — R, fERIE T V2V A8
ARARZFHBIL, ELWT /&ME ﬁk%z!i{z!:toyz AHDI HDD 727t R%EFFa$5, X512, HDD
T — X DBV ARHE T D012, HDD ITHEMHES DT R COT —2 %1 5115

LAN 7 —Z{RGERERE
LAN 7 =2 D IP /X7y hADA=y 77U 73R EL T, IP 37y M IPSec I TH 51k 375
H .7 A MEHE
FHEOEX 2T AEEEDIET CThHI % AX— Ty 7 IRHITHREET D

B B RE

=P —DEMELE A TELIICnTZ/LRKL, HDD WIZORAFTDHAE THY, BIfRfFShiz
B ARl R, T TE2I0129D

07\ CRLERES D H BEE I, TOE Ditft&ns, TOE @ H FHE HiL, FHEEEE ORI A, HLAUX
S A LY — =5 EE H R UG L CREZI R 3- A Z L CRIES LD,

B PR RE

D= — LA BB R T AT Do — P S RE L S T 2 U T R RE \ZEE
T DD DT NAREHERETHY  EHLITEBE O A EEDSRESN TS

3 CCRHMEIZRBITAT ANRBETIL, Kerberos i87E& L T Active Directory Domain Services Z | f L 7=,
4 CCRHCRIT AT ANBRBE Tl LDAP §87iEE L C eDirectory 8.8 SP8 #FI| L 7=,
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1.7 TOE ®=—H—

TOE ®=—#— (U.USER) IZ, AFTD 2FIHDO 22—V —IZHFETE 5,

Table 3 —Users

Designation Definition
U.USER Any authorized User.
U.NORMAL A User who is authorized to perform User Document Data processing

functions of the TOE.

U.ADMINISTRATOR | A User who has been specifically granted the authority to manage some
portion or al of the TOE and whose actions may affect the TOE security
policy (TSP). Administrators may possess special privileges that provide
capabilities to override portions of the TSP.

1.8 Assets
G PEIL, User Data, TSF Data, Functions @ 3 ffi3H T 5,
1.8.1 User Data

User Datalf, == —H —IC ko> TER &N D TOE Dt 2 U T ¢ BEREICIT B A2 B 2 7T
—ZTHO . LITFTO2MEICSETX B,

Table 4 — User Data

Designation | Definition

D.DOC User Document Data consist of the information contained in a user’'s document. This
includes the original document itself in either hardcopy or electronic form, image data, or
residually-stored data created by the hardcopy device while processing an origina
document and printed hardcopy output.

D.FUNC User Function Data are the information about a user’s document or job to be processed by
the TOE.

1.8.2 TSF Data

TSF Dataix, TOE Dt = U7 #RBICHEEL 5257 —XTHV ., LITO 2 I
T% ZDO

Table 5 — TSF Data

Designation | Definition

D.PROT TSF Protected Data are assets for which alteration by a User who is neither an
Administrator nor the owner of the data would have an effect on the operational security of
the TOE, but for which disclosure is acceptable.

D.CONF TSF Confidential Data are assets for which either disclosure or alteration by a User who is
neither an Administrator nor the owner of the data would have an effect on the operational
security of the TOE.
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A TOE T#o TSF Data%zLL T Table 6 (2777,
Table 6 — TSF Data @ E{&{k,
BAS |TSFF—%& N LRIFSE
D.PROT | —¥%—%, 2— P — RN FRRERE BE TRIH T 5 = — W — D] | HDD
R
7—)L 772 AR EESRE TR 52—V — OHE[R 1 HDD
0y 77 NRIY | vyl T MEREOREE®RTHY, nv 77 b | HDD
—RE DOHFRBEFE 0 v 7 77 FEM O E G H)
NRAT—=RRY v— | 2 — P —BiHERE CRIA T 232U — Fo#& e | HDD
IE HTHY ., /AT —RE, EHATRESCT, A
B ORI T B HIR O EE H
F— bt 7 TERE BERRZ VDY v g H A4 LT 7 bORERE | HDD
15
H AHIRELRR E H A & B O 3% E 1 RTC
HDD 52 R{H L% E | HDD 7 — ¥ 52 R EHERER EfF M CTh v  #rE A | HDD
EZHAGIZ B3 D% EE
|PSec % & LAN 7 — Z {REMEEICB T 23 ETFHR TH 0 | #&5E | HDD
DA NI B3 5 5% E
D.CONF | /2T — F a— Y — BRI RE TR 9 5 = — % —»FREE | HDD
R
o s o SESRE AR S NS S HDD
Ry 7 ARGEHEE 5 BANTa7 T 72 AREHERE CRHHT S, = —%—7K | HDD
T A VAT AR YT ASNDT 7 AHETH A
T 5K v 7 AEOREIEE &
1.8.3 Functions
Table 7 |2~ T kéhE
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2 Conformance claims

2.1 CC Conformance claim

Z® ST %, LLF® Common Criteria (LA F. CC LEE) 2@/ T2,

- Common Criteria version: Version 3.1 Release 4
- Common Criteria conformance: Part 2 extended and Part 3 conformant
- Assurancelevel: EAL3 augmented by ALC FLR.2

2.2 PP claim, Package claim

ZO ST, L TFO PPIZi#E AT 5,
- Title :2600.1, Protection Profile for Hardcopy Devices, Operational Environment A
- Version : 1.0, dated June 2009

Z® ST %, LLF® SFR Packages # 4. BIITH5,
- 2600.1-PRT # &
- 2600.1-SCN #4

IJ>

- 2600.1-CPY i

op

- 2600.1-FAX i

op

- 2600.1-DSR i

op

= =

h
hn

- 2600.1-NVS;

i

- 2600.1-SMlI 3

(o

2.3 SFR Packages
2.3.1 SFR Packages reference

Title: 2600.1-PRT, SFR Package for Hardcopy Device Print Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as printers, paper-based fax machines, and
MFPs) that perform a printing function in which electronic document input is converted to physical document
output.

Title: 2600.1-SCN, SFR Package for Hardcopy Device Scan Functions, Operational Environment A
Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as scanners, paper-based fax machines, and
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MFPs) that perform a scanning function in which physical document input is converted to electronic document
output.

Title: 2600.1-CPY, SFR Package for Hardcopy Device Copy Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This Protection Profile shall be used for HCD products (such as copiers and MFPs) that perform a copy
function in which physical document input is duplicated to physical document output.

Title: 2600.1-FAX, SFR Package for Hardcopy Device Fax Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as fax machines and MFPs) that perform a
scanning function in which physical document input is converted to a telephone-based document facsimile (fax)
transmission, and a printing function in which a telephone-based document facsimile (fax) reception is converted
to physical document output.

Title: 2600.1-DSR, SFR Package for Hardcopy Device Document Storage and Retrieval (DSR) Functions,
Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as MFPs) that perform a document storage and
retrieval feature in which adocument is stored during one job and retrieved during one or more subseguent jobs.

Title: 2600.1-NV'S, SFR Package for Hardcopy Device Nonvolatile Storage Functions, Operational Environment
A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance; Part 2 extended and Part 3 conformant

Package conformance: EAL3 augmented by ALC_FLR.2

Usage: This SFR package shall be used for products that provide storage of User Dataor TSF Datain a
nonvolatile storage device (NVS) that is part of the evaluated TOE but is designed to be removed from the TOE
by authorized personnel. This package applies for TOEs that provide the ability to protect data stored on
Removable Nonvolatile Storage devices from unauthorized disclosure and modification. If such protection is
supplied only by the TOE environment, then this package cannot be claimed.

Title: 2600.1-SM1, SFR Package for Hardcopy Device Shared-medium Interface Functions, Operational
Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 extended and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products that transmit or receive User Data or TSF Data over a
communications medium which, in conventional practice, is or can be simultaneously accessed by multiple users,
such as wired network media and most radio frequency wireless media. This package applies for TOES that
provide atrusted channel function allowing for secure and authenticated communication with other IT systems.
If such protection is supplied by only the TOE environment, then this package cannot be claimed.
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2.3.2 SFR Package functions

Functions perform processing, storage, and transmission of data that may be present in HCD products.
The functions that are allowed, but not required in any particular conforming Security Target or Protection
Profile, arelisted in Table 7:

Table 7 —SFR Package functions

Designation | Definition

F.PRT Printing: a function in which electronic document input is converted to physical document
output

F.SCN Scanning: a function in which physical document input is converted to electronic
document output

F.CPY Copying: afunction in which physical document input is duplicated to physical document
output

F.FAX Faxing: a function in which physical document input is converted to a telephone-based

document facsimile (fax) transmission, and a function in which a telephone-based
document facsimile (fax) reception is converted to physical document output

F.DSR Document storage and retrieval: a function in which a document is stored during one job
and retrieved during one or more subsequent jobs
F.NVS Nonvolatile storage: afunction that stores User Data or TSF Data on a nonvolatile storage

device that is part of the evaluated TOE but is designed to be removed from the TOE by
authorized personnel

F.SMI Shared-medium interface: a function that transmits or receives User Data or TSF Data over
a communications medium which, in conventional practice, is or can be simultaneously
accessed by multiple users, such as wired network media and most radio-frequency
wireless media

2.3.3 SFR Package attributes

When a function is performing processing, storage, or transmission of data, the identity of the function is
associated with that particular data as a security attribute. This attribute in the TOE model makes it possible
to distinguish differences in Security Functional Requirements that depend on the function being performed.
The attributes that are allowed, but not required in any particular conforming Security Target or Protection
Profile, arelisted in Table 8:

Table 8 —SFR Package attributes

Designation | Definition

+PRT Indicates data that are associated with a print job.

+SCN Indicates data that are associated with a scan job.

+CPY Indicates data that are associated with a copy job.

+FAXIN Indicates data that are associated with an inbound (received) fax job.

+FAXOUT | Indicates datathat are associated with an outbound (sent) fax jab.

+DSR Indicates data that are associated with a document storage and retrieval job.

+NVS Indicates data that are stored on a nonvolatile storage device.

+SMI Indicates data that are transmitted or received over a shared-medium
interface.

2.4 PP Conformance rationale

TOE I, 7V NVEAEKO EHEREEE CThHat —, TV Ay 777 AORRIZIN A, SCER
fEH%nE. HDD W 5-{bagRE, LAN 7 — 2 DI 5L SRR Z 20 752 L0705, 2.2 D PP claim, Package
claim (235172 PPIZEZR STV 59T SFR Packages (il &35 Z L U Th o,

LURIZ, 789_To SFR Packages # 815 L7= PP & 2 ST #k#g L T <,
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%9, Security Problem Definition (2B L T, PP & ST #kt#k3 5L, LLFD OSP 20O & 2DBML T
WAHLIAMIFRIL TH S,

P.HDD.ACCESS.AUTHORIZATION
ZHUT ERBREAHRIL T ADOTIEARL, TOE AL TV % OSP Thd,

HE>T, LLFDRAL T 5,
- STO®X 2T 4R EEBELT T T X TOTOEIL., PPOtF )T ERB - L TW\5
- PPOYEF 2T AEE R AT T- T T X COEHAEREIL, STOEX 27 FREERDHZL TS

KIZ, Objective (IZBI LT, PP & ST #H#kd5&, LU FD Objective 2 O & -DiBMIL TWAIEANEIA
CThd,

O.HDD.ACCESS.AUTHORISED

ZUE, TOE ZHI#IL T 5 Objective T D,

Mo T, AR RN T 5,

- STOTOED X2 U7 4% 5K 5 #2729 9 X COTOEIL, PPOTOED £ =7 5%t 3K 5 &4 fifi7- L
W5

- PPOEBRELD LX 2 VT A R #2793 ~COE MBS, STO@AREO X7 %t
R EBMT-LTND

I 5T, BEREELMEICBAL T, PP & ST #tbikd 5L, Table 9 DEHIZ 7D SFR Packages 763
N TOMBEEMITRIGL T, 512 ST TR RS BIS D,

Table 9 —PP., ST CTORBEMHHZR

PP_Package PP ST
Common FAU_GEN.1 FAU_GEN.1

Common FAU_GEN.2 FAU_GEN.2

Common FAU_SAR.1 FAU_SAR.1

Common FAU_SAR.2 FAU_SAR.2

Common FAU_STG.1 FAU_STG.1

Common FAU_STG.4 FAU_STG.4

Common FDP_ACC.1(a) FDP_ACC.1(delete-job)
Common FDP_ACC.1(b) FDP_ACC.1(exec-job)
Common FDP_ACF.1(a) FDP_ACF.1(delete-job)
Common FDP_ACF.1(b) FDP_ACF.1(exec-job)
Common FDP RIP1 FDP_RIP1

Common FIA_ATD.1 FIA_ATD.1

Common FIA_UAU.1 FIA_UAU.1

Common FIA_UID.1 FIA_UID.1

Common FIA_USB.1 FIA_USB.1

Common FMT_MSA.1(a) FMT_MSA.1(delete-job)
Common FMT_MSA.3(a) FMT_MSA.3(delete-job)
Common FMT_MSA.1(b) FMT_MSA.1(exec-job)
Common FMT_MSA.3(b) FMT_MSA.3(exec-job)
Common FMT_MTD.1(FMT_MTD.1.1(a)) | FMT_MTD.1(device-mgt)
Common FMT_MTD.1(FMT_MTD.1.1(b)) | FMT_MTD.1(user-mgt)
Common FMT_SMF.1 FMT_SMFE.1

Common FMT_SMR.1 FMT_SMR.1

Common FPT_STM.1 FPT_STM.1

Common FPT_TST.1 FPT_TST.1
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PP_Package PP ST
Common FTA_SSL.3 FTA_SSL.3(lui), FTA_SSL.3(rui)
PRT FDP_ACC.1 FDP_ACC.1(in-job)
PRT FDP_ACF1 FDP_ACF.1(in-job)
SCN FDP_ACC.1 FDP_ACC.1(in-job)
SCN FDP_ACF1 FDP_ACF.1(in-job)
CPY FDP_ACC.1 FDP_ACC.1(in-job)
CPY FDP_ACF1 FDP_ACF.1(in-job)
FAX FDP_ACC.1 FDP_ACC.1(in-job)
FAX FDP_ACF1 FDP_ACF.1(in-job)
DSR FDP_ACC.1 FDP_ACC.1(in-job)
DSR FDP_ACF1 FDP_ACF.1(in-job)
NVS FPT_CIP_EXP1 FPT_CIP_EXP1
SMI FAU_GEN.1 FAU_GEN.1

SMI FPT_FDI_EXP1 FPT_FDI_EXP1
SMI FTP_ITC.1 FTP_ITC.1
Common - FIA_AFL.1
Common FIA_SOS.1
Common FIA_UAU.7

NVS FCS_COP1(h)
NVS SMI FCS CKM.1

SMI - FCS_COP1(n)

SMI - FCS_CKM.2

NVS - FPT_PHP1

PP Ci%. FDP_ACF.1(a)iZ#\ T, +FAXIN @ D.DOC @ Deete, +FAXIN @ D.FUNC @ Delete I=
%4 % Subject # UNORMAL & LT\ %75, ST Cid FDP_ACF.1(delete-job)ic 35U C. Subject %
U.ADMINISTRATOR & L. U.NORMAL @™ Access Control rule # [Denied) & L T\W%, £7-. PP
Tli&, FDP_ACC.1 iz T, +FAXIN @ D.DOC ® Read {Zxf3 % Subject 2 U.NORMAL & LT\
%75, ST Tld FDP_ACC.A(in-job)iZ3\ T, Read (Z%f4 % Subject # U.ADMINISTRATOR & L
U.NORMAL @ Access Control rule 2 [Denied)] & L T\5%,

ik U7z ST OBSREE (D EN 0 £11F1d Delete <> Read FIHE7 Subject D% % 5k, UINORMAL O
7 7 & A F[HET: Object 272 < THIV AT TH Y . PP OFEBEE L 0 bHlRA 72T 7 & AHlf &2 1T
OTb\é &éiéo

PP Ci%. FDP_ACF1(@iZH T, +FAXIN ® D.FUNC @ Modify (Zx}9" 5 Subject 2 U.NORMAL
L LTWAHH, ST Tl FDP_ACF.1(delete-job)iZ3 T, Subject 2 U.User & L, Access Control rule
% [Denied] &L TW5,

ST OREREZAFEDOEI Y AH T BEREDOTIH 2 £ D Subject IZ b FF S 2V 22T 2F VT TH Y,
PP OFEREZLM: L 0 HHIBRANZ 7 7 B ZHlH 21T > TWD L F X D,

UEOBH LD ST TS TWD SFRIE, PP TREB SN TWD SFR LV TRHF LT LY
HIRRAY ] THD EWVR D,

HE>T, LLF DAL 5,
- STOSFRZi -1 4 <~ TOHOTOEIL, PPOSFR i 7-L TV %

F7-. ST ORFFE/RIT PP OIRAFE L EIL Th D,
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PLEIZED, 20 ST 1% PP IZki LT, TOE (Z[RIZELL EOHIFRAZFRL . TOE OEHERELICFRIZELL T O

HIBRZFRL TN D,
-T2 ST X PP Zifmki AL CW\D,

Copyright CanonliInc. 2015

20



Canon

F77 H: 2015/07/23

3 Security Problem Definition

3.1

3.2

Notational conventions

Defined termsin full form are set in title case (for example, “Document Storage and Retrieval”).
Defined termsin abbreviated form are set in al caps (for example, “DSR”").

In tables that describe Security Objectives rationale, a checkmark (“v™) place at the intersection
of a row and column indicates that the threat identified in that row is wholly or partially
mitigated by the objective in that column.

In tables that describe completeness of security requirements, abold typeface letter “P’ placed at
the intersection of a row and column indicates that the requirement identified in that row
performs a principal fulfillment of the objective indicated in that column. A letter “S” in such an
intersection indicates that it performs a supporting fulfillment.

In tables that describe the sufficiency of security requirements, a bold typeface requirement
name and purpose indicates that the requirement performs a principal fulfillment of the objective
in the same row. Requirement names and purposes set in normal typeface indicate that those
requirements perform supporting fulfillments.In  specifications of Security Functional
Requirements (SFRs):

Bold typeface indicates the portion of an SFR that has been completed or refined in this
Protection Profile, relative to the origind SFR definition in Common Criteria Part 2 or an
Extended Component Definition.

Italic typeface indicates the portion of an SFR that must be completed by the ST Author in a
conforming Security Target.

Bold italic typeface indicates the portion of an SFR that has been partially completed or refined
in this Protection Profile, relative to the original SFR definition in Common Criteria Part 2 or an
Extended Component Definition, but which also must be completed by the ST Author in a
conforming Security Target.

The following prefixes are used to indicate different entity types:

Table 10— Notational prefix conventions

Prefix Type of entity

User

Data

Function

Threat

Policy

Assumption

Objective
Environmental objective
Security attribute

+|Q|o|»|m|-|m|o|c

Threats agents
This security problem definition addresses threats posed by four categories of threat agents:

a) Persons who are not permitted to use the TOE who may attempt to use the TOE

b) Persons who are authorized to use the TOE who may attempt to use TOE functions for which they
are not authorized.

¢) Persons who are authorized to use the TOE who may attempt to access data in ways for which they
not authorized.
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d) Persons who unintentionally cause a software malfunction that may expose the TOE to unanticipated
threats.

The threats and policies defined in this Protection Profile address the threats posed by these threat agents.
3.3 Threats to TOE Assets

This section describes threats to assets described in clause 1.8.

Table 11—Threats to User Data for the TOE

Threat Affected asset | Description

T.DOC.DIS D.DOC User Document Data may be disclosed to unauthorized persons
T.DOC.ALT D.DOC User Document Data may be altered by unauthorized persons
T.FUNC.ALT | D.FUNC User Function Data may be altered by unauthorized persons

Table 12—Threats to TSF Data for the TOE

Threat Affected asset | Description

T.PROT.ALT D.PROT TSF Protected Data may be altered by unauthorized persons
T.CONF.DIS D.CONF TSF Confidential Data may be disclosed to unauthorized persons
T.CONFALT D.CONF TSF Confidential Data may be altered by unauthorized persons

3.4 Organizational Security Policies

This section describes the Organizational Security Policies (OSPs) that apply to the TOE. OSPs are used
to provide a basis for Security Objectives that are commonly desired by TOE Owners in this operational
environment but for which it is not practical to universally define the assets being protected or the threats to
those assets.

Table 13—Organizational Security Policies

Name Definition

P.USER.AUTHORIZATION To preserve operational accountability and security, Users will be
authorized to use the TOE only as permitted by the TOE Owner

P.SOFTWARE.VERIFICATION To detect corruption of the executable code in the TSF, procedures
will exist to self-verify executable codein the TSF

P.AUDIT.LOGGING To preserve operational accountability and security, records that
provide an audit trail of TOE use and security-relevant events will
be created, maintained, and protected from unauthorized
disclosure or alteration, and will be reviewed by authorized
personnel

P.INTERFACE.MANAGEMENT To prevent unauthorized use of the external interfaces of the TOE,
operation of those interfaces will be controlled by the TOE and its
IT environment

P.HDD.ACCESS. AUTHORIZATION To prevent access TOE assets in the HDD with connecting the
other HCDs, TOE will have authorized access the HDD data.

3.5 Assumptions

The Security Objectives and Security Functional Regquirements defined in subsequent sections of this Protection
Profile are based on the condition that all of the assumptions described in this section are satisfied.

Table 14—Assumptions

Assumption Definition

A.ACCESS.MANAGED | The TOE islocated in arestricted or monitored environment that provides
protection from unmanaged access to the physical components and data
interfaces of the TOE.
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Assumption Definition

A.USER.TRAINING TOE Users are aware of the security policies and procedures of their
organization, and are trained and competent to follow those policies and
procedures.

A.ADMIN.TRAINING | Administrators are aware of the security policies and procedures of their
organization, are trained and competent to follow the manufacturer’ s guidance
and documentation, and correctly configure and operate the TOE in accordance
with those policies and procedures.

A.ADMIN.TRUST Administrators do not use their privileged access rights for malicious purposes.
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4 Security Objectives

4.1 Security Objectives for the TOE

ZOETIE, TOE D~ & ¥vx =T ¢ P GF#HCB L TRtk 4%,
Table 15— Security Objectives for the TOE

Objective Definition

O.DOC.NO_DIS The TOE shall protect User Document Data from unauthorized
disclosure.

O.DOC.NO_ALT The TOE shall protect User Document Data from unauthorized
ateration.

O.FUNC.NO_ALT The TOE shall protect User Function Data from unauthorized
ateration.

O.PROT.NO_ALT The TOE shall protect TSF Protected Data from unauthorized
ateration.

O.CONF.NO_DIS The TOE shall protect TSF Confidential Data from unauthorized
disclosure.

O.CONF.NO_ALT The TOE shall protect TSF Confidential Data from unauthorized
ateration.

O.USER.AUTHORIZED The TOE shall require identification and authentication of Users,

and shall ensure that Users are authorized in accordance with
security policies before allowing them to use the TOE.
O.INTERFACE.MANAGED The TOE shall manage the operation of external interfacesin
accordance with security policies.

O.SOFTWARE.VERIFIED The TOE shall provide procedures to self-verify executable code
in the TSF.

O.AUDIT.LOGGED The TOE shall create and maintain alog of TOE use and
security-relevant events, and prevent its unauthorized disclosure
or alteration.

O.HDD.ACCESS.AUTHORISED The TOE shall protect TOE assetsin the HDD from accessing
without the TOE authorization.

4.2  Security Objectives for the IT environment

TOETIE., ITEEOEX 2V F 4 5HEHFSHCE L TR+ 2,

Table 16— Security Objectives for the IT environment

Objective Definition

OE.AUDIT_STORAGE.PROTECTED | If audit records are exported from the TOE to another trusted IT
product, the TOE Owner shall ensure that those records are
protected from unauthorized access, deletion and modifications.
OE.AUDIT_ACCESS.AUTHORIZED | If audit records generated by the TOE are exported from the
TOE to ancther trusted IT product, the TOE Owner shall ensure
that those records can be accessed in order to detect potential
security violations, and only by authorized persons
OE.INTERFACE.MANAGED TheIT environment shall provide protection from unmanaged
access to TOE externa interfaces.

4.3  Security Objectives for the non-IT environment

ZOBETIL, EITEREOEX 2 U T o 5EF#HZE L TRk T %,
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Table 17— Security Objectives for the non-IT environment

Objective Definition

OE.PHY SICAL.MANAGED The TOE shall be placed in a secure or monitored area that
provides protection from unmanaged physical access to the TOE.

OE.USER.AUTHORIZED The TOE Owner shall grant permission to Users to be authorized

to use the TOE according to the security policies and procedures
of their organization.

OE.USER.TRAINED The TOE Owner shall ensure that Users are aware of the security
policies and procedures of their organization, and have the
training and competence to follow those policies and procedures.
OE.ADMIN.TRAINED The TOE Owner shall ensure that TOE Administrators are aware
of the security policies and procedures of their organization, have
the training, competence, and time to follow the manufacturer’s
guidance and documentation, and correctly configure and operate
the TOE in accordance with those policies and procedures.

OE.ADMIN.TRUSTED The TOE Owner shall establish trust that TOE Administrators
will not use their privileged access rights for malicious purposes.

OE.AUDIT.REVIEWED The TOE Owner shall ensure that audit logs are reviewed at
appropriate intervals for security violations or unusual patterns of
activity.

4.4  Security Objectives rationale

ZOETIE, BX2 YT 4 &K S5#E (Security Objectives) ORHLICEI L CTiEik+ %,

Table 18—Completeness of Security Objectives

Obijectives
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Threats. Policies, and Assumptions |0 |o| o |o|lolololololololo|lo|lolol|lololololo
T.DOC.DIS v V|V
T.DOC.ALT v V|V
T.FUNC.ALT 4 V|V
T.PROTALT v v |V
T.CONF.DIS v v|v
T.CONFALT VI ivi|v
P.USER.AUTHORIZATION vV
P.SOFTWARE.VERIFICATION v
P.AUDIT.LOGGING v vIv|vY
P.INTERFACE.MANAGEMENT 4 4
P.HDD.ACCESS.AUTHORIZATION 4
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OlO|Z/o|Z|Z|W|o|L|QQID|D|2|F|T|z|Q|a|®
olo|5|x|0|gla|2|g|2|a|T|T|T|E|a|2|<|<|D
. . QoL a0 2|wWn <L |\w|w|u|=|u|w|wu/w| w
Threats. Policies, and Assumptions |0 |o | o |olololololololololo|lololololololo
A.ACCESS.MANAGED v
A.ADMIN.TRAINING v
A.ADMIN.TRUST 4
A.USER.TRAINING 4

Table 19—Sufficiency of Security Objectives

Threats. Policies, and
Assumptions

Summary

Objectivesand rationale

T.DOC.DIS

User Document Data may be
disclosed to unauthorized
persons

0.DOC.NO_DI S protects D.DOC from
unauthorized disclosure

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsihility of the TOE Owner to appropriately
grant authorization

T.DOC.ALT

User Document Data may be
altered by unauthorized persons

O.DOC.NO_ALT protects D.DOC from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

T.FUNCALT

User Function Data may be
atered by unauthorized persons

O.FUNC.NO_ALT protects D.FUNC from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

T.PROT.ALT

TSF Protected Data may be
altered by unauthorized persons

O.PROT.NO_ALT protects D.PROT from
unauthorized ateration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization
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T.CONF.DIS

TSF Confidential Data may be
disclosed to unauthorized
persons

O.CONF.NO_DIS protects D.CONF from
unauthorized disclosure

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsihility of the TOE Owner to appropriately
grant authorization

T.CONFALT

TSF Confidential Data may be
atered by unauthorized persons

O.CONF.NO_ALT protects D.CONF from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

P.USER.AUTHORIZ
ATION

Userswill be authorized to use
the TOE

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization to use the TOE

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

P.SOFTWARE.VERIF
ICATION

Procedures will exist to
self-verify executable code in
the TSF

O.SOFTWARE.VERIFIED provides procedures
to self-verify executable codein the TSF

P.AUDIT.LOGGING

An audit trail of TOE use and
security-relevant events will be
created, maintained, protected,
and reviewed.

O.AUDIT.LOGGED creates and maintains alog
of TOE use and security-relevant events, and
prevents unauthorized disclosure or alteration

OE.AUDIT_STORAGE.PROTECTED protects
exported audit records from unauthorized access,
deletion and modifications

OE.AUDIT_ACCESS.AUTHORIZED
establishes responsibility of, the TOE Owner to
provide appropriate access to exported audit
records

OE.AUDIT.REVIEWED establishes
responsibility of the TOE Owner to ensure that
audit logs are appropriately reviewed

P.HDD.ACCESS.AUT
HORIZATION

To prevent access TOE assetsin
the HDD with connecting the
other HCDs, TOE will have
authorized access the HDD data.

O.HDD.ACCESS. AUTHORISED protects TOE
assetsin the HDD from accessing without the
TOE authorization.

P.INTERFACE.MAN

Operation of external interfaces

O.INTERFACE.MANAGED manages the

AGEMENT will be controlled by the TOE operation of external interfacesin accordance
and its I T environment . with security policies
OE.INTERFACE.MANAGED establishes a
protected environment for TOE external
interfaces
A.ACCESSMANAG | The TOE environment provides | OE.PHYSICAL.MANAGED establishesa
ED protection from unmanaged protected physical environment for the TOE

access to the physical
components and data interfaces
of the TOE.

A.ADMIN.TRAININ
G

TOE Users are aware of and
trained to follow security
policies and procedures

OE.ADMIN.TRAINED establishes
responsihility of the TOE Owner to provide
appropriate Administrator training.
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A.ADMIN.TRUST

Administrators do not use their
privileged access rights for
malicious purposes.

OE.ADMIN.TRUST establishes responsibility of
the TOE Owner to have atrusted relationship
with Administrators.

A.USER.TRAINING

Administrators are aware of and
trained to follow security
policies and procedures

OE.USER.TRAINED establishes responsibility
of the TOE Owner to provide appropriate User
training.
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5 Extended components definition (APE_ECD)

This Protection Profile defines components that are extensions to Common Criteria 3.1 Release 2, Part 2. These
extended components are defined in the Protection Profile but are used in SFR Packages, and therefore, are
employed only in TOEs whose STs conform to those SFR Packages.

5.1 FPT_CIP_EXP Confidentiality and integrity of stored data
Family behaviour:

This family defines requirements for the TSF to protect the confidentiality and integrity of both TSF and user
data.

Confidentiality and integrity of stored data is important security functionality in the case where the storage
container is not, or not always, in a protected environment. Confidentiality and integrity of stored data is often
provided by functionality that the TSF uses for both TSF and user data in the same way. Examples are full disk
encryption functions, where the TSF stores its own data as well as user data on the same disk. Especialy when a
disk is intended to be removable and therefore may be transported into an unprotected environment, this
becomes a very important functionality to achieve the Security Objectives of protection against unauthorized
access to information.

Component leveling:

FPT_CIP_EXP.1 Confidentiality and integrity of stored data 1

FPT_CIP_EXP.1 Confidentiality and integrity of stored data, provides for the protection of user and TSF data
stored on a storage container that cannot be assumed to be protected by the TOE environment.

Management: FPT_CIP_EXP.1

The following actions could be considered for the management functionsin FMT:
a) Management of the conditions under which the protection function is activated or used;
b) Management of potential restrictions on the allowance to use this function.

Audit: FPT_CIP_EXP.1

The following actions should be auditable if FAU_GEN Security Audit Data Generation is included in the
PP/ST:

a) Basic: failure condition that prohibits the function to work properly, detected attempts to bypass this
functionality (e. g. detected modifications).

FPT_CIP_EXP.1 Confidentiality and integrity of stored data

Hierarchical to: No other components.
Dependencies: No dependencies
FPT_CIP_EXP.1.1 The TSF shall provide a function that ensures the confidentiality and

integrity of user and TSF data when either is written to [assignment: media used
to store the dat4].

FPT_CIP_EXP.1.2 The TSF shall provide a function that detects and performs
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[assignment: /ist of actions] when it detects alteration of user and TSF data when
either is written to [assignment: media used to store the datd].

Rationale:

The Common Criteria defines the protection of user data in its FDP class and the protection of TSF data in its
FPT class. Although both classes contain components that define confidentiality protection and integrity
protection, those components are defined differently for user data and TSF data and therefore are difficult to use
in cases where a TOE provides functionality for the confidentiality and integrity for both types of data in an
identical way.

This Protection Profile defines an extended component that combines the confidentiality and integrity protection
for both types of data in a single component. The authors of this Protection Profile view this as an approach that
simplifies the statement of security functional requirements significantly and therefore enhances the readability
and applicability of this Protection Profile. Therefore, the authors decided to define an extended component to
address this functionality.

This extended component protects both user data and TSF data, and it could therefore be placed in either the
FDP or FPT class. Since it is intended to protect data that are exported to storage media, and in particular,
storage media that might be removable from the TOE, the authors believed that it was most appropriate to place
it in the FPT class. It did not fit well in any of the existing families in either class, and this led the authors to
define anew family with just one member.

5.2 FPT_FDI_EXP Restricted forwarding of data to external interfaces
Family behaviour:

This family defines requirements for the TSF to restrict direct forwarding of information from one external
interface to another externa interface.

Many products receive information on specific external interfaces and are intended to transform and process this
information before it is transmitted on another externa interface. However, some products may provide the
capability for attackers to misuse externa interfaces to violate the security of the TOE or devices that are
connected to the TOE's external interfaces. Therefore, direct forwarding of unprocessed data between different
external interfaces is forbidden unless explicitly allowed by an authorized administrative role. The family
FPT_FDI_EXP has been defined to specify this kind of functionality.

Component leveling:

FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces 1

FPT_FDI_EXP.1 Restricted forwarding of data to externa interfaces, provides for the functionality to require
TSF controlled processing of data received over defined external interfaces before these data are sent out on
another external interface. Direct forwarding of data from one external interface to another one requires explicit
allowance by an authorized administrative role.

Management: FPT_FDI_EXP.1
The following actions could be considered for the management functionsin FMT:

a) Definition of therole(s) that are allowed to perform the management activities;

b) Management of the conditions under which direct forwarding can be alowed by an administrative
role;

¢) Revocation of such an allowance.
Audit: FPT_FDI_EXP.1

Copyright Canonlnc. 2015
30



Canon

F77 H: 2015/07/23

The following actions should be auditable if FAU_GEN Security Audit Data Generation is included in the
PP/ST:

There are no auditable events foreseen.
Rationale:

Quite often a TOE is supposed to perform specific checks and process data received on one external interface
before such (processed) data are allowed to be transferred to another external interface. Examples are firewall
systems but aso other systems that require a specific work flow for the incoming data before it can be
transferred. Direct forwarding of such data (i. e. without processing the data first) between different external
interfaces is therefore afunction that — if allowed at all — can only be allowed by an authorized role.

It has been viewed as useful to have this functionality as a single component that allows specifying the property
to disallow direct forwarding and require that only an authorized role can alow this. Since thisis a function that
is quite common for a number of products, it has been viewed as useful to define an extended component.

The Common Criteria defines attribute-based control of user data flow in its FDP class. However, in this
Protection Profile, the authors needed to express the control of both user data and TSF data flow using
administrative control instead of attribute-based control. It was found that using FDP_IFF and FDP_IFC for this
purpose resulted in SFRs that were either too implementation-specific for a Protection Profile or too unwieldy
for refinement in a Security Target. Therefore, the authors decided to define an extended component to address
this functionality.

This extended component protects both user data and TSF data, and it could therefore be placed in either the
FDP or FPT class. Since its purpose is to protect the TOE from misuse, the authors believed that it was most
appropriate to place it in the FPT class. It did not fit well in any of the existing families in either class, and this
led the authors to define a new family with just one member.

FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces
Hierarchical to: No other components.

Dependencies: FMT_SMF.1 Specification of Management Functions
FMT_SMR.1 Security roles.

FPT_FDI_EXP.1.1 The TSF shall provide the capability to restrict data received on
[assignment: /ist of external interfaces] from being forwarded without further
processing by the TSF to [assignment: /ist of external interfaces).
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6 Security requirements

ZDOFETIL, TOEDEFx = U7 ¢ Z{f (security requirements) (ZB8 L TRl 4%,

6.1  Security functional requirements

ZOFETIE, TOEDEF = U7 ¢ BEREZE: (security functional requirements) (ZB8 L CrEik 3%,
W, I R—% 2 FikBIERCHEET L AV FADOHBAD () EEIT, BV IE L OEBIEZ R TEREIF
L TWD,

Ul
X

6.1.1 :L“"‘Hi“"m\\ 1%@!3

=

FIA_AFL.1 Authentication failure handling
Hierarchical to: No other components.
Dependencies: FIA_UAU.1 Timing of authentication

FIA_AFL.1.1 The TSF shall detect when [selection: [assignment: positive integer number], an
administrator configurable positive integer withinfassignment: range of acceptable
values]] unsuccessful authentication attempts occur related to [assignment: /ist of
authentication events).

[selection: [assignment. positive integer number], an administrator configurable
positive integer withinfassignment. range of acceptable values])
= anadministrator configurable positive integer within 1 to 10

[assignment: /ist of authentication events]
» BEAREZALL LRV E— MUl ZffioTom 7 A RAT

FIA AFL.1.2 When the defined number of unsuccessful authentication attempts has been
[selection: met, surpassed], the TSF shall [assignment: /ist of actions].

[selection: met, surpassed)]
= met

[assignment: /ist of actions]
» By J7 UL
FIA_ATD.1 User attribute definition
Hierarchical to: No other components.
Dependencies: No dependencies

FIA_ATD.1.1 The TSF shall maintain the following list of security attributes belonging to
individual users: [assignment: /ist of security attributes].

[assignment: /ist of security attributes]
» a—P—f v
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Timing of authentication

Hierarchical to: No other components.

Dependencies: No dependencies.

The TSF shall allow [assignment: /ist of TSF-mediated actions that do not conflict

with access-controlled Functions of the TOE] on behalf of the user to be performed

before the user is authenticated.

[assignment: /ist of TSF-mediated actions that do not conflict with
access-controlled Functions of the TOE]

w Ve TR a T N TR a T O¥A

The TSF shall require each user to be successfully authenticated before allowing
any other TSF-mediated actions on behalf of that user.

Protected authentication feedback
Hierarchical to: No other components.
Dependencies: FIA_UAU.1 Timing of authentication

The TSF shall provide only [assignment: /ist of feedback] to the user while the
authentication is in progress.

[assignment: /ist of feedbackK]

n *

Timing of identification

Hierarchical to: No other components.

Dependencies: No dependencies.

The TSF shall allow [assignment: /ist of TSF-mediated actions that do not conflict

with access-controlled Functions of the TOE] on behalf of the user to be performed

before the user is identified.

[assignment: /ist of TSF-mediated actions that do not conflict with
access-controlled Functions of the TOE]

w Ve TR a T N TR a7 O¥A

The TSF shall require each user to be successfully identified before allowing any
other TSF-mediated actions on behalf of that user.
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User-subject binding
Hierarchical to: No other components.
Dependencies: FIA_ATD.1 User attribute definition

The TSF shall associate the following user security attributes with subjects acting
on the behalf of that user: [assignment: /ist of user security attributes].

[assignment: /ist of user security attributes]
A N %

The TSF shall enforce the following rules on the initial association of user security
attributes with the subjects acting on behalf of users: [assignment: rules for the
initial association of attributes].

[assignment: rules for the initial association of attributes]
= L

The TSF shall enforce the following rules governing changes to the user security
attributes with the subjects acting on behalf of users: [assignment: rules for the
changing of attributes].

[assignment: rules for the changing of attributes]
L

FTA_SSL.3(lui) TSF-initiated termination

Hierarchical to: No other components.

Dependencies: No dependencies.

FTA_SSL.3.1(lui) The TSF shall terminate an interactive session after a [assignment: time

interval of user inactivityj.

[assignment: time interval of user inactivity]
BRSOV E AR LRV RREDS . BROE I RS

FTA_SSL.3(rui) TSF-initiated termination

Hierarchical to: No other components.

Dependencies: No dependencies.

FTA_SSL.3.1(rui) The TSF shall terminate an interactive session after a [assignment: #/ime

interval of user inactivityj.

[assignment: time interval of user inactivity]
= UE— Ul ZEELRVIREEDS, 15 5y [k
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6.1.2 Ta7 RIT7 /e AHlEE
FMT_MSA.1(exec-job) Management of security attributes
Hierarchical to: No other components.

Dependencies: [FDP_ACC.1 Subset access control, or
FDP_IFC.1 Subset information flow control]
FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MSA.1.1(exec-job) The TSF shall enforce the TOE Function Access Control SFP,
[assignment: access control SFP(s), information flow control SFP(s)] to restrict the
ability to [selection: change default, query, modify, delete, [assignment: other
gperations]] the security attributes [assignment: /ist of security attributes] to
[assignment: the authorised identified roles.

[assignment: access control SFP(s), information flow control SFP(s)]
= oL

[selection: change default, query, modify, delete, [assignment: other operations]]
= query, modify, delete, create

[assignment: /ist of security attributes]
. o—J

[assignment: the authorised identified roles]
= U.ADMINISTRATOR

FMT_MSA.3(exec-job) Static attribute initialisation
Hierarchical to: No other components.

Dependencies: FMT_MSA.1 Management of security attributes
FMT_SMR.1 Security roles

FMT_MSA.3.1(exec-job) The TSF shall enforce the TOE Function Access Control Policy,
[assignment: access control SFF information flow control SFF| to provide
[selection, choose one of: restrictive, permissive, [assignment: other property]]
default values for security attributes that are used to enforce the SFP.

[assignment: access control SFF, information flow control SFP)
= L

[selection, choose one of: restrictive, permissive, [assignment: other property]]
» Redtrictive

[refinement]
=  TOE Function Access Control Policy — TOE Function Access Control SFF

FMT_MSA.3.2(exec-job) The TSF shall allow the [assignment: the authorized identified roles]
to specify alternative initial values to override the default values when an object or
information is created.

[assignment: the authorized identified roles]
=  Nobody
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FDP_ACC.1(exec-job) Subset access control
Hierarchical to: No other components.
Dependencies: FDP_ACF.1 Security attribute based access control

FDP_ACC.1.1(exec-job)  The TSF shall enforce the TOE Function Access Control SFP on users
as subjects, TOE functions as objects, and the right to use the functions as
operations.

FDP_ACF.1(exec-job) Security attribute based access control
Hierarchical to: No other components.

Dependencies: FDP_ACC.1 Subset access control
FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(exec-job) The TSF shall enforce the TOE Function Access Control SFP to objects
based on the following: users and [assignment: /ist of TOE functions and the
security attribute(s) used to determine the TOE Function Access Control SFP,.

[assignment: /ist of TOE functions and the security attribute(s) used to determine
the TOE Function Access Control SFF]
=  objects controlled under the TOE Function Access Control SFP in Table 20, and for
each, the indicated security attributesin Table 20.

FDP_ACF.1.2(exec-job) The TSF shall enforce the following rules to determine if an operation
among controlled subjects and controlled objects is allowed: [selection: the user is
explicitly authorized by U.ADMINISTATOR to use a function, a user that is
authorized to use the TOE is automatically authorized to use the functions
[assignment: /ist of functions], [assignment: other conditions]].

[selection: the user is explicitly authorized by U.ADMINISTATOR to use a
function, a user that is authorized to use the TOE is autormatically authorized to
use the functions [assignment: /ist of functions], [assignment: other conditions]]

= [assignment: other conditions]

[assignment: other conditions]
= rules specified in the TOE Function Access Control SFP in Table 20 governing access
among controlled users as subjects and controlled objects using controlled operations
on controlled objects

FDP_ACF.1.3(exec-job) The TSF shall explicitly authorise access of subjects to objects based on
the following additional rules: the user acts in the role U ADMINISTRATOR,
[assignment: other rules, based on security attributes, that explicitly authorise
access of subjects to objects].

[assignment: other rules, based on security attributes, that explicitly authorise
access of subjects to objects]
= L

FDP_ACF.1.4(exec-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjects to objects].
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[assignment: rules, based on security attributes, that explicitly deny access of

subjfects to objects]

7L

Table 20—TOE Function Access Control SFP

Object Attribute Operation(s) | Subject | Attribute | Accesscontrol rule
' ) . . .
S(:Jr?; S Object @ J& 12 %f LT Subject
X7 7YU b | +PRT Ut oo | JUSER | B— Dr—/L7)5 Operation Z 7 A 4L
i e —LThbH
17
' ) . . .
opy Sg‘ftcetr P Object o Jg& M2 %L C Subject
fape D Ui aa g U.USER | B—v Dr—/ LA Operation Z7F Al X4
i 7-o— L ThD
17
i D . L .
N Sfilricetr P Object ™ J& M IZ%FLC Subject
(A% | +DSR Up oo | JUSER | B— PDr—/L7)3 Operation Z#F A 4L
i T-a—/LTdhb
17
Sg’r?t‘;tr fﬁug Object o J& 125t C Subject
(7772 +FAXOUT Ui go g | WUSER | =L Dr—/L7)% Operation Z#F A 4L
P 7=a— L CThbH
17T
Sfilricetr %%IJ;; Object o J& 12 %L C Subject
2N +FAXIN Ui orgo g | WUSER | m— Dr—/L 7% Operation Z 7 Al
P 7-a—LChbH
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Object D . . .
. Object @ J& 12 %f LT Subject
r | | .
;‘? F77AVOR | | her Eo;[‘ti jfjji UUSER | m—1 dr—/L 7% Operation Z 3 A&
i e —LThb
17T
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1 — [=Z
fé%”%;_g Jirgfl/; +DSR Pointer ZFIM | | ier | e Subject ®— L% Administrator
{l}ﬂﬂj T +FAXIN Li=var7 & | THiT Operation 23 7 HE
17

6.1.3 BATaT TR

6.1.3.1

¥ a 7 HIBRIEE

FMT_MSA.1(delete-job) Management of security attributes

Hierarchical to:

Dependencies:

No other components.

[FDP_ACC.1 Subset access control, or

FDP_IFC.1 Subset information flow control]
FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MSA.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22,
[assignment: access control SFP(s), information flow control SFP(s)] to restrict the
ability to [selection: change default, query, modify, delete, [assignment: other
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gperations]] the security attributes [assignment: /ist of security attributes] to
[assignment: the authorised identified roles].

[assignment: access control SFP(s), information flow control SFP(s)]
= InTheJOB AccessControl SFP in Table 23

[selection: change default, query, modify, delete, [assignment: other operations]]
= Table2l » [#afE] DA

[assignment: /ist of security attributes]
» Table21 @ [security attributes] OIH

[assignment: the authorised identified roles]
» Table2l® Tme—)v] DIH

Table 21—Management of security attributes

security attributes e 7 —/)v
a—P—4 delete, create, query U.ADMINISTRATOR
Ry 7 AR = modify, create U.ADMINISTRATOR
HE DR > 7 ARGREE 5 modify U.NORMAL
APPLICATION NOTE 1. This Protection Profile does not define any mandatory security attributes, but some may be

defined by SFR packages or by the ST Author. The ST Author should define how security attributes are managed. Note
that this Protection Profile allows the ST Author to instantiate “Nobody” as an authorized identified role, which makes it
possible for the ST Author to state that some management actions (e.g., deleting a security attribute) may not be

performed by any User.
FMT_MSA.3(delete-job) Static attribute initialisation
Hierarchical to: No other components.
Dependencies: FMT_MSA.1 Management of security attributes

FMT_SMR.1 Security roles

FMT_MSA.3.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22,
[assignment: access control SFF, information flow control SFP| to provide
[selection, choose one of: restrictive, permissive, [assignment: other property]]
default values for security attributes that are used to enforce the SFP.

[assignment: access control SFF, information flow control SFP)
= Common Access Control SFP in Table 22
= |nTheJOB Access Control SFP in Table 23

[selection, choose one of: restrictive, permissive, [assignment: other property]]
»  redtrictive

FMT_MSA.3.2(delete-job) The TSF shall allow the [assignment: the authorized identified roles]

to specify alternative initial values to override the default values when an object or
information is created.

[assignment: the authorized identified roles]
=  Nobody
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FDP_ACC.1(delete-job)Subset access control

Hierarchical to: No other components.

Dependencies: FDP_ACF.1 Security attribute based access control
FDP_ACC.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22 on

the list of users as subjects, objects, and operations among subjects and objects
covered by the Common Access Control SFP in Table 22.

FDP_ACF.1(delete-job) Security attribute based access control
Hierarchical to: No other components.
Dependencies: FDP_ACC.1 Subset access control

FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22 to
objects based on the following: the list of users as subjects and objects controlled
under the Common Access Control SFP in Table 22, and for each, the indicated
security attributes in Table 22.

FDP_ACF.1.2(delete-job) The TSF shall enforce the following rules to determine if an operation
among controlled subjects and controlled objects is allowed: rules specified in the
Common Access Control SFP in Table 22 governing access among controlled users
as subjects and controlled objects using controlled operations on controlled objects.

FDP_ACF.1.3(delete-job) The TSF shall explicitly authorise access of subjects to objects based on
the following additional rules: [assignment: rules, based on security attributes,
that explicitly authorise access of subjects to objects].

[assignment: rules, based on security attributes, that explicitly authorise access of
subjfects to objects)
*  U.ADMINISTRATOR (%, 7-=T®» D.DOC + D.FUNC D HIIEx23 Al HE
»  U.ADMINISTRATOR &%, +CPY, +SCN, +DSR, +FAXOUT @ D.FUNC ® Modify
23 ATHE

FDP_ACF.1.4(delete-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjects to objects].

[assignment: rules, based on security attributes, that explicitly deny access of

subjects to objects]
= L

Table 22—Common Access Control SFP

Object Attribute Operation(s) | Subject Access control rule

D.DOC +PRT,+SCN,+CPY, Delete U.NORMAL | Denied, except for hisher own
+FAXOUT, documents
+DSR

D.DOC +FAXIN Delete U.NORMAL | Denied
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Object Attribute Operation(s) | Subject Access control rule

D.FUNC | +PRT,+SCN,+CPY, Modify; U.NORMAL | Denied, except for his’her own
+FAXOUT, Delete function data
+DSR

D.FUNC | +FAXIN Modify U.USER Denied

D.FUNC | +FAXIN Delete U.NORMAL | Denied

6.1.3.2 ¥ g 7 hT I ARIEEE

FDP_ACC.1(in-job) Subset access control

Hierarchical to: No other components.

Dependencies: FDP_ACF.1 Security attribute based access control
FDP_ACC.1.1(in-job) The TSF shall enforce the In The JOB Access Control SFP in Table 23

on the list of subjects, objects, and operations among subjects and objects covered
by the In The JOB Access Control SFP in Table 23.

FDP_ACF.1(in-job) Security attribute based access control
Hierarchical to: No other components.
Dependencies: FDP_ACC.1 Subset access control

FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(in-job) The TSF shall enforce the In The JOB Access Control SFP in
Table 23 to objects based on the following: the list of subjects and objects controlled
under the In The JOB Access Control SFP in Table 23, and for each, the indicated
security attributes in Table 23.

FDP_ACF.1.2(in-job) The TSF shall enforce the following rules to determine if an
operation among controlled subjects and controlled objects is allowed: rules
specified in the In The JOB Access Control SFP in Table 23 governing access

among Users and controlled objects using controlled operations on controlled
objects.

FDP_ACF.1.3(in-job) The TSF shall explicitly authorise access of subjects to objects
based on the following additional rules: [assignment: rules, based on security
attributes, that explicitly authorise access of subjects to objects].

[assignment: rules, based on security attributes, that explicitly authorise access of
subjfects to objects]

= U.ADMINISTRATOR (%, +FAXIN/+DSR ® D.DOC @ read 7’ A g

FDP_ACF.1.4(in-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjfects to objects].

[assignment: rules, based on security attributes, that explicitly deny access of
subjfects to objects]
= L
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Table 23—In The JOB Access Control SFP

Object | Attribute(s) Operation | Subject Access control rule

D.DOC | +PRT Read U.USER Denied, except for hissher own documents
D.DOC | +SCN Read U.USER Denied, except for hissher own documents
D.DOC | +CPY Read U.USER Denied

D.DOC | +FAXIN Read U.NORMAL | Denied

D.DOC | +FAXOUT Read U.USER Denied, except for his’her own documents
D.DOC | +DSR Read U.NORMAL | Denied, except for his’her own documents

6.1.4 ZFVaTxibiee

FPT_FDI_EXP.1

FPT_FDI_EXP.1.1

6.1.5 HDD

FDP_RIP.1

FDP_RIP.1.1

6.1.6 HDD

6.1.6.1

Restricted forwarding of data to external interfaces

Hierarchical to: No other components.

Dependencies: FMT_SMF.1 Specification of Management Functions

FMT_SMR.1 Security roles.

The TSF shall provide the capability to restrict data received on any
external Interface from being forwarded without further processing by the TSF to
any Shared-medium Interface.

T —H R R
Subset residual information protection

Hierarchical to: No other components.

Dependencies: No dependencies

The TSF shall ensure that any previous information content of a resource is made
unavailable upon the [selection: allocation of the resource to, deallocation of the
resource from) the following objects: D.DOC, [assignment: /ist of objects].

[selection: allocation of the resource to, deallocation of the resource from)|
= deallocation of the resource from

[assignment: /ist of objects]
= 2L

I =LA aE

=R RER i1

FCS_COP.1(h) Cryptographic operation

Hierarchical to: No other components.

Dependencies: [FDP_ITC.1

attributes, or

Import of wuser data without security

Copyright CanonlInc. 2015

41



Canon

F77 H: 2015/07/23

FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_COP.1.1(h) The TSF shall perform [assignment. /ist of cryptographic operations] in
accordance with a specified cryptographic algorithm [assignment: cryptographic
algorithm) and cryptographic key sizes [assignment: cryptographic key sizes] that
meet the following: [assignment: /ist of standards].

[assignment: list of cryptographic operations]
* HDD ~EFEXIAENDT —F DI AbEAE
* HDD bRttt S D7 —% O 5 #AE
[assignment: cryptographic algorithm]
= AES

[assignment: cryptographic key sizes)
= 256 hit

[assignment: list of standards]
» FIPSPUB 197

FPT_CIP_EXP.1 Confidentiality and integrity of stored data
Hierarchical to: No other components.
Dependencies: No dependencies
FPT_CIP_EXP.1.1 The TSF shall provide a function that ensures the confidentiality and

integrity of user and TSF data when either is written to [assignment: a Removable
Nonvolatile Storage device).

[assignment: a Removable Nonvolatile Storage device)
= HDD

FPT _CIP_EXP.1.2 The TSF shall provide a function that detects and performs
[assignment: /ist of actions] when it detects alteration of user and TSF data when
either is written to [assignment: a Removable Nonvolatile Storage devicel.

[assignment: /ist of actions]
= noaction

[assignment: a Removable Nonvolatile Storage devicel
= HDD

APPLICATION NOTE 2. Today many manufacturers are looking at hardware solutions such as fully encrypting
disks to meet disk encryption requirements. Some of these driveswill not allow data to be written to the drive unless the
correct credentials (either the key itself or credentials required to unlock the key stored in a secure area of the drive) are
presented. Assuming that this functionality cannot be bypassed, detection of modificationsis not a useful function
within the TOE and therefore it should be possible to instantiate "no action" in the assignment for the "list of actions" in
FPT_CIP_EXP.1.2, arguing that unauthorized modification is prevented by the design of the system.

Quote from [PP Guide]

6.1.6.2 AIKFNIFEREMAE
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FPT_PHP.1 Passive detection of physical attack

FPT_PHP.1.1

FPT_PHP.1.2

Hierarchical to: No other components.
Dependencies: No dependencies.

The TSF shall provide unambiguous detection of physical tampering that might
compromise the TSF.

[refinement] physical tampering — HDD & (*HDD 7 —# K5 5{bAR— RDOT 0 & 2

The TSF shall provide the capability to determine whether physical tampering
with the TSF's devices or TSF's elements has occurred.

[refinement] physical tampering — HDD X O'HDD 7 — ¥ k5 =5t R — RO 0 B2

6.1.7 LAN F—Z{f#pkRE

6.1.7.1 P X/ v MiFRALERE

FCS_COP.1(n) Cryptographic operation

Hierarchical to: No other components.

Dependencies: [FDP_ITC.1 Import of user data without security
attributes, or
FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_COP.1.1(n) The TSF shall perform [assignment: /ist of cryptographic operations] in

accordance with a specified cryptographic algorithm [assignment: cryptographic
algorithm)] and cryptographic key sizes [assignment: cryptographic key sizes] that
meet the following: [assignment: /ist of standards].

[assignment: /ist of cryptographic operations]
» LAN ~EET 5 IP/37 » b ORF Bk E
* LANDOZET D IP T v O SHEME

[assignment: cryptographic algorithm)
= Table24 @ [lcryptographic algorithm) DIH

[assignment: cryptographic key sizes|
=  Table24 @ lcryptographic key sizes] DA

[assignment: /ist of standards]
=  Table24 @ [list of standards| DIH

Table 24— IPSec cryptographic algorithm, key sizes and standards

cryptographic algorithm cryptographic key sizes list of standards
3DES-CBC 168 bit FIPS PUB 46-3
AES-CBC 128 bit, 192bit, 256 hit FIPS PUB 197
AES-GCM 128 bit, 192hit, 256 bit SP800-38D
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Inter-TSF trusted channel

Hierarchical to: No other components.

Dependencies: No dependencies.

The TSF shall provide a communication channel between itself and another
trusted IT product that is logically distinct from other communication channels
and provides assured identification of its end points and protection of the

communicated data from modification or disclosure.

The TSF shall permit the TSF, another trusted IT product to initiate
communication via the trusted channel.

The TSF shall initiate communication via the trusted channel for communication
of D.DOC, D.FUNC, D.PROT, and D.CONF over any Shared-medium Interface.

6.1.8 HCOTAMERE

FPT_TST.1

FPT_TST.1.1

FPT_TST.1.2

FPT_TST.1.3

TSF testing
Hierarchical to: No other components.
Dependencies: No dependencies.

The TSF shall run a suite of self tests [selection: during initial start-up,
periodically during normal operation, at the request of the authorised user, at the
conditions [assignment: conditions under which self test should occur]] to
demonstrate the correct operation of [selection: [assignment: parts of TSF], the
TSA.

[selection: during initial start-up, periodically during normal operation, at the
request of the authorised user, at the conditions [assignment: conditions under
which self test should occun]

= during initia start-up

[selection: [assignment: parts of TSF], the TSF]
» LAN 7 —# {REHRE CHIM T 557 1= U X L (AES, 3DES)

The TSF shall provide authorised users with the capability to verify the integrity
of [selection: [assignment: parts of TSF], TSF data).

[selection: [assignment: parts of TSF], TSF data]
- W

The TSF shall provide authorised users with the capability to verify the integrity
of stored TSF executable code.
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6.1.9 BE&EnsigE
FAU_GEN.1 Audit data generation

Hierarchical to: No other components.

Dependencies: FPT_STM.1 Reliable time stamps

FAU_GEN.1.1 The TSF shall be able to generate an audit record of the following auditable events:

- Start-up and shutdown of the audit functions;

- All auditable events for the [selection, choose one of: minimum, basic, detailed, not specified)]
level of audit; and

- all Auditable Events as each is defined for its Audit Level (if one is specified) for the
Relevant SFR in Table 25; [assignment: other specifically defined auditable events].

[selection, choose one of: minimum, basic, detailed, not specified]
= not specified

[assignment: other specifically defined auditable events]
= 2L

FAU_GEN.1.2 The TSF shall record within each audit record at least the following information:

- Date and time of the event, type of event, subject identity (if applicable), and the outcome
(success or failure) of the event; and

- For each audit event type, based on the auditable event definitions of the functional components
included in the PP/ST, for each Relevant SFR listed in Table 25: (1) information as defined
by its Audit Level (if one is specified), and (2) all Additional Information (if any is
required); [assignment: other audit relevant information)].

[assignment: other audit relevant information)
= 2L

Table 25—Audit data requirements

Auditable event Relevant SFR Audit level Additional
information

Job completion FDP ACF.1 Not specified Typeof job

Both successful and unsuccessful use of the FIA_UAU.1 Basic None required

authentication mechanism

Both successful and unsuccessful use of the FIA_UID.1 Basic Attempted user

identification mechanism identity, if available

Use of the management functions FMT SMF.1 Minimum None required

Modifications to the group of usersthat are FMT_SMR.1 Minimum None required

part of arole

Changes to thetime FPT STM.1 Minimum None required

Termination of an interactive session by the FTA SSL.3 Minimum None required

session locking mechanism®

Failure of the trusted channel functions FTP_ITC.1 Minimum None required

5 PP Guide ¢ [14.1 IEEE Std 2600.1 Errata] # %M

IEEE Std 2600.1(Z%“Locking of an interactive session by the session locking mechanism” & & % 73, #git I &

T D 5 AL
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FAU_GEN.2 User identity association
Hierarchical to: No other components.

Dependencies: FAU_GEN.1 Audit data generation
FIA_UID.1 Timing of identification

FAU_GEN.2.1 For audit events resulting from actions of identified users, the TSF shall be able to
associate each auditable event with the identity of the user that caused the event.

FPT_STM.1 Reliable time stamps
Hierarchical to: No other components.
Dependencies: No dependencies.

FPT_STM.1.1 The TSF shall be able to provide reliable time stamps.

FAU_SAR.1 Audit review
Hierarchical to: No other components.
Dependencies: FAU_GEN.1 Audit data generation

FAU_SAR.1.1 The TSF shall provide [assignment: authorised users] with the capability to read
[assignment: /ist of audit informatiori] from the audit records.

[assignment: authorised users]
= U.ADMINISTRATOR

[assignment: list of audit information]
» Table25 |IRIEEAR DY A |

FAU_SAR.1.2 The TSF shall provide the audit records in a manner suitable for the user to
interpret the information.

FAU_SAR.2 Restricted audit review
Hierarchical to: No other components.
Dependencies: FAU_SAR.1 Audit review

FAU_SAR.2.1 The TSF shall prohibit all users read access to the audit records, except those
users that have been granted explicit read-access.
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FAU_STG.1 Protected audit trail storage

FAU_STG.1.1

FAU_STG.1.2

Hierarchical to: No other components.
Dependencies: FAU_GEN.1 Audit data generation

The TSF shall protect the stored audit records in the audit trail from unauthorised
deletion.

The TSF shall be able to [selection, choose one of: prevent, detect] unauthorised
modifications to the stored audit records in the audit trail.

[selection, choose one of: prevent, detect]
»  prevent

FAU_STG.4 Prevention of audit data loss

FAU_STG.4.1

Hierarchical to: FAU_STG.3 Action in case of possible audit data loss
Dependencies: FAU_STG.1 Protected audit trail storage

The TSF shall [selection, choose one of: “ignore audited events”, “prevent
audited events, except those taken by the authorised user with special rights’,
“overwrite the oldest stored audit records” and [assignment: other actions to

be taken in case of audit storage failure] if the audit trail is full.

[selection, choose one of: “ignore audited events”, “prevent audited events,
except those taken by the authorised user with special rights”, “overwrite the
oldest stored audit records’]

»  “overwrite the oldest stored audit records”

[assignment: other actions to be taken in case of audit storage failure]
= 2L

6.1.10 EHEEERE

6.1.10.1 = —Y —FHIRKEE

FIA_SOS.1

FIA_SOS.1.1

Verification of secrets
Hierarchical to: No other components.
Dependencies: No dependencies

The TSF shall provide a mechanism to verify that secrets meet [assignment: a
defined quality metric].

[assignment: a defined quality metric]
» AT ERFLLTONRAT — R R
3 L R S U A G
. BRI TFA~D)E L LT EEDD
» BN TF(a~2)E 1 LTRSS D
» HTFO0~9% 1 LT EED S
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s TAT 7Ry RSO TFC-@[]:, M #3%& ()=~ +*}_><)%& 1 CFLLE
G D
i RRESCT
o HIEHSTF-LIAN DA TOILF

FMT_MTD.1(user-mgt) Management of TSF data
Hierarchical to: No other components.

Dependencies: FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MTD.1.1 (user-mgt) The TSF shall restrict the ability to [selection: change_default, query,
modify, delete, clear, [assignment: other operations]] the [assignment: /ist of TSF
data associated with a U.NORMAL or TSF Data associated with documents or jobs
owned by a U.NORMAL] to [selection, choose one of: Aobody, [selection:
U.ADMINISTRATOR, the U.NORMAL to whom such TSF data are associated]].

[selection: change default, query, modify, delete, clear, [assignment. other
operations]|

= Table26 ® [#a{E] D

[assignment: /ist of TSF data associated with a U.NORMAL or TSF Data
associated with documents or jobs owned by a U.NORMAL]
= Table26 ® [TSFdata) DIH

[selection, choose one of: Aobody, [selection: U.ADMINISTRATOR, the
U.NORMAL to whom such TSF data are associated]]
» Table26 ® To—/L ) DIFE

Table 26— — ¥ —FH#EH

TSF data o—)L e

a—H—4 U.ADMINISTRATOR | delete, create, query

7 —/ U.ADMINISTRATOR | modify, delete, create, query
IRAT— R U.ADMINISTRATOR | modify, delete, create
HED/NNZAT— R U.NORMAL modify

FMT_SMR.1 Security roles
Hierarchical to: No other components.
Dependencies: FIA_UID.1 Timing of identification

FMT_SMR.1.1 The TSF shall maintain the roles U.ADMINISTRATOR, U.NORMAL, [selection:
Nobodly, [assignment: the authorised identified roles]].

[selection: Nobody, [assignment: the authorised identified roles]]
=  Nobody

FMT_SMR.1.2 The TSF shall be able to associate users with roles, except for the role “Nobody” to
which no user shall be associated.
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6.1.10.2 Hf o ELAKAE
FCS_CKM.1 Cryptographic key generation
Hierarchical to: No other components.

Dependencies: [FCS_CKM.2 Cryptographic key distribution, or
FCS_COP.1 Cryptographic operation]
FCS_CKM.4 Cryptographic key destruction

FCS CKM.1.1 The TSF shall generate cryptographic keys in accordance with a specified
cryptographic key generation algorithm [assignment. cryptographic key
generation algorithm] and specified cryptographic key sizes [assignment:
cryptographic key sizes] that meet the following: [assignment: /ist of standards].

[assignment: cryptographic key generation algorithm]
= FIPSPUB 186-2 (ZZE S < B 584k 7 /L 2 Y X A

[assignment: cryptographic key sizes|
= 128bit, 168bit, 192bit, 256 hit

[assignment: /ist of standards]
= FIPSPUB 186-2

FCS_CKM.2 Cryptographic key distribution
Hierarchical to: No other components.

Dependencies: [FDP_ITC.1 Import of wuser data without security
attributes, or
FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_CKM.2.1 The TSF shall distribute cryptographic keys in accordance with a specified
cryptographic key distribution method [assignment: cryptographic key distribution
method] that meets the following: [assignment: /ist of standards).

[assignment: cryptographic key distribution method)]
= DH (DiffieHellman) 3 XOYECDH (Elliptic Curve Diffie Hellman)

[assignment: /ist of standards]
= SP800-56A

6.1.10.3 F /34 R & PR

FMT_MTD.1(device-mgt) Management of TSF data
Hierarchical to: No other components.
Dependencies: FMT_SMR.1 Security roles

FMT_SMF.1 Specification of Management Functions

FMT_MTD.1.1(device-mgt) The TSF shall restrict the ability to [selection: change_default, query,
modify, delete, clear, [assignment: other gperations]] the [assignment: /ist of TSF
data] to [selection, choose one of: Aobody, [selection: U.ADMINISTRATOR,
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[assignment: the authorized identified roles except U.NORMAL]]].

[selection: change default, query, modify, delete, clear, [assignment: other
operations]|
= Table27 ®» [#fE] DA

[assignment: /ist of TSF data]
= Table27 ®» [TSFData] DA

[selection, choose one of: NMoboady, [selection: U ADMINISTRATOR, [assignment:

the authorized identified roles except U.NORMAL]]]
= Table27®» Ta—/L| DIA

Table 27— /3 A A& HEHERE

TSF Data 7—)L HIE

A/ RFZ R E U.ADMINISTRATOR | modify
HDDSERE 3% E U.ADMINISTRATOR | query, modify
IPSec #%7E U.ADMINISTRATOR | query, modify
A —rIVT B E U.ADMINISTRATOR | query, modify
a7 T NR) L — R TE U.ADMINISTRATOR | query, modify
PRAT —RRY L — R E U.ADMINISTRATOR | query, modify
=g U.ADMINISTRATOR | query, delete

FMT_SMF.1 Specification of Management Functions

Hierarchical to:

Dependencies:

No other components.

No dependencies.

FMT_SMF.1.1 The TSF shall be capable of performing the following management functions:
[assignment: /ist of management functions to be provided by the TSF].

[assignment: /ist of management functions to be provided by the TSF]
= LU Table 28 (2”3 Bk fE

Table 26— The management of security requirements

‘EHLRE e
H o/ REZ R E modify

HDD5EEHERIE query, modify
[PSec &% & query, modify
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B RE #BIE

A —NIUT R GE query, modify

a7 7 UNRY Y — R E query, modify

INAT —RRV Y —RTE query, modify
o= query, delete
Z—Y—% delete, create, query
°—/) modify, delete, create, query
INAYU— N modify, delete, create
Ry 7 ANGEEER R modify, create
HYD/AT— R modify

H & DR ARG LR modify

Security assurance requirements

This section defines the security assurance requirements for the TOE.

Table 29 lists the security assurance requirements for 2600.1-PP, Protection Profile for Hardcopy Devices,
Operational Environment A, and related SFR packages, EAL 3 augmented by ALC _FLR.2.

Table 29— 2600.1 Security Assurance Requirements

Assurance Class

Assurance components

ADV: Development

ADV_ARC.1 Security architecture description

ADV_FSP.3 Functional specification with complete summary

ADV_TDS.2 Architectural design

AGD: Guidance documents

AGD_OPE.1 Operational user guidance

AGD_PRE.1 Preparative procedures

ALC: Life-cycle support

ALC CMC.3 Authorisation controls

ALC_CMS.3 Implementation representation CM coverage

ALC DEL.1 Délivery procedures

ALC DVS.1 Identification of security measures

ALC FLR.2 Flaw reporting procedures (augmentation of EAL 3)

ALC | CD.1 Developer defined life-cycle model

ASE: Security Target evaluation

ASE CCL.1 Conformance claims

ASE_ECD.1 Extended components definition

ASE INT.1 ST introduction

ASE_OBJ.2 Security objectives

ASE REQ.2 Derived security requirements

ASE _SPD.1 Security problem definition

ASE TSS.1 TOE summary specification

ATE: Tests

ATE _COV.2 Analysis of coverage

ATE DPT.1 Testing: basic design

ATE FUN.1 Functional testing
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Assurance Class Assurance components
ATE_IND.2 Independent testing - sample
AVA: Vulnerability assessment | AVA_VAN.2 Vulnerahility analysis

6.3  Security functional requirements rationale
6.3.1 The completeness of security requirements

Table 30 IX TOE t&XaUT4%tK & X2 T e E -2~ 7 LT-b D ThHD, ZiLdD,
£Y X2 VT AREBEEE DKl 1 ©D TOE B 2T 4% HEHI kG L CWAZ LA R L TUA,
FH ekt BEtR% Bold (A (P) THEL, AR —hL TWAXREIRRE (S) TRLTZ,

Table 30—The completeness of security requirements

Objectives
)
o |8la] |2
— A i e 5
o 5SS E|2 5 (Y S|z |® |z
Ol | S %< |8 |2 |u 3 5
olod|Q|o|Q|Q|E|=|2|0 <
Z|z|Z2 |2 |2 |2 | |u|§ |- 3
O|lg|Y | |L e |20 = A
Ol l|z|o|& |z |Z L < |5 | W
a Slg|Q9 gl |E|=]5]|Q
slSlz|z|Q|C |y |H|E|=2|S
Olog|o|C|o |8 |E S| <
4 = 8 [a)
o T
O
SFRs
FIA_AFL.1 S
FIA_ATD.1 S
FIA_UAU.1 P P
FIA_UAU.7 S
FIA_UID.1 S S S S S S P P S
FIA_USB.1 P
FTA_SSL.3(ui) P| P
FTA_SSL.3(rui) PP
FMT_MSA.1(exec-job) S
FMT_MSA .3(exec-job) S
FDP_ACC.1(exec-job) P
FDP_ACF.1(exec-job) S
FMT_MSA.1(delete-job) s|s]|s
FMT_MSA .3(delete-job) s|s]|s
FDP_ACC.1(delete-job) Pl P|P
FDP_ACF.1(delete-job) s|s|s
FDP_ACC.1(in-job) P
FDP_ACF.1(in-job) S
FPT_FDI_EXP1 P
FDP_RIP1 P
FPT_CIP_EXP1 PIP|P|P|P|P
FCS COP1(h) S| S|S|S|S|S

Copyright Canonlnc. 2015
52



Canon

7T H: 2015/07/23

Objectives

O.DOC.NO_ALT
O.FUNC.NO_ALT
O.PROT.NO_ALT
O.CONF.NO_DIS
O.CONF.NO_ALT

O.DOC.NO_DIS
O.USER.AUTHORIZED

O.INTERFACE.MANAGED
O.SOFTWARE.VERIFIED
O.AUDIT.LOGGED
O.HDD.ACCESS. AUTHORISED

SFRs
FPT_PHP1 P
FCS_COPR1(n)
FTP_ITC.1
FCS_CKM.1
FCS_CKM.2
FPT_TST.1 P
FAU_GEN.1
FAU_GEN.2
FAU_SAR.1
FAU_SAR.2
FAU_STG.1
FAU_STG.4
FPT_STM.1
FIA_SOS.1 S
FMT_MTD.1(user-mgt)
FMT_SMR.1 S
FMT_MTD.1(device-mgt)
FMT_SMF1 S

nnowm
mnimin|T|ln
0nunowmw
0nunowm
0nnowm
0nunowmw

n|T|TO| 0|0 OO

[¢)]

(0]
W Y w o
0o wn o
W U Ww o

(0]

n
wn

6.3.2 The sufficiency of security requirements

ARETIE, BX2VTABEREEEDY TOE X =aUT 6 R IT a2 DIC 143 THHR M ZFL IR
éo

O.DOC.NO_DIS (&, user document data 2325 S 4172 K91,

FIA_UID.1 TOa—V—i#BEFHRIIST T FMT_SMR.1 TEHEIN/-o— A0 0 Y Thh, Zon
—UZHDE,

FMT_MSA.1(delete-job)/FMT_MSA .3(delete-job) . FDP_ACC.1(del ete-job)/FDP_ACF.1(delete-job) (= &
DVa7 X A EER NDOIIZT 72 ARKIRT 52212,

FDP_ACC.1(in-job)/FDP_ACF.1(in-job).

WCXDEIRY a7 D2 =T —Z DT 7 AERNDRIZHIRLIZY, TR O Va7 H D2 —
W =T —H DT 7 RAGEL TERLIEN T HI LTI HEBEND,

Fiz, VaT A &7 user document data D7 TS L, FDP_RIP.1IZEY e 2T EEND,
E5IZ, HDD WD 2—H—F —H - TSF 7 —Z ~Dh X A - BFZ IR T

FPT_CIP_EXP.1, FCS COP.1(h), FCS CKM.1 [ZXhifs#Sh,
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LAN 25525345 —W —F —ZTSF 5 —FZ~DLE A FBITHLT
FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 I[Z kv if#ES N5,
TSICEE T E PR RE I FMT_SME.1 ICk» THtEh TV 5,

O.DOC.NO_ALT IZ. user document data 73t & A S 720 91T,

FIA_UID.1 TOa—H—iBlERIJEC T, FMT_SMR.1 TEBEN-o— L8380 Thh, 2o
—IUZHADE,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(delete-job)/FDP_ACF.1(delete-job) (= &
DEAEZERNDRZT 7B ARIRTHZ LI LV EBLENS,

&2, HDD WD —H—F —X - TSF 7 — X ~D U X A« Z2FE TR LT

FPT_CIP_EXP.1, FCS_COP.1(h), FCS CKM.1 [ZXhi#Sh,

LAN 2525452 —W—F —Z - TSF T —H~DE S A RFRIHL T

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 kv {fi#ES N5,

TSIZEE T D PR RE I FMT_SMFE.1 I k- THtEh TV 5,

O.FUNC.NO_ALT i, user function data 232X A S0 L1,

FIA_UID.1 TOa—H—iBlEFRIJEE T, FMT_SMR.1 TEEESN-o— L8380 Thh, 2o
—IUZHADE,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(delete-job)/FDP_ACF.1(delete-job) (= &
DEAEERNDRZT 7B AKIRTHZ LI LV EBLENS,

E51Z, HDD WD —H—F —X - TSF 7 —H ~D WX A« Z2FE TR LT

FPT_CIP_EXP.1, FCS_COP.1(h), FCS CKM.1 [ZXhi#Sh,

LAN 2525452 —W—F —Z - TSF T —H~DE S A RFRIHL T

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 I[Z kv {f#ES N5,

TRSICEE T PR RE I FMT_SMFE.1 I k- THtEh TV 5,

O.PROT.NO_ALT i, TSF protected data 734X A SR LI,

FMT_MTD.1(user-mgt) C& FEE 72 FIA_UID.1 CO2—W —iBIIEHRICIGC T, FMT_SMR.1 TEH
ENT-a— L BE Y THN, TOa—IESE,

FMT_SMR.1, FMT_MTD.1(device-mgt) , FMT_SMF.1 (2857 /A R & B RE IC LW EB SN D,
E5IZ, HDD WD 2—H—F —H - TSF 7 —F ~Dh X A - BFR IR T

FPT_CIP_EXP.1, FCS COP.1(h), FCS CKM.1 [ZXhifs#Sh,

LAN #3525 452 —W—F —H - TSF T —Z ~DES A BT LT

FCS_COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM .2 [Zku{fi#S 5,

O.CONF.NO_DIS (%, TSF confidential data 735 S#V72 L1,

FMT_MTD.1(user-mgt) CEELE 7= FIA_UID.1 TOa—W—fBIEHIIG T T, FMT_SMR.1 TEEE
Shiza— BN G THIL, TOR—/UIESE,

FMT_SMR.1, FMT_MTD.1(device-mgt) , FMT_SMF.1 (25157 A AE HIEREIC L0 B SN D,
IHIZ, HDD WD 2—H —F —X - TSF 7 —H ~Dh S A - BFR KL T

FPT_CIP_EXP.1, FCS COP.1(h), FCS_CKM.1 |[ZXh{ts#ESi,

LAN #5552 —Y —F —H-TSF T —H ~DES A - ZFITx LT

FCS_COP.1(n), FTP_ITC.1, FCS_CKM.1, FCS CKM.2 iZkhix#sn5,

O.CONF.NO_ALT /&, TSF confidential data 73tk S ASI72WN DT,

FMT_MTD.1(user-mgt) CEHLX72 FIA_UID.1 CTO2—W—#BIEFHRITIGC T, FMT_SMR.1 TEH
Sz — BN Y THi, £Or—LIlESE,

FMT_SMR.1, FMT_MTD.1(devicemgt) , FMT_SMF.1 [ZX5 T /A A E B RE I LV FHE SN D,
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EBIZ, HDD WD —H—F =X TSF 7 —H~DE A - BFEITRIL T
FPT_CIP_EXP.1(h), FCS_COP.1, FCS CKM.1 (&0 RS,

LAN 2525352 —H—F —HTSF 7 — X ~DUE A - ZFZ XL T
FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 (kiS5

OUSERAUTHORIZED %, FIA_UAU.1, FIA _UID.1, FIA_UAU.7, FIA_AFL.1 TOMBIFEIEAT =
AL EDFERES NIz —H — 3,

FIA_ATD.1\ FIA_USB.1, FTA_SSL.3(IUi)/FTA_SSL.3(rui) IC LV 2 —HF —D v ar EFHE N,
FDP_ACC.1(exec-job)/FDP_ACF.1(exec-job) (Z&57 7B AHIFNZ LY | #ERRZ {5 7-HRE A FI| H
TEHT LTIV EBIEND,

&5|Z, FIA_S0S.1, FMT_MSA.1(exec-job), FMT_MSA.3(exec-job), FMT_SMR.1 (LY IE Y/ —
—EEHT D,

O.INTERFACE.MANAGED %, Al A #—7 = — A& E 455 THY . FIA_UAU.1,
FIA_UID.1, FTA_SSL.3(Iui)/FTA_SSL.3(ru)ic &b —H — (o ¥ —7 = —ZADE L FPT_FDI_EXP.1

(25D LAN ~DHRE AR DREREL
O.SOFTWARE.VERIFIED %, FPT_TST.1 ® H &7 AM&HE(

O.AUDIT.LOGGED

X TEBEND,

Lo TEBHENS,

IZ. FAU_GEN.1. FAU GEN.2. FAU SAR.1 . FAU SAR2. FAU STG.1.

FAU_STG4 |[ZXDBA RV R > THEELEND, EDIC, AT +—~y Mo —F — R e
Rz 1E AP AE4 572012 FIA_UID.1 & FPT_STM.1 (2L -> CTHR—h&h5,
O.HDD.ACCESS. AUTHORISED %, HDD 7 7% AFZ FPT_PHP.1 (ZXAAAKGR A FRAEHERE I > T
FEHIND,
6.3.3 The dependencies of security requirements
AREF T, ST THEEEFOERAF AR 7- L TR ES IO W B A5k 375,
Table 31—The dependencies of security requirements
CC TERL TV | ST Tili7zL TWBIKTRE
{ > 7
BEREEE s B EEERTL TRV B
FIA_AFL.1 FIA_UAU.1 FIA_UAU.1 N/A (AT 272 LT D)
FIA_ATD.1 No dependencies. No dependencies. N/A (A7 2 T2 L TN D)
FIA_UAU.1 FIA_UID.1 FIA_UID.1 N/A (IRIFHEATEL 0 D)
FIA_UAU.7 FIA_UAU.1 FIA_UAU.1 N/A (RAFEZT- LT D)
FIA_UID.1 No dependencies. No dependencies. N/A UMD ER L)
FIA_USB.1 FIA_ATD.1 FIA_ATD.1 N/A (RAFE 272 LT D)
FTA_SSL.3(lui) No dependencies. No dependencies. N/A (IKAFHED R 72 L)
FTA_SSL.3(rui) No dependencies. No dependencies. N/A (RAFEDERRL)
[FT)DPPTQCC(lzjl o | FDP_ACC.1(exec-job)
FMT_MSA.1(exec-job) || Lo = ovr g FMT_SMR.1 N/A (IR AF AR 7ZL T D)
FMT SMF.1 FMT_SMF.1
FMT_MSA 3(ereciot) [ Fvaunt | v e o | NIA Gk (L C%)
FDP_ACC.1(exec-job) FDP_ACF1 FDP_ACF1(exec-job) | N/A (fR{FIEZT-L T\ D)
. FDP_ACC.1 FDP_ACC.1(exec-job) . \
FDP_ACF.1(exec-job) FMT MSA.3 FMT_MSA. 3(exec-job) N/A (A MEZ R T2 TUD)
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< 5H 3R v SR 77 A
—" CC TERL TS | ST TH7ZL TWOB K AR R 7 LU VRV R
KT 1
[FDP_ACC.1or FDP_ACC.1(delete-job
EMT MSA 1 . FDP_IFC.1] ) .
_MSA.1(deletejob) | v suiR EMT SMR.L N/A RIF 2T 2L T D)
FMT SMF.1 FMT SMF.1
FMT_MSA.1(delete-jo
FMT_MSA 3(deletejob) | FT—on b) NIA (T2 72 LTV D)
— FMT_SMR.1
FDP_ACC.1(delete-job) || FDP_ACF.1 FDP_ACF.1(delete-job) | N/A ({17272 TV 5)
FDP_ACC.1(delete-job
. FDP_ACC.1 ) S
FDP_ACF.1(delete-job) FMT MSA 3 FMT MSA 3(deletejo N/A (IR AF AR T2 L T B)
b)
FDP_ACC.1(in-job) FDP_ACF1 FDP_ACF.1(in-job) N/A (IRAFEZT- LT D)
FDP ACC.1 FDP_ACC.1(in-job)
FDP_ACF.1(in-job) EMT MSA.3 FMT_MSA.3(deletejo | N/A ({K 17 A mi7=L TV 5)
— . b)
FMT_SMF.1 FMT_SMF.1 .
FPT_FDI_EXP1 FMT SMRL FMT SMR.L N/A (IRAF AR 72 L T B)
FDP_RIP.1 No dependencies. No dependencies. N/A (A D ER L)
FPT_CIP_EXP1 No dependencies. No dependencies. N/A (RAEMEDBR 2L )

FCS CKM.4 ZEgEL TR B

[FFDDPPT'TTCC-;O? BT RAM _EICERSNERE U5 MRS, £
FCS COP1(h) FCS CKM 1 FCS CKM.1 T St 2 HD Hj@“ k IEAN AT REZe M E L7 > T
FCS CKM 4 %o PEo THERBMIIC IS B8k 322 L 7o LB R B4t
B XA ’ﬂ“-if!iézhﬂ\é
FPT_PHP1 No dependencies. No dependencies. N/A (UMD ER L)
FTP_ITC.1 No dependencies. | No dependencies. N/A (AP D BER7RL)
FCS_CKM.4 Z =R CUVR W Bl
[FFDDPPT'TTCC-;O? BT RAM _EICERSNERE U5 A%, £
FCS COP1(n) FCS CKM 1 FCS CKM.1 T 542 HD Hj@“ k IEAN AT REZe M E L7 > T
FCS CKM 4 %o PEo THEREMIIC IS B8k 322 L 7e < LB I B4t
B s :ﬁ’*ij@éh’@\é
FCS CKM.4 % EJEL TR B
[FCS_CKM.2 or FCS COPL 58T RAM IS EREZ T EHZ D, &
FCS CKM.1 FCS COP1] ch_COPiEE; T 58 B tHfr:kciT AR £ 7o T
FCS_CKM 4 - %o fE> THERBHIIC IR B8k T2 L7 < &b IR B
T ERIEHINTND,
FCS CKM.4 % EFEL TR WELE
[FFDDPF’_"TTCC-;O? W R RAM LR S VBIR A D) 5 4 2 5, &
FCS CKM.2 FCS CKM 1] FCS CKM.1 f:ﬁ%%iﬁzﬁ:ﬁw Hja“:ka;%ﬁfﬁﬁfﬂ%u:@oﬂ\
FCS_CKM:4 Do HES THERERIIZ G B8R TE 2 U 7n EH IR 5
- li;r/\ CEHISNTWD,
FPT_TST.1 No dependencies. | No dependencies. N/A (EAFPEDEHR 72 L)
FAU_GEN.1 FPT_STM.1 FPT_STM.1 N/A (IRIFPEA T2 L T D)
FAU_GEN.2 E’ﬁ:—jg'_\'l'l EfAU—U(’;E'_\‘il N/A (KA T2 LT 5)
FPT_STM.1 No dependencies. | No dependencies. N/A (RFF D ER 72 L)
FAU SAR.1 FAU GEN.1 FAU_GEN.1 N/A (UETFIEZ 72 L TN D)
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— CC TERL TV | ST TH7=L TV K4F AT R 2 L Oy ViU R
RTFIE %
FAU_SAR.2 FAU_SAR.1 FAU_SAR.1 N/A (AFEZ T2 TUD)
FAU_STG.1 FAU_GEN.1 FAU_GEN.1 N/A (RAFE 272 LT D)
FAU_STG.4 FAU_STG.1 FAU_STG.1 N/A (AFEZ T2 TD)
FIA_SOS.1 No dependencies. No dependencies. N/A (RAFIEZG 7L T D)
FMT_SMR.1 FMT_SMR.1 o
FMT_MTD.1(user-mgt) FMT SMF1 FMT SMFL N/A (RAFE 2T LT D)
FMT_SMR.1 FIA_UID.1 FIA_UID.1 N/A (EFEHEZTG 2L TUN5)
FMT_MTD.1(devicemgt | FMT_SMR.1 FMT_SMR.1 P
) FMT SMFL FMT SMF.1 N/A (A7 272 L TN D)
FMT_SMF.1 No dependencies. | No dependencies. N/A (EAFIEDER7RL)
6.4  Security assurance requirements rationale

This Protection Profile has been developed for Hardcopy Devices used in restrictive commercial
information processing environments that require a relatively high level of document security, operational
accountability and information assurance. The TOE environment will be exposed to only alow level of risk
because it is assumed that the TOE will be located in a restricted or monitored environment that provides
almost constant protection from unauthorized and unmanaged access to the TOE and its data interfaces.
Agents cannot physically access any nonvolatile storage without disassembling the TOE except for
removable nonvolatile storage devices, where protection of User and TSF Data are provided when such
devices are removed from the TOE environment. Agents have limited or no means of infiltrating the TOE
with code to effect a change and the TOE self-verifies its executable code to detect unintentional
malfunctions. As such, the Evaluation Assurance Level 3 is appropriate.

EAL 3 isaugmented with ALC_FLR.2, Flaw reporting procedures. ALC_FLR.2 ensures that instructions
and procedures for the reporting and remediation of identified security flaws are in place, and their
inclusion is expected by the consumers of this TOE.
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7 TOE Summary specification

ZOE T, TOE B ZFLIR T 5,

71 =a—V R RE
- XN AHEREE {4 . FIA_UAU.1, FIA_UID.1, FIA UAU.7, FIA_ATD.1, FIA_USB.1,
FIA_AFL.1, FTA_SSL.3(lui), FTA SSL.3(rui)

TOE 1. EHO2— —ZiRBERFET 572010, 22—V — N EE x5 —h Ul IZBWTT VX
NEE A BET DRI — —D u%a%umm%%*a“é BL., SV ras T oA a7 | T 7 A
Vaz O AT RTL TS, [FIA_UAU.L, FIA _UID.1]

a— Y — I, LT O2REO R R AR — T 5,
- AMEREETT A

:L"“"j-“‘nunﬂij-“‘/\"“ IBFRSNTND 22— P —EREF T RS, 2L, 2 —H—
FOREY— /3 —1Z1%, KerberosFEAE 5 R Active Directory —/3—=<° LDAPFEFE S > LDAP
P =Y T,

- Pk] nu uftjit
T INA AN GRS I TS —H —E 2R 2585 =

TOE |2 —W —FHREE L T, 22— Y —F o RRU—R I TH LI A D A 1B R LT, FBEL
- AR Ca—Y =4« RAT =R RE B LI5S DA — — 2B T 5, 7B/ AT —K
AN DFED/SAT =R TFF AR Y7L, * TR T 5, [FIA_UAU.T]

TOE 1%, =— —OAIFRFEIC R 95, —H—ZLIZ Access Control Token(LA% ACT)Z38179
2o

ACT &1, =2 —HF =4 — LIz T, 2—PF =D — VT LICREINTT 7V r—ay
HERE~DT 7 X AMEN G ENT-AT V=7 b TH D, [FIA_ATD.1, FIA_USB.1]

TOE 1, RIEZARRT AL AT 2O 72D T Ory 77 MEREZ T2 4%, [FIA_AFL.1]

- RELuyZTUROFFRBEICELIZ G RIS 21— P =T L TRy T IS ED, By
T T NDOFFEREEIL, 1~10 BEIH@EIRTES, (WIHIEIE 3 =)

- RELIEayIZTURMEM AL, Y ——0ns AU 2RO, ny 7T MERIIT 1-60
IINHEIRTED, (fﬁﬂﬂ;ﬁfﬁis 7)

TOE &, B{E R ARUE—R Ul Z— ERHEBIELRZVRENRIB T L0 T U HE D,
[FTA_SSL.3(lui), FTA_SSL.3(rui)]

- BRIV EERELZRUVREEDS, A — MU T RERE IS TR ESITZZ A LT 7 MR O %8,
10 F0-9 Z3 i IRT& S, (WM 2 43)
- UE—bh Ul ZEAELZ2V IREEN, 15 4y TRk,
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- XIS T HHAEE M : FDP_ACC.1(exec-job), FDP_ACF.1(exec-job), FMT_M SA.1(exec-job),
FMT_M SA .3(exec-job), FMT_SMF.1

TOE I, #kBERAES NIz — P —ITRITENTZ ACT ONEIIGEU T, Ul BICPa” E177 7 A
BREZRM T 5, 2 —F —ITRITEND ACT Or— L OWabHE, &, Bk, B
U.ADMINISTRATOR DAIZIRESIND, ZDVar FLT7 7w AHIEII K5, HlEc 5o B4
KEREZ DL OTHY, FIZEE THD,

BAVE RNV DIGEE DY a7 EITT 72 AL ACT Or— WS T 7 70— a iR o @it
EIZISCTYa7 ETa7F L C, ZNLSNEIT 7B 22468 75,

VE—RUI DA DVa7 ELTT7 7 EREI#EIT. ACTDE— LD BEMHEIZIGE TYa 7 OETEHIES LT,
FNLSNIT 7B AE AT 5,

%72, UADMINISTRATOR %, T X TOVa7 FEITNAHETHD,

Table 32— a3 TETOT 7 RAEIFHRY o —

U1 fE5I il Ak 2R &t e
WA L X277V R D | UUSER Oua— R X7 FU AT | 4 %t % 2 1& AL
Pointer ASZ— VT T BT L TEITE
[="— ] Pointer U.USER Ou— LR [at’— | ZFF Sz | il il kh 8 % 36 M1k
0— /L CThbH THILETIATARE
(2% % LTERE IO | UUSER Ou— L3 [ 2%y UTEE 1% | I 3t & %275 ML
Pointer FalEn-a—LThsh THILETIATARE
[ A D Pointer U.USER O — L[ A%y UTEE 1 & | I 5 5 2 1% M1k
R EHIZr— L ThS FHZLTHRITHE
[Z1E5hA 1D Pointer | UUSER Or— LS REIET 7 AL OFI | | 480 6 52 % 15 P AL
PR ENT-r— /L THhHDH TAHZLTEITARE
[REZ7ANVOF A | UUSER Ou— VRN REIETZ 7 A ORI | 480 5k 5 %215 P4k
@ Pointer PRI ENT-a— /L ThDH TAHZLTERITHE
(A% UTHRIEID | UUSER Ou— L3 [ 2% % UTRIFIZ | il 5t 5 215 PE1{b
Pointer A ESh-n—LThd TAHZETHEITAHE
JE—h Ul (S EHRGFE 774D | UUSER ®a— L7 Administrator @7— /L L | SE4TR 7]
I Pointer b4

7.3 ATV a 777 & X HEERE

TOE 1. 2a— W= ALI- TV MNat —[ 2%y U IFAX DA a7 it LT RO 7 7 & A i
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DX a7 ez it 2,

7.3.1 Pa 7 DFx v ViR
- X AHEREE 4 FDP_ACC.1(delete-job), FDP_ACF.1(delete-job), FMT_M SA.1(delete-job) ,
FMT_MSA.3(deletejob), FMT_SMF.1

TOE %, at™— /7 VU NAX Y N T 7 I ARIED a7 L FOFTETEY B TES, ZhHDyar
Da—P —Z I AT a7 EREICF DO a7 B ER LI — —& THIHE bS5,

- U.NORMAL %, By Dva”7 OHIERH AT EE
- U.ADMINISTRATOR |Z. T RTOTVa7 DYANER L ALED Y a7 OFI RN HE
Tad DX xRN, Pa oA E T AR HIRES S,

7.3.2 Vg THOEFILE~DT 7 & A HlHEERE
- XH)JE 3+ 5 H Bk = {4 : FDP_ACC.1(in-job), FDP_ACF.1(in-job), FMT_MSA.1(delete-job),
FMT_MSA.3(deletesjob), FMT_SMF.1
TOE I%, ZNZENDY a7 FOEFIEITH L TU FO7 7 Afililizfe it 42, 2hbnya” oa—
P —ZNITATa7 AR E DOV a7 B AR LT — ) —4 THIHH LS TV d,

[ —[AF Y N7 7 I ARG DV a7 PO EA LE~DT 7 AHIHEEEE
- TOE X, at—ra7 HOE - LECKH L TGELZ T HZENTE20,
7770, A HEBLOUADMINISTRATOR 1%, BLAMESE TV AT LN TE D,

- TOE 1. AXx U777 AREDOT a7 HOE T LEICH LT, 7.33# 5V 3 7 — W1k
Bl DG A ERRE, HELSIRTHIENTEA,

[V a7 HOEA LE~DOT 7 A HEHEEE |

TOE I, BFiEE ot 5377V hoard N ASNLE, TOFET IV MMFIZ—R{RFT 5, &
W2, TV aT i 5EENT a2 — =4 TEOT Va7 OFTAE WL, LLFO T 7 AH4H
ZFEBLTND,

U.USER 1%, —FHRFLI=Z VU har7 OB+ LEICKH LT BHEDOZ—HF =4 LTV aTd Da—
PN —ELT=5E1T, LR OEEN ATEE,

- 709:/]\—@—}:)0
- TVNOEBEEEETE T,
- HIERT 5,

BL., 7V T 2881, 7TV b ad OB S LEIHT GENT-REEE 58 E VI TATIEN
TERFREE B —E T AN ERH D,

U.ADMINISTRATOR %, T R_RTO—BHREIFELIZ TV hoa 7 OEAF LEDOY AN R R L, FAUTHL
T, LU FO#BEDATHE,

- Tarv ol T 5,
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[T 7 I ARGV a7 DEALE~DT 7 AT FEIEEE )

TOE IZ. %G LT 7V Al | 77V AZAGT a7 DBE A LELZOEET VT, —H 77 ARG T
HHERER A T D, ZILWHDE T LENMREFINDBEITIE, BT VAT LRI ARGFEND T2 VAT
LIRS I ANDT 72 ARE N D EEEAF LEOT 7B AKIENCHE A ESND, AT LRI ADEF L
A NITBES NN IDIT, VAT LRy 7 AT U THANS T HTORGREE 5 A2 E T HIENTED,
yx?An‘i‘yﬁx@ﬁ%éﬂé%mﬂ%ﬁm gk, 2L UADMINISTRATOR IC[RESNAIZ6, BT-3C

EIoT7 /v RARER 2 — ¥ — X UADMINISTRATOR O A ToHh D, L7=2 - T, TOE 1%
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