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1 ST introduction

1.1 ST reference

AER Tl Security Target (UL, ST L&) kBl A se k45,

ST £ F5: Canon imageRUNNER ADVANCE C350/C250 Series 2600.1 model Security Target
IN—Tm 1.09

FEATH: Fv /oAt

FATH: 2015/09/28

F—U—R: IEEE 2600, Canon, -7 />, imageRUNNER, iR, Advance, 7 V¥V &, HE

B, at— TV T IR EE T3 kAL BREE, T AR, as | i
Fb, X2 T TV Ry T A X2 T ¥ Vb, BX 2T —F v b

1.2 TOE reference

AEHITIL TOE O BTG H ALk 35,

TOE £ #r: Canon imageRUNNER ADVANCE C350/C250 Series 2600.1 model
N—g: 1.0

H. AR TOEIZLL IRV Ty =T  N—Ry =T | K OTA B ZNDERESND,
iR-ADV tX=U7—%vh+J1 for IEEE 2600.1 Ver 1.00
Canon imageRUNNER ADVANCE C350/C250 Series
HDD 7 —# I 5{t¥ >~ k C
(Canon MFP Security Chip 2.01)
A—s3— G3 FAX R—K-ANIL (FiF &7 /WIARMRIEAE)
Access Management System (Tt A% 7 Tral  RREEUERAT)

M ILA TR

iR-ADV Security Kit-J1 for IEEE 2600.1 Common Criteria Ver 1.00
Canon imageRUNNER ADVANCE C350/C250 Series

HDD Data Encryption Kit-C

(Canon MFP Security Chip 2.01)
Super G3 FAX Board-ANL(F,iF &7 /LT AARIE )
Access Management System (5o A4 7 S gy - b K H X TR AL )

1.3 TOE overview

TOE %, < Canon imageRUNNER ADVANCE C350/C250 Series 2600.1 model >\ )5 U4 LA
THD, HFET /LD< Canon imageRUNNER ADVANCE C350/C250 Series >IZLL F D 32 (4 2) D
LA A AN/ R EL, KR EEITHZET TOE TéHhDH< Canon imageRUNNER ADVANCE
C350/C250 Series 2600.1 model >73523%3 5,

- iR-ADV t¥x=U7r—%vh-J1 for IEEE 2600.1

- HDD 7 —#E 5k vk

- Ty IAR—R(F T /WA BEEE)
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- (Access Management System) *
AATIE, Ex2 VT 447 arxy b ALE LTCT VX VEAEARMRICEEAERHA,
AKX TIX, 7 ¥ X NVE G FEAR IR A YL,
TOT AT =7 HIXTiL, ACCESSMANAGEMENT SYSTEM KIT-B1 232485,

iR-ADV ¥ =2UF r—Fvh-Jl for IEEE 2600.1 (Zi%. < Canon imageRUNNER ADVANCE
C350/C250 Series >O i)Y 7 7 =7 Kk X 2T 4 —F v b TIA B ARG N5,
HDD 7 —# 5 5t AR —R %, HDD (TS IDT — 2 2R (V7 =T 2 & Te) 5 53572800

N—RY =T TP,

T 7 I AR —RILT7 77 A e E 357280 DN—RU =7 Th D,

< Canon imageRUNNER ADVANCE C350/C250 Series 2600.1 model >i%. LA F D& AR O
Protection Profile(LL . PP &IE4) . BLOZD PP TEHESNLTWD 7 D SFR Packages THsR
SN TWo X227 1HREA | TERITEH T 52 L0 TED,

Protection Profile

- 2600.1, Protection Profile for Hardcopy Devices, Operational Environment A

SFR Packages

- 2600.1-PRT, SFR Package for Hardcopy Device Print Functions, Operationa Environment A
- 2600.1-SCN, SFR Package for Hardcopy Device Scan Functions, Operational Environment A
- 2600.1-CPY, SFR Package for Hardcopy Device Copy Functions, Operational Environment A

- 2600.1-FAX, SFR Package for Hardcopy Device Fax Functions, Operational Environment A

- 2600.1-DSR, SFR Package for Hardcopy Device Document Storage and Retrieval (DSR) Functions,
Operationa Environment A

- 2600.1-NVS, SFR Package for Hardcopy Device Nonvolatile Storage Functions, Operational

Environment A

- 2600.1-SMI, SFR Package for Hardcopy Device Shared-medium Interface Functions, Operational

Environment A

1.4 75 - HEE
A ST TIXLA FORgHE HiEE 35,
Table 1 —H&5E « FIFE
W& - FHEE B

TUHNEERE o — R, 77 7 ARERE. U MERE, 2515 (Universal Send) #§RE7 R & & OFE
FF OB AHOZ L, ZNODOEREAEH 3 57-8, K&FED HDD %o,

HfE 7 by =7 A N—RT =7 FEEL B 2T AEREO R A2 T DY 7 vy =7 Th b,

o Y (EA 9% FIORNEEEERER T A N— R =T DOOEDTHY, BEX— L H T /0L
MORERRESIL, T VAN EEEBET DX SN AV H—T =2 —ATH
50

1 Access Management System i35 A B 247 a o Th V. EBROMRESHIL, iIR-ADV BF2UT 1—Fvh-
J1 for IEEE 2600.1 & L CHEMHE SN LI Y 7 b v = T ICEEND,
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W 5E - FHEE i
JE—h Ul Web 7' Z 7% 05 LAN 2R L CF o2 VEAEICT 78 AL, T X VIE SR
DOENMER IOV a7 DEME, Ry 7 A% HEE, SR TEREN T
AAHE—T 22— AThHA,
HDD T U NAE GG HEINDN—RT AR DZ L, HHY 7R =T BION, (RiE
GREDMRATIND,
| 777 A TP I AL EDESZEEITIODAL 75U T, EBERIFTIIe Ao X —F%

VN T HA A= T 7 I ADI L,

A A= T 7 A

FEIRIATR TV ZARTRE LS TT VXNV BN S NIzl 7 —
&o

TYRIVARA—=TT
AV

Ot — - FVNEDOV T OBPITERSIL, Yad BE T THERET/DAA
— 77 A,

7—/

T AHIEESEE TR T A — Y — DR THY | Ko —HF —I2iXO0EHD
o— L NEEEAT T B LA,

HOENLHEZRESNTWET 74 ba— LNz, HAZ L0 — L ELTT 74
N — )L TROOLNTZT 7B AR Z A B LT Or — V2 Ek T 528
WHFETHD, T 74N hE— WZIZLL FOr— 385

Administrator/Power User/General User/Limited User/Guest User
Administrator 72— /L &35 B RE 2T H 3 DM R (8 BRAEIR) 27~ 3

B

Administrator 2— L 3E0 Y ToONE MR EZ A T2 —% —,
PP CTEZEINL TS U.ADMINISTRATOR,

NEWA

2—4—2% TOE ORREEFIMLCXEEBRIET DIRO 2 —F — DT
L7 B LBOT — 4 (BT L) BB ADEHO,

SCEOBMFICIE, AL, Y b, a8 — T 7y RERRAE HIRAHY,
2 —ORMEICED a7 DA, FAT, 58 T ETOHEOLHANTHNS,

T U NVEEEN TR O ND 22— —F —HTHY, A A= T 7 AL EME
THHOOREREIND,

AEV—%A5

ZAELTET 7 I AN T IR S RN T AT AR 7 A AR LT < bk
REDZ L,

VAT LRI A

T7 I AFZEN =GN 77 I ARAE)— A5 LT B A SCENRGFINDR VI AT

B, B LEOTVREERENARETHD,

A—LH—X—

TR CRIA BT XEE | 77 ) AR T A— BT %
%/El\aciz‘gfotﬂ-%/{%o

2= F— RS —

Z—P—|D LAY —RED—H —IHFRERFL, A T —IE N L CTr—
P —FRFEEATO T — N —,

Firewall Internet 73598 LAN ~OBEZ PG Tob DHEE LT AT A,

B A WA — REZI & IEfEIC A CHY, Internet 241 LT, Network Time Protocol Z 7=
] DRINA DI Z AN TEDL Y — 3 —,

(=7 7V b X 2T TV (RS BT GSNT= 7V b)) BT AR e i B35

VE ISV EDRE L,
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W38 - FHRE G|

[ak’—| v — e A BT D E L DR AZ Y,

[Z7 IR 77 AR AL EN A EME L LR K,

[ 2%y | AN EF LELEF A= TRL AR PC O 7 3V E — S ~EET
HHEREZ BT D E R EORZ L THHT AR L TEE IR Z L,

[Z 5L A [ZAS LA JEITZAZ P LA ~DOFERE R EDRZ L,
ZAENALIEL, T7 IR T I AZEESNTZT 7 ANV — R E T DA
THY, AT LR T ADRHNET,

METE7 7 ANV DR| | VAT DRI AMEFESN BT L EL B E T DR RE 2 i # D SR L

el

FoRH,

JE—RUI EOTZIE
P

VAT DRI ANMRIFENT-E A CEABET AR BT 5V —R Ul |
DARE
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1.5 TOE description

TOE I, =" —HkfE - 7'V M#ARE - 2405 (Universal Send) BERE -7 77 ZMEHE | 77 7 AZ[ERERE, 7ol %
e oA THD, TOE 2 A 35 2600.1, Protection Profile for Hardcopy Devices,
Operational Environment A TiILL FO IO HBREZHEEL T\ 5, (7 2600.1, Protection
Profile for Hardcopy Devices, Operational Environment A” clause “1.1 Scope” /5D 5| )

This standard is for a Protection Profile for Hardcopy Devices in a restrictive commercial information
processing environment in which a relatively high level of document security, operational accountability,
and information assurance are required. The typical information processed in this environment is trade
secret, mission critical, or subject to legal and regulatory considerations, such as for privacy or governance.
This environment is not intended to support life-critical or national security applications. This environment
will be known as “Operational Environment A.”

Figure 1 |%. TOE Th o7 VXN E K< Canon imageRUNNER ADVANCE C350/C250 Series
2600.1 model >DA 7 v arwE efREA T 58 A OMERERK THY, HEHL2WEEEEND
DUAITIT, B EREEIIRR DG AR B D,

Figure 1 < Canon imageRUNNER ADVANCE C350/C250 Series >

Firewall

Internet

Figurel (2 9O 7 M0 sk B i ER B2 ClE, 7 PAOVIEAREITINGS LAN ICE > TA— L — R — =
— Y —FRAEY—3— PC, Firewall (ZHft S THY, Firewall (25~ T Internet 22598 LAN ~D K
AN TG, TYVXNVEEHIT, BY TRAAAEE T LEE | 777 AR ERPBETA—VERFL
120 | 77 RE G LI BT A— L — " —CHE T 5, E12, PC RV TE - LEE T b,
(A7 1 77 7 A BRI BT Web T T 9% PC EICA AM— A 52 L CF VS L AR
B—NMRETDHIEL AR THD, 72721, PC BTV NATHI AL, w77 )2 —RK 743 —% PC

2 CC FHli iz 331F 57 ANBR IR Tld, Web 7' 7 #1% Microsoft Internet Explorer 8 ZfIJH L 7=,

Copyright Canon Inc. 2015



Canon

F/TH: 2015/09/28

AV A=A U T30 E N B D, USB 77 —7 /L C PC ZEEER T HZET PC LE - LES
TV ARTET DZEL AIRETH D, 72721, USB 2t C7 VXN AN S PC R0 USB 7 /3 A AT —
BERAFT B LA CERN LS BRI RET B, 12, TOE 1277 AR — N HERE 58T, 77
JAR—RE L CEBARERENAL, 777 ADEZEE1T,

EL TOE 13Z ALY —r3—7n %Eﬁfi H H:'—J?%Hy %LTH#*UH%%?—?Of_D %JK@J"“‘H— o nJ.E'H-"—
N LT A2 L TR ORI EEZ TR AL L 720§ 528 &2 AIREE L CUWVD, 2O IO HERR &
ERHEBREEICR W T, TUXNVEERRIILL T OEEAFIH 322613 T& 5,

- A —HRE

MLHFEL AT YT Tt iA A, TV N8I, BCEEZE G T DM Th D,
- TUMERE

T VAN RN OE A CER PCOLIRESNDE F LELHCEICTV N 2B Th D,
- | T AAEHRE

4’/57——2/% LC 777 AL CTEF LEEZETHIHRETHD, | 77V AZESNT=T7 7V
SARGRRZ TV RSN TIZ U AT AR v 7 AERGFEND, BTSN T 7 AL, BB EX(IZ

7"U‘/h EE. HIBRNRTXS,

- Ty AZ{EH4RE
7 7 7 AR A BT LELZETIEETHD, 777 AZEINTZT 74 VX
ZAFHREIZ 7J/bém¢ VAT LRy T ARGEEIND, BRESNTET 7 AT, BB
LxIZTY b, EHED HIERNTE D,

- T RIEERRE
HLEA ARy U L TERSNT B LERCV AT AR I A AR GFESN TWAEF LELT 77 A
EETHEETHD,

- 1 (Universa Send) #fE

ML EL ARy L TERSNTZB T LEOV AT LR AR ESN TWSE T CEE TIFF %3
PDF 77 AN TCEFLA—ILTRLUAR PC DILH T VE— | 777 AR B I35 5T HHEEE
50
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1.6 TOE O#ipH

TOE 23 &35 2600.1, Protection Profile for Hardcopy Devices, Operational Environment A ™
BURMARZ T T 57202 F D L7 TOE k3%,

TOE DY LAY FEDH i PEAOHPH I UL T O1@Y T,
1.6.1 TOE m4yEr)siH

TOE [IN—RU =7 VT Ny =T MO S =T DA NAE G TH D, WELRIFIFHILLL T O Figure 2
R Th D,

Figure 2 TOE /
TOE:
E I= Canon imageRUNNER ADVANCE HDD
C350/C250 Series
TOE TOE
TOE

fli Y 7 h 7 =7 N IiR-ADV X =Y 7 +—F v | + Jlfor IEEE 2600.1 Th 5,
Fo AKE N7 =7 L iR-ADV X 2U7 4 —3v bl for IEEE 2600.1 Z &b CTTF VX VEHE
AR L35,

TOE T# % < Canon imageRUNNER ADVANCE C350/C250 Series 2600.1 model > (37 ¥ # /L &5 5%
AKIFICHE SALR—F, 777 AR—=FElAEDELLOTH D,

TOE %Ak DAL N—R 7 =7 T DH< Canon imageRUNNER ADVANCE C350/C250 Series >{Z13LA
TOIALT T HRdD,

Table2 —8I T4 0T v 7/—&

iR-ADV C350F iR-ADV C350iF iR-ADV C350i iR-ADV C350
iR-ADV C250iF iR-ADV C250i iR-ADV C250

¥ HAEWNTIL., iR-ADV C350F DL RFES D,

TOEIWZEENLIHA XL ZIILLTOHE@Y TH D,

(Fnc 4 #r)
imageRUNNER ADVANCE C350/C250 Series 2600.1 model e-~==7 /1
imageRUNNER ADVANCE C350F e~ —==7 /L
ACCESS MANAGEMENT SYSTEM {EBI& BRI AL T R = AR — & —H AR
iR-ADV t¥=2VF r—Fvh-Jlfor IEEE 2600.1 7 RI=ARL—H—H AR
iR-ADV ¥ =2UF ¢—vh-Jlfor IEEE 2600.1 A3\ MR DRI HALTZEN
HDD 7 —#i5 5{b¥ v 22— =X AR

Copyright Canon Inc. 2015
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(JE3A4FR)

imageRUNNER ADVANCE C350/C250 Series 2600.1 model e-Manual CD (USE Version)
imageRUNNER ADVANCE C350i F/C250iF e-Manual
ACCESS MANAGEMENT SY STEM Individua Management Configuration Administrator
Guide

imageRUNNER ADVANCE C350/C250 Series 2600.1 model e-Manual CD (APE Version)
imageRUNNER ADVANCE C350i/C250i e-Manual
ACCESS MANAGEMENT SY STEM Individual Management Configuration Administrator
Guide

iR-ADV Security Kit-J1 for IEEE 2600.1 Common Criteria Certification Administrator Guide

Before Using theiR-ADV Security Kit-J1 for IEEE 2600.1 Common Criteria Certification

HDD Data Encryption Kit Reference Guide
1.6.2 TOE D #HERA %
TOE OBy #iFH A LL T @ Figure 3 TR T4 (22— — 22— —FHFEY—/3—  A— /L ¥ —/3—

PC, ZA Lt — =% [Rr<) , TOE O&F 2V 7 AHRRI LD E TRTHS ThHD,

Figure 3 TOE

FC
| ||l [|[[ e |
| LAN | | LAN I I LAN I LAN
TOE
| LAN ‘

FC
| | = himmE
| || | |
| | ‘ FAX

” | HDD |
[ | || I
ul ” | HDD
—

¢ - -} -
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TOE I 1.5 Z Cali L7 BB I N Z UL F O — %k RE A A 975,

Ul B&Re

BRSOV IO T TOE 4 ELTZ0 . TOE DM/ SR /ZFoRLTZ0 T 5,
H ok RE

TOE 2SR SCEE 195,
FeAIA S HERE

TOE 5 CEE AT 2%,

TOE %, L FOEX 2T 1texH 55,

o — YRR
BRSO M ESTHTFIC TOE BRIISIAN IS, 47— —Z AT 5,

a2—H 38 . TOE N CRBRET DNEBRRREE NS D 21— W —FBEFEY — N — & W CRRAE T 54+
pButuniE%"j-j— ]‘"é_%) %nﬂmun havSY j—%)muniEjiJ‘iKefbefOSwuuﬂz%b< iLDAPuAL‘nﬂE‘l;&’ﬁHU\é

a7 EATT e A RE

FREES NIz — =DM DT X NV AR DO E R BT TERWIIIT, 22— —Dr—/L|Z
U TR TR RE D FATE T AT 5,

BN a7 T 7 A RE

BALTZVa7 kLT, ZV MoV a7y v vV EOREEZ a7 A LT — — (2[R
50

A VA e 1
x1.: L7=Ya7 D LAN ~OEEk %925, 777 AT B LTI 572012, 777
ZAZ Va7 OERIEEHIRT 5,

HDD 7 —# 52214 2Rk RE

Va7 EATRHAER S NI A A— DT — 2 NHFI SN D 2L 2B 72012, HDD DA A=V T
—HFHE EESLTERENETD

HDD K57 LhkHE

HDD B{ADFFH £, $1L<IX, HDD & HDD 7 —# i 5t — R &2 ¢ CTHRiH 5D HDD 7 — 4~
DT 7 BATHEBUAK LT D722, HDD 7 —Z 5 5{baR — R, ERHEEIRF ST U2V S
AARZFRIL . IELWT UHNVAE BRI 756 DI HDD 7278 A%§Fa[ 95, SHIZ, HDD
F— B OBV HET D7D HDD ICKRMIENDT R THOT — 2% 5195

LAN 7 —Z{RiERnRE
LAN 7 =42 D PNy h~DA= 77U 75t R EL T, IP 2Ny M IPSec I TR 51k 3%

H &7 AMERE
FEOEX 2T MHERENIER THhHIEE | AX— T T RERFET 5

= T
2P =D EL R TEDLIICn T E AL HDD NICIRAFT DHERETHY . BITIRIFS LT

3 CCRHMEIZRBITAT ANRBETIL, Kerberos i87E& L T Active Directory Domain Services Z | f L 7=,
4 CCFHlilZ331F 57 AMREE Tl LDAP §87iEE L C eDirectory 8.8 SP7 - FII L 7=,
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B rLaR 2 IR, PR TE0I0129%

7\ ZRRERE NS H BEEHR L, TOE iRk Sind, TOE @ HFHE#HIE., BEHEREOFI . H LT
LA LY — =5 EMER B IR 2 UG U CREZI R 9- 5 2 L TRIES D,

- EPREERE
A== — )L B Gk BIBR T 5720 O o — P — PR RE LA 2 U T o BERE DN B BB 1
FTHIDDT NAREHERETHY | LHITEBE D RIHIERRES LTS

1.7 TOE ®=—¥%—

TOE @ —#— (UUSER) %, BLFD 2FHD 2 —HF—ICHHTE D,

Table 3 —Users

Designation Definition
U.USER Any authorized User.
U.NORMAL A User who is authorized to perform User Document Data processing

functions of the TOE.

U.ADMINISTRATOR | A User who has been specifically granted the authority to manage some
portion or al of the TOE and whose actions may affect the TOE security
policy (TSP). Administrators may possess special privileges that provide
capabilities to override portions of the TSP.

1.8 Assets

&1L, User Data, TSF Data, Functions @ 3 FE¥ECTdh 5.,

1.8.1 User Data

User Datalf, = —H—IZ X > TIER SN 5 TOE Dt X =2 U 7 ( #EREICITHE L 5 2 72T
— X Th . ITo2FEICSETX A,

Table 4 — User Data

Designation | Definition

D.DOC User Document Data consist of the information contained in a user’'s document. This
includes the original document itself in either hardcopy or electronic form, image data, or
residually-stored data created by the hardcopy device while processing an original
document and printed hardcopy output.

D.FUNC User Function Data are the information about a user’s document or job to be processed by
the TOE.

1.8.2 TSF Data

TSF Datalx, TOED X = 7 4 RBICHEL 5257 —4THY, LATO 2 FIEIZHHE
TE 5,

Table 5 — TSF Data

| Designation | Definition
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Designation | Definition

D.PROT TSF Protected Data are assets for which alteration by a User who is neither an
Administrator nor the owner of the data would have an effect on the operational security of
the TOE, but for which disclosure is acceptable.

D.CONF TSF Confidential Data are assets for which either disclosure or alteration by a User who is
neither an Administrator nor the owner of the data would have an effect on the operational

security of the TOE.

Copyright Canon Inc. 2015
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A TOE T#o TSF Data%zLL T Table 6 (2777,

Table 6 — TSF Data ® E{&4t.

AAT | TSFTF—4X NE RIFE
D.PROT | =—H%—4 o — - —FRABGRAEHRE TRIH 3 5 = — % — Dk | HDD
15
7 —/L 7 7 AHIEEERE TR T 5o — Y — OREFRTE HDD
ny 77 NRYY | vy T MERBOREHRFHRTHY, =y 27T K~ | HDD
— i DOFEBEE vy 77 v MR O EE )
RNAT— KRR v— | 22— —GBIEEE TRIA T 2 /32 U — Kok &S | HDD
X E WTHY, /R AT— RE, EHTRECT. A
A OB D HIK O E G #
A —F7 U TEE BERRZNVDYE Yy a A LT 7 bOREMERE | A R
15 AEY
A IR 5% A & 2 DR E T it RTC
HDD 52 R{HEFXE | HDD 7 — # 5eRHEHKEER EBE M TH Y HEiEDA | R f# %
NI B3 % s e 1 it A
|PSec #% & LAN 7 — Z (R RRICBAT 2R EHHM TH D | BERE | R i %
DA NI IZ BRI 5% E I AEY
D.CONF | /27— K o — Y — i BERRERE TR 9 % = — ¥ — O F%GE | HDD
15
= Ehu JE AR EIND v T HDD
RN (i S BATaT T e AR EERE TR T 5 A7 LK v | HDD
JASNDT 72 AHETRHT 2R v 7 A EOK
AEE
1.8.3 Functions
Table 7 |2~ #fiE
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2 Conformance claims

2.1 CC Conformance claim

Z® ST %, LLF® Common Criteria (LA F. CC LEE) 2@/ T2,

- Common Criteria version: Version 3.1 Release 4
- Common Criteria conformance: Part 2 extended and Part 3 conformant
- Assurancelevel: EAL3 augmented by ALC FLR.2

2.2 PP claim, Package claim

ZO ST, L TFO PPIZi#E AT 5,
- Title :2600.1, Protection Profile for Hardcopy Devices, Operational Environment A
- Version : 1.0, dated June 2009

Z® ST %, LLF® SFR Packages # 4. BIITH5,
- 2600.1-PRT # &
- 2600.1-SCN #4

IJ>

- 2600.1-CPY i

op

- 2600.1-FAX i

op

- 2600.1-DSR i

op

= =

h
hn

- 2600.1-NVS;

i

- 2600.1-SMlI 3

(o

2.3 SFR Packages
2.3.1 SFR Packages reference

Title: 2600.1-PRT, SFR Package for Hardcopy Device Print Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as printers, paper-based fax machines, and
MFPs) that perform a printing function in which electronic document input is converted to physical document
output.

Title: 2600.1-SCN, SFR Package for Hardcopy Device Scan Functions, Operational Environment A
Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as scanners, paper-based fax machines, and
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MFPs) that perform a scanning function in which physical document input is converted to electronic document
output.

Title: 2600.1-CPY, SFR Package for Hardcopy Device Copy Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This Protection Profile shall be used for HCD products (such as copiers and MFPs) that perform a copy
function in which physical document input is duplicated to physical document output.

Title: 2600.1-FAX, SFR Package for Hardcopy Device Fax Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as fax machines and MFPs) that perform a
scanning function in which physical document input is converted to a telephone-based document facsimile (fax)
transmission, and a printing function in which a telephone-based document facsimile (fax) reception is converted
to physical document output.

Title: 2600.1-DSR, SFR Package for Hardcopy Device Document Storage and Retrieval (DSR) Functions,
Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as MFPs) that perform a document storage and
retrieval feature in which adocument is stored during one job and retrieved during one or more subseguent jobs.

Title: 2600.1-NV'S, SFR Package for Hardcopy Device Nonvolatile Storage Functions, Operational Environment
A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance; Part 2 extended and Part 3 conformant

Package conformance: EAL3 augmented by ALC_FLR.2

Usage: This SFR package shall be used for products that provide storage of User Dataor TSF Datain a
nonvolatile storage device (NVS) that is part of the evaluated TOE but is designed to be removed from the TOE
by authorized personnel. This package applies for TOEs that provide the ability to protect data stored on
Removable Nonvolatile Storage devices from unauthorized disclosure and modification. If such protection is
supplied only by the TOE environment, then this package cannot be claimed.

Title: 2600.1-SM1, SFR Package for Hardcopy Device Shared-medium Interface Functions, Operational
Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 extended and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products that transmit or receive User Data or TSF Data over a
communications medium which, in conventional practice, is or can be simultaneously accessed by multiple users,
such as wired network media and most radio frequency wireless media. This package applies for TOES that
provide atrusted channel function allowing for secure and authenticated communication with other IT systems.
If such protection is supplied by only the TOE environment, then this package cannot be claimed.

2.3.2 SFR Package functions

Functions perform processing, storage, and transmission of data that may be present in HCD products.
The functions that are allowed, but not required in any particular conforming Security Target or Protection
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Profile, arelisted in Table 7:

Table 7 —SFR Package functions

Designation | Definition

F.PRT Printing: a function in which electronic document input is converted to physical document
output

F.SCN Scanning: a function in which physica document input is converted to electronic
document output

F.CPY Copying: afunction in which physical document input is duplicated to physical document
output

F.FAX Faxing: a function in which physical document input is converted to a telephone-based

document facsimile (fax) transmission, and a function in which a telephone-based
document facsimile (fax) reception is converted to physical document output

F.DSR Document storage and retrieval: a function in which a document is stored during one job
and retrieved during one or more subsequent jobs
F.NVS Nonvolatile storage: afunction that stores User Data or TSF Data on a nonvolatile storage

device that is part of the evaluated TOE but is designed to be removed from the TOE by
authorized personnel

F.SMI Shared-medium interface: afunction that transmits or receives User Dataor TSF Data over
a communications medium which, in conventional practice, is or can be simultaneously
accessed by multiple users, such as wired network media and most radio-frequency
wireless media

2.3.3 SFR Package attributes

When a function is performing processing, storage, or transmission of data, the identity of the function is
associated with that particular data as a security attribute. This attribute in the TOE model makes it possible
to distinguish differencesin Security Functional Requirements that depend on the function being performed.
The attributes that are allowed, but not required in any particular conforming Security Target or Protection
Profile, arelisted in Table 8:

Table 8 —SFR Package attributes

Designation | Definition

+PRT Indicates data that are associated with a print job.

+SCN Indicates data that are associated with a scan job.

+CPY Indicates data that are associated with a copy job.

+FAXIN Indicates data that are associated with an inbound (received) fax job.

+FAXOUT | Indicates datathat are associated with an outbound (sent) fax job.

+DSR Indicates data that are associated with a document storage and retrieval job.

+NVS Indicates data that are stored on a nonvolatile storage device.

+SMI Indicates data that are transmitted or received over a shared-medium
interface.

2.4 PP Conformance rationale

TOE %, 7 VNGO FERERE THLHA — | TV AF YT 777 ADMERRIZIN A, AT A
Ry A HDD KE o bHEEE ., LAN 7 — X DI S LR 20 952 L0 b, 2.2 %D PP claim, Package
claim (Z2317% SFR Packages |2 &9 22 L3y ¢ b,

A ST Tld, FDSR I3 AT LR w7 A% 7R,
PLFIZ, ERE 7D SFR Packages # 0 & L7 PP & Z® ST & ki L T\ <,

% 9", Security Problem Definition (2B L T, PP & ST #t#gid25&, LLF® OSP 20O & 2Bl T
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WALIAMIFEIL THD,
P.HDD.ACCESS.AUTHORIZATION

iU, EHBREAHIRIL CWADOTIEZRL, TOE ZHFIL TV 5 OSP Tho,

W T LU R ASRALT %,

- STOEF 2T AREER LN 2T T N TOTOEIL, PPOEF =217 (ifE
- PPORF =T (BB E R AT 79 TOE M B

RIZ, Objective (IZBI LT, PP & ST % thikd25&, LT D Objective 2 O & -DiBAIL TWDIED

D"G‘&)éo
O.HDD.ACCESS. AUTHORISED

ZHUZ, TOE Zil#IL T\ 5 Objective Th o,

T, LRI 5,

I, STOEX2UT (i

FITH:

EHE-L TS
ZFbiWZL TS

2015/09/28

eS|

- STOTOED X 2VT x5 T #t &l 7-1 T <X THTOEIL, PPOTOED ¥ 2T ¢ %15 F b7 L

HQA%)

- PPOIEHEBRBEOBX 27 4% R 273 X CoOEH BRI, STOMEHER

R HBE LTS

BT, HEREEMRICBEIL T, PP L ST Z b4 5L, Table 9 19T

NTOMEBEE RN LTy S5I12 ST CIISBE A A5BNE L TUVNVA,
Table 9 —PP. ST TOHEREE X

BEOvX2VT 1%t

PP_Package PP ST
Common FAU_GEN.1 FAU_GEN.1

Common FAU_GEN.2 FAU_GEN.2

Common FAU_SAR.1 FAU_SAR.1

Common FAU_SAR.2 FAU_SAR.2

Common FAU_STG.1 FAU_STG.1

Common FAU_STG.4 FAU_STG.4

Common FDP_ACC.1(a) FDP_ACC.1(delete-job)
Common FDP_ACC.1(b) FDP_ACC.1(exec-job)
Common FDP_ACF.1(a) FDP_ACF.1(delete-job)
Common FDP_ACF.1(b) FDP_ACF.1(exec-job)
Common FDP_RIP1 FDP_RIP1

Common FIA_ATD.1 FIA_ATD.1

Common FIA_UAU.1 FIA_UAU.1

Common FIA_UID.1 FIA_UID.1

Common FIA_USB.1 FIA_USB.1

Common FMT_MSA.1(a) FMT_MSA.1(delete-job)
Common FMT_MSA.3(a) FMT_MSA.3(delete-job)
Common FMT_MSA.1(b) FMT_MSA.1(exec-job)
Common FMT_MSA.3(b) FMT_MSA.3(exec-job)
Common FMT_MTD.1(FMT_MTD.1.1(a) | FMT_MTD.1(device-mgt)
Common FMT_MTD.1(FMT_MTD.1.1(b)) | FMT_MTD.1(user-mgt)
Common FMT_SMF.1 FMT_SMF.1

Common FMT_SMR.1 FMT_SMR.1

Common FPT_STM.1 FPT_STM.1

Common FPT_TST.1 FPT_TST.1

Common FTA_SSL.3 FTA_SSL.3(lui), FTA_SSL.3(rui)
PRT FDP_ACC.1 FDP_ACC.1(in-job)
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PP_Package PP ST
PRT FDP_ACF.1 FDP_ACF.1(in-job)
SCN FDP_ACC.1 FDP_ACC.1(in-jab)
SCN FDP_ACF.1 FDP_ACF.1(in-jaob)
CPY FDP_ACC.1 FDP_ACC.1(in-jab)
CPY FDP_ACF.1 FDP_ACF.1(in-jab)
FAX FDP_ACC.1 FDP_ACC.1(in-jab)
FAX FDP_ACF.1 FDP_ACF.1(in-jab)
DSR FDP_ACC.1 FDP_ACC.1(in-job)
DSR FDP_ACF.1 FDP_ACF.1(in-jab)
NVS FPT_CIP_EXP1 FPT_CIP_EXP1
SMI FAU_GEN.1 FAU_GEN.1

SMI FPT_FDI_EXP1 FPT_FDI_EXP1
SMI FTP_ITC.1 FTP_ITC.1
Common - FIA_AFL.1
Common FIA_SOS.1
Common FIA_UAU.7

NVS FCS_COPR1(h)
NVS SMI FCS CKM.1

SMI FCS_COP1(n)

SMI FCS CKM.2

NVS FPT_PHP1

PP Tix, FDP_ACF1(@iZH\ T, +FAXIN/+DSR @ D.DOC @ Delete, +FAXIN/+DSR @ D.FUNC
o Deete |2 %3 % Subject # UINORMAL & LTV %73, ST Tt FDP_ACF.1(delete-job) |2 33V T,
Subject 2 U.ADMINISTRATOR & L, U.NORMAL @ Access Control rule Z [Denied] & LT\ 5%,

¥7-. PP Tid. FDP_ACC.1 2T, +FAXIN/4DSR @ D.DOC @ Read |Z%9 % Subject %
UNORMAL & L TW5A A, ST TiE FDP_ACC.1(injob){Z 3\ T, Read (2%} 9 % Subject %
U.ADMINISTRATOR & L. U.NORMAL & Access Control rule 2 Denied] & LT\ 5,

ik U7z ST OBSREE (D EN 0 £11F1d Delete <> Read FIHE7 Subject D% % 5k, UINORMAL O
7 7 & A F[HET: Object 272 < THIV AT TH Y . PP OFEBEE L 0 bHlRA 72T 7 & AHlf &2 1T
OTb\é &éiéo

PP Tix. FDP_ACF1(@iZB\ T, +FAXIN/+DSR @ D.FUNC @ Modify 'S B ) Subject %
U.NORMAL & LT\ % 7%, ST Gl FDP_ACF.1(delete-job) = 31 T, Subject % U.User & L. Access
Control rule 2 Denied] & L CW 5,

ST OREREZAFEDOEI Y AH T BEREDOTIH 2 £ D Subject IZ b FF S 2V 22T 2F VT TH Y,
PP OFEREZLM: L 0 HHIBRANZ 7 7 B ZHlH 21T > TWD L F X D,

UEOBH LD ST TS TWD SFRIE, PP TREB SN TWD SFR LV TRHF LT LY
HIRRAY ] THD EWVR D,

PE-T, LLFDERAL T D,
- STOSFRZi -1 4 <~ TOHOTOEIL, PPOSFR i 7-L TV %
F7-. ST ORIEELRT PP OB LRIL Th 5,
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PL XD, 20> ST 1% PP IZHE#ERL €., TOE (ZRIZELL L [RAFRL . TOE O HEREIZFRSELL F O
HIFRAFRL TV,

T, 2D STIX PP ZimEEHE AL TW5,
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3 Security Problem Definition

3.1

3.2

Notational conventions

Defined termsin full form are set in title case (for example, “Document Storage and Retrieval”).
Defined termsin abbreviated form are set in al caps (for example, “DSR”").

In tables that describe Security Objectives rationale, a checkmark (“v™) place at the intersection
of a row and column indicates that the threat identified in that row is wholly or partially
mitigated by the objective in that column.

In tables that describe completeness of security requirements, abold typeface letter “P’ placed at
the intersection of a row and column indicates that the requirement identified in that row
performs a principal fulfillment of the objective indicated in that column. A letter “S’ in such an
intersection indicates that it performs a supporting fulfillment.

In tables that describe the sufficiency of security requirements, a bold typeface requirement
name and purpose indicates that the requirement performs a principal fulfillment of the objective
in the same row. Requirement names and purposes set in normal typeface indicate that those
requirements perform supporting fulfillments.In specifications of Security Functional
Requirements (SFRs):

Bold typeface indicates the portion of an SFR that has been completed or refined in this
Protection Profile, relative to the origind SFR definition in Common Criteria Part 2 or an
Extended Component Definition.

Italic typeface indicates the portion of an SFR that must be completed by the ST Author in a
conforming Security Target.

Bold italic typeface indicates the portion of an SFR that has been partially completed or refined
in this Protection Profile, relative to the original SFR definition in Common Criteria Part 2 or an
Extended Component Definition, but which also must be completed by the ST Author in a
conforming Security Target.

The following prefixes are used to indicate different entity types:

Table 10— Notational prefix conventions

Prefix Type of entity

User

Data

Function

Threat

Policy

Assumption

Objective
Environmental objective
Security attribute

+|Q|o|»|m|-|m|o|c

Threats agents
This security problem definition addresses threats posed by four categories of threat agents:

a) Persons who are not permitted to use the TOE who may attempt to use the TOE

b) Persons who are authorized to use the TOE who may attempt to use TOE functions for which they
are not authorized.

¢) Persons who are authorized to use the TOE who may attempt to access data in ways for which they
not authorized.
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d) Persons who unintentionally cause a software malfunction that may expose the TOE to unanticipated
threats.

The threats and policies defined in this Protection Profile address the threats posed by these threat agents.
3.3 Threats to TOE Assets

This section describes threats to assets described in clause 1.8.

Table 11—Threats to User Data for the TOE

Threat Affected asset | Description

T.DOC.DIS D.DOC User Document Data may be disclosed to unauthorized persons
T.DOC.ALT D.DOC User Document Data may be altered by unauthorized persons
T.FUNC.ALT | D.FUNC User Function Data may be altered by unauthorized persons

Table 12—Threats to TSF Data for the TOE

Threat Affected asset | Description

T.PROT.ALT D.PROT TSF Protected Data may be altered by unauthorized persons
T.CONF.DIS D.CONF TSF Confidential Data may be disclosed to unauthorized persons
T.CONFALT D.CONF TSF Confidential Data may be altered by unauthorized persons

3.4 Organizational Security Policies

This section describes the Organizational Security Policies (OSPs) that apply to the TOE. OSPs are used
to provide a basis for Security Objectives that are commonly desired by TOE Owners in this operational
environment but for which it is not practical to universally define the assets being protected or the threats to
those assets.

Table 13—Organizational Security Policies

Name Definition

P.USER.AUTHORIZATION To preserve operational accountability and security, Users will be
authorized to use the TOE only as permitted by the TOE Owner

P.SOFTWARE.VERIFICATION To detect corruption of the executable code in the TSF, procedures
will exist to self-verify executable codein the TSF

P.AUDIT.LOGGING To preserve operational accountability and security, records that
provide an audit trail of TOE use and security-relevant events will
be created, maintained, and protected from unauthorized
disclosure or alteration, and will be reviewed by authorized
personnel

P.INTERFACE.MANAGEMENT To prevent unauthorized use of the external interfaces of the TOE,
operation of those interfaces will be controlled by the TOE and its
IT environment

P.HDD.ACCESS. AUTHORIZATION To prevent access TOE assets in the HDD with connecting the
other HCDs, TOE will have authorized access the HDD data.

3.5 Assumptions

The Security Objectives and Security Functional Reguirements defined in subsequent sections of this Protection
Profile are based on the condition that all of the assumptions described in this section are satisfied.

Table 14—Assumptions

Assumption Definition

A.ACCESS.MANAGED | The TOE islocated in arestricted or monitored environment that provides
protection from unmanaged access to the physical components and data
interfaces of the TOE.
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Assumption Definition

A.USER.TRAINING TOE Users are aware of the security policies and procedures of their
organization, and are trained and competent to follow those policies and
procedures.

A.ADMIN.TRAINING | Administrators are aware of the security policies and procedures of their
organization, are trained and competent to follow the manufacturer’ s guidance
and documentation, and correctly configure and operate the TOE in accordance
with those policies and procedures.

A.ADMIN.TRUST Administrators do not use their privileged access rights for malicious purposes.
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4 Security Objectives

4.1 Security Objectives for the TOE

ZOETIE, TOE D~ & ¥vx =T ¢ P GF#HCB L TRtk 4%,
Table 15— Security Objectives for the TOE

Objective Definition

O.DOC.NO_DIS The TOE shall protect User Document Data from unauthorized
disclosure.

O.DOC.NO_ALT The TOE shall protect User Document Data from unauthorized
ateration.

O.FUNC.NO_ALT The TOE shall protect User Function Data from unauthorized
ateration.

O.PROT.NO_ALT The TOE shall protect TSF Protected Data from unauthorized
ateration.

O.CONF.NO_DIS The TOE shall protect TSF Confidential Data from unauthorized
disclosure.

O.CONF.NO_ALT The TOE shall protect TSF Confidential Data from unauthorized
ateration.

O.USER.AUTHORIZED The TOE shall require identification and authentication of Users,

and shall ensure that Users are authorized in accordance with
security policies before allowing them to use the TOE.
O.INTERFACE.MANAGED The TOE shall manage the operation of external interfacesin
accordance with security policies.

O.SOFTWARE.VERIFIED The TOE shall provide procedures to self-verify executable code
in the TSF.

O.AUDIT.LOGGED The TOE shall create and maintain alog of TOE use and
security-relevant events, and prevent its unauthorized disclosure
or alteration.

O.HDD.ACCESS.AUTHORISED The TOE shall protect TOE assetsin the HDD from accessing
without the TOE authorization.

4.2  Security Objectives for the IT environment

TOETIE., ITEEOEX 2V F 4 5HEHFSHCE L TR+ 2,

Table 16— Security Objectives for the IT environment

Objective Definition

OE.AUDIT_STORAGE.PROTECTED | If audit records are exported from the TOE to another trusted IT
product, the TOE Owner shall ensure that those records are
protected from unauthorized access, deletion and modifications.
OE.AUDIT_ACCESS.AUTHORIZED | If audit records generated by the TOE are exported from the
TOE to ancther trusted IT product, the TOE Owner shall ensure
that those records can be accessed in order to detect potential
security violations, and only by authorized persons
OE.INTERFACE.MANAGED TheIT environment shall provide protection from unmanaged
access to TOE externa interfaces.

4.3  Security Objectives for the non-IT environment

ZOBETIL, EITEREOEX 2 U T o 5EF#HZE L TRk T %,
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Table 17— Security Objectives for the non-IT environment

Objective

Definition

OE.PHY SICAL.MANAGED

The TOE shall be placed in a secure or monitored area that
provides protection from unmanaged physical access to the TOE.

OE.USER.AUTHORIZED

The TOE Owner shall grant permission to Users to be authorized
to use the TOE according to the security policies and procedures
of their organization.

OE.USER.TRAINED

The TOE Owner shall ensure that Users are aware of the security
policies and procedures of their organization, and have the
training and competence to follow those policies and procedures.

OE.ADMIN.TRAINED

The TOE Owner shall ensure that TOE Administrators are aware
of the security policies and procedures of their organization, have
the training, competence, and time to follow the manufacturer’s
guidance and documentation, and correctly configure and operate
the TOE in accordance with those policies and procedures.

OE.ADMIN.TRUSTED

The TOE Owner shall establish trust that TOE Administrators
will not use their privileged access rights for malicious purposes.

OE.AUDIT.REVIEWED

The TOE Owner shall ensure that audit logs are reviewed at
appropriate intervals for security violations or unusual patterns of

activity.

4.4

Security Objectives rationale

ZOETIE, BX2 YT 4 &K S5#E (Security Objectives) ORHLICEI L CTiEik+ %,

Table 18—Completeness of Security Objectives

Obijectives
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Threats. Policies, and Assumptions |0 |o| o |o|lolololololololo|lo|lolol|lololololo
T.DOC.DIS v v |V
T.DOC.ALT v v | v
T.FUNC.ALT v v |V
T.PROT.ALT v v |V
T.CONF.DIS v v |V
T.CONFALT VI vI|v
P.USER.AUTHORIZATION Vv
P.SOFTWARE.VERIFICATION v
P.AUDIT.LOGGING v vIivi|v
P.INTERFACE.MANAGEMENT 4 4
P.HDD.ACCESS.AUTHORIZATION v
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Q1212 |z|z|Z|<|Z|S|EIQIEIEIEIR 2% 2|5\
ZIZ\0|2|lu|eiciu|ElE|SIea|0|G = (|22
OlO|Z/o|Z|Z|W|o|L|QQID|D|2|F|T|z|Q|a|®
olo|5|x|0|gla|2|g|2|a|T|T|T|E|a|2|<|<|D
. . Qe|L /OO 2|\W| (<L w|w|w(=|w|w|w|w|w
Threats. Policies, and Assumptions |0 |o | o |ololololololololololololololololo
A.ACCESS.MANAGED v
A.ADMIN.TRAINING v
A.ADMIN.TRUST 4
A.USER.TRAINING 4

Table 19—Sufficiency of Security Objectives

Threats. Policies, and
Assumptions

Summary

Objectivesand rationale

T.DOC.DIS

User Document Data may be
disclosed to unauthorized
persons

0.DOC.NO_DI S protects D.DOC from
unauthorized disclosure

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsihility of the TOE Owner to appropriately
grant authorization

T.DOC.ALT

User Document Data may be
altered by unauthorized persons

O.DOC.NO_ALT protects D.DOC from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

T.FUNCALT

User Function Data may be
atered by unauthorized persons

O.FUNC.NO_ALT protects D.FUNC from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

T.PROT.ALT

TSF Protected Data may be
altered by unauthorized persons

O.PROT.NO_ALT protects D.PROT from
unauthorized ateration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization
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T.CONF.DIS

TSF Confidential Data may be
disclosed to unauthorized
persons

O.CONF.NO_DIS protects D.CONF from
unauthorized disclosure

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsihility of the TOE Owner to appropriately
grant authorization

T.CONFALT

TSF Confidential Data may be
atered by unauthorized persons

O.CONF.NO_ALT protects D.CONF from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

P.USER.AUTHORIZ
ATION

Userswill be authorized to use
the TOE

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization to use the TOE

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

P.SOFTWARE.VERIF
ICATION

Procedures will exist to
self-verify executable code in
the TSF

O.SOFTWARE.VERIFIED provides procedures
to self-verify executable codein the TSF

P.AUDIT.LOGGING

An audit trail of TOE use and
security-relevant events will be
created, maintained, protected,
and reviewed.

O.AUDIT.LOGGED creates and maintains alog
of TOE use and security-relevant events, and
prevents unauthorized disclosure or alteration

OE.AUDIT_STORAGE.PROTECTED protects
exported audit records from unauthorized access,
deletion and modifications

OE.AUDIT_ACCESS.AUTHORIZED
establishes responsibility of, the TOE Owner to
provide appropriate access to exported audit
records

OE.AUDIT.REVIEWED establishes
responsibility of the TOE Owner to ensure that
audit logs are appropriately reviewed

P.HDD.ACCESS.AUT
HORIZATION

To prevent access TOE assetsin
the HDD with connecting the
other HCDs, TOE will have
authorized access the HDD data.

O.HDD.ACCESS. AUTHORISED protects TOE
assetsin the HDD from accessing without the
TOE authorization.

P.INTERFACE.MAN

Operation of external interfaces

O.INTERFACE.MANAGED manages the

AGEMENT will be controlled by the TOE operation of external interfacesin accordance
and its I T environment . with security policies
OE.INTERFACE.MANAGED establishes a
protected environment for TOE external
interfaces
A.ACCESSMANAG | The TOE environment provides | OE.PHYSICAL.MANAGED establishesa
ED protection from unmanaged protected physical environment for the TOE

access to the physical
components and data interfaces
of the TOE.

A.ADMIN.TRAININ
G

TOE Users are aware of and
trained to follow security
policies and procedures

OE.ADMIN.TRAINED establishes
responsihility of the TOE Owner to provide
appropriate Administrator training.
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A.ADMIN.TRUST

Administrators do not use their
privileged access rights for
malicious purposes.

OE.ADMIN.TRUST establishes responsibility of
the TOE Owner to have atrusted relationship
with Administrators.

A.USER.TRAINING

Administrators are aware of and
trained to follow security
policies and procedures

OE.USER.TRAINED establishes responsibility
of the TOE Owner to provide appropriate User
training.
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5 Extended components definition (APE_ECD)

This Protection Profile defines components that are extensions to Common Criteria 3.1 Release 2, Part 2. These
extended components are defined in the Protection Profile but are used in SFR Packages, and therefore, are
employed only in TOEs whose STs conform to those SFR Packages.

5.1 FPT_CIP_EXP Confidentiality and integrity of stored data
Family behaviour:

This family defines requirements for the TSF to protect the confidentiality and integrity of both TSF and user
data.

Confidentiality and integrity of stored data is important security functionality in the case where the storage
container is not, or not always, in a protected environment. Confidentiality and integrity of stored data is often
provided by functionality that the TSF uses for both TSF and user data in the same way. Examples are full disk
encryption functions, where the TSF stores its own data as well as user data on the same disk. Especialy when a
disk is intended to be removable and therefore may be transported into an unprotected environment, this
becomes a very important functionality to achieve the Security Objectives of protection against unauthorized
access to information.

Component leveling:

FPT_CIP_EXP.1 Confidentiality and integrity of stored data 1

FPT_CIP_EXP.1 Confidentiality and integrity of stored data, provides for the protection of user and TSF data
stored on a storage container that cannot be assumed to be protected by the TOE environment.

Management: FPT_CIP_EXP.1

The following actions could be considered for the management functionsin FMT:
a) Management of the conditions under which the protection function is activated or used;
b) Management of potential restrictions on the allowance to use this function.

Audit: FPT_CIP_EXP.1

The following actions should be auditable if FAU_GEN Security Audit Data Generation is included in the
PP/ST:

a) Basic: failure condition that prohibits the function to work properly, detected attempts to bypass this
functionality (e. g. detected modifications).

FPT_CIP_EXP.1 Confidentiality and integrity of stored data

Hierarchical to: No other components.
Dependencies: No dependencies
FPT_CIP_EXP.1.1 The TSF shall provide a function that ensures the confidentiality and

integrity of user and TSF data when either is written to [assignment: media used
to store the dat4].

FPT_CIP_EXP.1.2 The TSF shall provide a function that detects and performs
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[assignment: /ist of actions] when it detects alteration of user and TSF data when
either is written to [assignment: media used to store the datd].

Rationale:

The Common Criteria defines the protection of user data in its FDP class and the protection of TSF data in its
FPT class. Although both classes contain components that define confidentiality protection and integrity
protection, those components are defined differently for user data and TSF data and therefore are difficult to use
in cases where a TOE provides functionality for the confidentiality and integrity for both types of data in an
identical way.

This Protection Profile defines an extended component that combines the confidentiality and integrity protection
for both types of data in a single component. The authors of this Protection Profile view this as an approach that
simplifies the statement of security functional requirements significantly and therefore enhances the readability
and applicability of this Protection Profile. Therefore, the authors decided to define an extended component to
address this functionality.

This extended component protects both user data and TSF data, and it could therefore be placed in either the
FDP or FPT class. Since it is intended to protect data that are exported to storage media, and in particular,
storage media that might be removable from the TOE, the authors believed that it was most appropriate to place
it in the FPT class. It did not fit well in any of the existing families in either class, and this led the authors to
define anew family with just one member.

5.2 FPT_FDI_EXP Restricted forwarding of data to external interfaces
Family behaviour:

This family defines requirements for the TSF to restrict direct forwarding of information from one external
interface to another externa interface.

Many products receive information on specific external interfaces and are intended to transform and process this
information before it is transmitted on another externa interface. However, some products may provide the
capability for attackers to misuse externa interfaces to violate the security of the TOE or devices that are
connected to the TOE's external interfaces. Therefore, direct forwarding of unprocessed data between different
external interfaces is forbidden unless explicitly allowed by an authorized administrative role. The family
FPT_FDI_EXP has been defined to specify this kind of functionality.

Component leveling:

FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces 1

FPT_FDI_EXP.1 Restricted forwarding of data to externa interfaces, provides for the functionality to require
TSF controlled processing of data received over defined external interfaces before these data are sent out on
another external interface. Direct forwarding of data from one external interface to another one requires explicit
allowance by an authorized administrative role.

Management: FPT_FDI_EXP.1
The following actions could be considered for the management functionsin FMT:

a) Definition of therole(s) that are allowed to perform the management activities;

b) Management of the conditions under which direct forwarding can be alowed by an administrative
role;

¢) Revocation of such an allowance.
Audit: FPT_FDI_EXP.1
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The following actions should be auditable if FAU_GEN Security Audit Data Generation is included in the
PP/ST:

There are no auditable events foreseen.
Rationale:

Quite often a TOE is supposed to perform specific checks and process data received on one external interface
before such (processed) data are allowed to be transferred to another external interface. Examples are firewall
systems but aso other systems that require a specific work flow for the incoming data before it can be
transferred. Direct forwarding of such data (i. e. without processing the data first) between different external
interfaces is therefore afunction that — if allowed at all — can only be allowed by an authorized role.

It has been viewed as useful to have this functionality as a single component that allows specifying the property
to disallow direct forwarding and require that only an authorized role can alow this. Since thisis a function that
is quite common for a number of products, it has been viewed as useful to define an extended component.

The Common Criteria defines attribute-based control of user data flow in its FDP class. However, in this
Protection Profile, the authors needed to express the control of both user data and TSF data flow using
administrative control instead of attribute-based control. It was found that using FDP_IFF and FDP_IFC for this
purpose resulted in SFRs that were either too implementation-specific for a Protection Profile or too unwieldy
for refinement in a Security Target. Therefore, the authors decided to define an extended component to address
this functionality.

This extended component protects both user data and TSF data, and it could therefore be placed in either the
FDP or FPT class. Since its purpose is to protect the TOE from misuse, the authors believed that it was most
appropriate to place it in the FPT class. It did not fit well in any of the existing families in either class, and this
led the authors to define a new family with just one member.

FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces
Hierarchical to: No other components.

Dependencies: FMT_SMF.1 Specification of Management Functions
FMT_SMR.1 Security roles.

FPT_FDI_EXP.1.1 The TSF shall provide the capability to restrict data received on
[assignment: /ist of external interfaces] from being forwarded without further
processing by the TSF to [assignment: /ist of external interfaces).
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6 Security requirements

ZDOFETIL, TOEDEFx = U7 ¢ Z{f (security requirements) (ZB8 L TRl 4%,

6.1  Security functional requirements

ZOFETIE, TOEDEF = U7 ¢ BEREZE: (security functional requirements) (ZB8 L CrEik 3%,
W, I R—% 2 FikBIERCHEET L AV FADOHBAD () EEIT, BV IE L OEBIEZ R TEREIF
L TWD,

Ul
X

6.1.1 :L“"‘Hi“"m\\ 1%@!3

=

FIA_AFL.1 Authentication failure handling
Hierarchical to: No other components.
Dependencies: FIA_UAU.1 Timing of authentication

FIA_AFL.1.1 The TSF shall detect when [selection: [assignment: positive integer number], an
administrator configurable positive integer withinfassignment: range of acceptable
values]] unsuccessful authentication attempts occur related to [assignment: /ist of
authentication events).

[selection: [assignment. positive integer number], an administrator configurable
positive integer withinfassignment. range of acceptable values])
= anadministrator configurable positive integer within 1 to 10

[assignment: /ist of authentication events]
= BEROLE LT E— b Ul B0 T NERRRED 7 7 A VAT

FIA AFL.1.2 When the defined number of unsuccessful authentication attempts has been
[selection: met, surpassed], the TSF shall [assignment: /ist of actions].

[selection: met, surpassed)]
= met

[assignment: /ist of actions]
» By J7 UL
FIA_ATD.1 User attribute definition
Hierarchical to: No other components.
Dependencies: No dependencies

FIA_ATD.1.1 The TSF shall maintain the following list of security attributes belonging to
individual users: [assignment: /ist of security attributes].

[assignment: /ist of security attributes]
» a—P—f v

FIA_UAU.1 Timing of authentication
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FIA_UAU.7
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FIA_UID.1.2

FIA_USB.1
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Hierarchical to: No other components.
Dependencies: No dependencies.
The TSF shall allow [assignment: /ist of TSF-mediated actions that do not conflict
with access-controlled Functions of the TOE] on behalf of the user to be performed
before the user is authenticated.
[assignment: /ist of TSF-mediated actions that do not conflict with

access-controlled Functions of the TOE]

. INNaT Ty IARYaT | T A aT DA

The TSF shall require each user to be successfully authenticated before allowing
any other TSF-mediated actions on behalf of that user.

Protected authentication feedback
Hierarchical to: No other components.
Dependencies: FIA_UAU.1 Timing of authentication

The TSF shall provide only [assignment: /ist of feedback] to the user while the
authentication is in progress.

[assignment: /ist of feedbackK]

n *

Timing of identification

Hierarchical to: No other components.

Dependencies: No dependencies.

The TSF shall allow [assignment: /ist of TSF-mediated actions that do not conflict

with access-controlled Functions of the TOE] on behalf of the user to be performed

before the user is identified.

[assignment: /ist of TSF-mediated actions that do not conflict with
access-controlled Functions of the TOE]

w Ve TR a T N TR a T O¥A

The TSF shall require each user to be successfully identified before allowing any
other TSF-mediated actions on behalf of that user.

User-subject binding
Hierarchical to: No other components.

Dependencies: FIA_ATD.1 User attribute definition
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The TSF shall associate the following user security attributes with subjects acting
on the behalf of that user: [assignment: /ist of user security attributes].

[assignment: /ist of user security attributes]
» a—Y—4 m—L

The TSF shall enforce the following rules on the initial association of user security
attributes with the subjects acting on behalf of users: [assignment: rules for the
initial association of attributes].

[assignment: rules for the initial association of attributes]
= L

The TSF shall enforce the following rules governing changes to the user security
attributes with the subjects acting on behalf of users: [assignment: rules for the
changing of attributes).

[assignment: rules for the changing of attributes]
= 2L

FTA_SSL.3(lui) TSF-initiated termination

Hierarchical to: No other components.

Dependencies: No dependencies.

FTA_SSL.3.1(lui) The TSF shall terminate an interactive session after a [assignment: time

interval of user inactivityj.

[assignment: time interval of user inactivity]
BRSOV ERE LRV IREEDS . BROE IR R

FTA_SSL.3(rui) TSF-initiated termination

Hierarchical to: No other components.

Dependencies: No dependencies.

FTA_SSL.3.1(rui) The TSF shall terminate an interactive session after a [assignment: #/ime

interval of user inactivity].

[assignment: time interval of user inactivity]
= UE— b Ul ZEAE LRV IREEAY 15 4y [k

6.1.2 a7 ETT 7 BRHIHEE

FMT_MSA.1(exec-job) Management of security attributes

Hierarchical to: No other components.

Dependencies: [FDP_ACC.1 Subset access control, or
FDP_IFC.1 Subset information flow control]
FMT_SMR.1 Security roles
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FMT_SMF.1 Specification of Management Functions

FMT_MSA.1.1(exec-job) The TSF shall enforce the TOE Function Access Control SFP,
[assignment: access control SFP(s), information flow control SFP(s)] to restrict the
ability to [selection: change default, query, modify, delete, [assignment: other
gperations]] the security attributes [assignment: /ist of security attributes] to
[assignment: the authorised identified roles.

[assignment: access control SFP(s), information flow control SFP(s)]
= L

[selection: change default, query, modify, delete, [assignment: other operations]]
= query, modify, delete, create

[assignment: /ist of security attributes]
= —/)L

[assignment: the authorised identified roles]
= U.ADMINISTRATOR

FMT_MSA.3(exec-job) Static attribute initialisation
Hierarchical to: No other components.

Dependencies: FMT_MSA.1 Management of security attributes
FMT_SMR.1 Security roles

FMT_MSA.3.1(exec-job) The TSF shall enforce the TOE Function Access Control Policy,
[assignment: access control SFF, information flow control SFF| to provide

[selection, choose one of: restrictive, permissive, [assignment: other property]]
default values for security attributes that are used to enforce the SFP.

[assignment: access control SFF, information flow control SFP)
= L

[selection, choose one of: restrictive, permissive, [assignment: other property]]
» Redtrictive

[refinement]
=  TOE Function Access Control Policy — TOE Function Access Control SFF

FMT_MSA.3.2(exec-job) The TSF shall allow the [assignment: the authorized identified roles]

to specify alternative initial values to override the default values when an object or
information is created.

[assignment: the authorized identified roles]
=  Nobody

FDP_ACC.1(exec-job) Subset access control
Hierarchical to: No other components.

Dependencies: FDP_ACF.1 Security attribute based access control

FDP_ACC.1.1(exec-job)  The TSF shall enforce the TOE Function Access Control SFP on users
as subjects, TOE functions as objects, and the right to use the functions as
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operations.

FDP_ACF.1(exec-job) Security attribute based access control
Hierarchical to: No other components.

Dependencies: FDP_ACC.1 Subset access control
FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(exec-job) The TSF shall enforce the TOE Function Access Control SFP to objects
based on the following: users and [assignment: /ist of TOE functions and the
security attribute(s) used to determine the TOE Function Access Control SFP.

[assignment: /ist of TOE functions and the security attribute(s) used to determine
the TOE Function Access Control SFF]
= objects controlled under the TOE Function Access Control SFP in Table 20, and for
each, the indicated security attributesin Table 20.

FDP_ACF.1.2(exec-job) The TSF shall enforce the following rules to determine if an operation
among controlled subjects and controlled objects is allowed: [selection: the user is
explicitly authorized by U.ADMINISTATOR to use a function, a user that is
authorized to use the TOE is automatically authorized to use the functions
[assignment: /ist of functions], [assignment: other conditions]].

[selection: the user is explicitly authorized by U.ADMINISTATOR to use a
function, a user that is authorized to use the TOE is autormatically authorized to
use the functions [assignment: /ist of functions], [assignment: other conditions]]

= [assignment: other conditions]

[assignment: other conditions]
= rules specified in the TOE Function Access Control SFP in Table 20 governing access
among controlled users as subjects and controlled objects using controlled operations
on controlled objects

FDP_ACF.1.3(exec-job) The TSF shall explicitly authorise access of subjects to objects based on
the following additional rules: the user acts in the role U.ADMINISTRATOR,
[assignment: other rules, based on security attributes, that explicitly authorise
access of subjects to objects.

[assignment: other rules, based on security attributes, that explicitly authorise
access of subjects to obfects]
= 2L

FDP_ACF.1.4(exec-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjfects to objects].

[assignment: rules, based on security attributes, that explicitly deny access of

subjfects to objects)
= L

Table 20—TOE Function Access Control SFP

| Object | Attribute | Operation(s) | Subject | Attribute | Accesscontrol rule
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Object Attribute Operation(s) | Subject | Attribute | Accesscontrol rule
S L, | Obiect DIEFEICHLT Subject
eF%a7 7V R | +PRT U oo g | WUSER DE—/L7% Operation & 7FA[&H
i 7-a— L ThbH
17
ICD):iJr?tcetr %ﬂg Hv Object O J&HEIZ XL T Subject
e — +CPY Ui og g | WUSER Dr—/L 7% Operation Z#F A 4L
P 7=a— L CThbH
17
S T Objet @ BHEICHLT Subjec
[ 2% | +SCN L vn o g U.USER Dr—/L7)\ Operation % 7 7] X4
T 7-o— L ThD
17
Sg’r‘ﬁr %Ug ETY | Object DR H L Subject
(Z772] +FAXOUT L oaT % U.USER Dr—/L73 Operation &7 Al 4L
ST -a—LThbH
17
B +FAXIN ggjr?tcetr %:%IJ);? T Object MFFEIZATLC Subject
A& hA ] +DSR Ui oo | VUSER Du—/L7 Operation Z7F ]S4
i 7-o— L ThD
17
Object D n—/)
Ue—h Ul EDI5 | +FAXIN Pointer Z%I] H U.USER Subject D rz—/L A% Administrator
EhLA1) +DSR Li=var#E | THiLE Operation 73 ATHE
17

6.1.3 A aT T eREIHEEERE

6.1.3.1 ¥ = 7HIRkLE

FMT_MSA.1(delete-job) Management of security attributes

Hierarchical to:

Dependencies:

No other components.

[FDP_ACC.1 Subset access control, or

FDP_IFC.1 Subset information flow control]
FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MSA.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22,

[assignment: access control SFP(s), information flow control SFP(s)] to restrict the
ability to [selection: change default, query, modify, delete, [assignment: other
gperations]] the security attributes [assignment: /ist of security attributes] to
[assignment: the authorised identified roles.

[assignment: access control SFP(s), information flow control SFP(s)]
* InTheJOB Access Control SFP in Table 23

[selection: change default, query, modify, delete, [assignment: other operations]]
= Table2l » [#pE] DE

[assignment: /ist of security attributes]
= Table21 ® T[security attributes] MIA

Copyright Canon Inc. 2015

38



Canon

#5177 H: 2015/09/28

[assignment: the authorised identified roles]
= Table2l® m—jv) DIF

Table 21—Management of security attributes

security attributes e "—/,v

L4 delete, create, query U.ADMINISTRATOR
VAT AR v 7 ARG ,

7;; 7 ARy 7 AL modify, create

U.ADMINISTRATOR

APPLICATION NOTE 1. This Protection Profile does not define any mandatory security attributes, but some may be
defined by SFR packages or by the ST Author. The ST Author should define how security attributes are managed. Note
that this Protection Profile allows the ST Author to instantiate “Nobody” as an authorized identified role, which makesit

possible for the ST Author to state that some management actions (e.g., deleting a security attribute) may not be
performed by any User.

FMT_MSA.3(delete-job) Static attribute initialisation

Hierarchical to: No other components.

Dependencies: FMT_MSA.1 Management of security attributes

FMT_SMR.1 Security roles

FMT_MSA.3.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22,
[assignment: access control SFF, information flow control SFF| to provide

[selection, choose one of: restrictive, permissive, [assignment: other property]]
default values for security attributes that are used to enforce the SFP.

[assignment: access control SFF, information flow control SFP)
= Common Access Control SFP in Table 22
In The JOB Access Control SFP in Table 23

[selection, choose one of: restrictive, permissive, [assignment: other property]]
» redtrictive

FMT_MSA.3.2(delete-job) The TSF shall allow the [assignment: the authorized identified roles)

to specify alternative initial values to override the default values when an object or
information is created.

[assignment: the authorized identified roles]
=  Nobody

FDP_ACC.1(delete-job)Subset access control

Hierarchical to: No other components.

Dependencies: FDP_ACF.1 Security attribute based access control
FDP_ACC.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22 on

the list of users as subjects, objects, and operations among subjects and objects
covered by the Common Access Control SFP in Table 22.
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FDP_ACF.1(delete-job) Security attribute based access control
Hierarchical to: No other components.
Dependencies: FDP_ACC.1 Subset access control

FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22 to
objects based on the following: the list of users as subjects and objects controlled
under the Common Access Control SFP in Table 22, and for each, the indicated
security attributes in Table 22.

FDP_ACF.1.2(delete-job) The TSF shall enforce the following rules to determine if an operation
among controlled subjects and controlled objects is allowed: rules specified in the
Common Access Control SFP in Table 22 governing access among controlled users
as subjects and controlled objects using controlled operations on controlled objects.

FDP_ACF.1.3(delete-job) The TSF shall explicitly authorise access of subjects to objects based on
the following additional rules: [assignment: rules, based on security attributes,
that explicitly authorise access of subjects to objects].

[assignment: rules, based on security attributes, that explicitly authorise access of
subjfects to objects)

=  U.ADMINISTRATOR /. 4 _T® D.DOC + D.FUNC D Hl|[§:73 FT HE
= UADMINISTRATOR (%, +CPY, +SCN, +DSR, +FAXOUT @ D.FUNC ¢ Modify
YA HE

FDP_ACF.1.4(delete-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subfects to objects].

[assignment: rules, based on security attributes, that explicitly deny access of
subjects to objects)
= oL

Table 22—Common Access Control SFP

Object Attribute Operation(s) | Subject Access control rule

D.DOC +PRT,+SCN,+CPY, Delete U.NORMAL | Denied, except for his’her own
+FAXOUT documents

D.DOC +FAXIN,+DSR Delete U.NORMAL | Denied

D.FUNC | +PRT,+SCN,+CPY, Modify; U.NORMAL | Denied, except for hisher own
+FAXOUT Delete function data

D.FUNC | +FAXIN,+DSR Modify U.USER Denied

D.FUNC | +FAXIN,+DSR Delete U.NORMAL | Denied

6.1.3.2 ¥ a 7HT7T I EARIEEE

FDP_ACC.1(in-job) Subset access control

Hierarchical to: No other components.
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Dependencies: FDP_ACF.1 Security attribute based access control

FDP_ACC.1.1(in-job) The TSF shall enforce the In The JOB Access Control SFP in Table 23
on the list of subjects, objects, and operations among subjects and objects covered
by the In The JOB Access Control SFP in Table 23.

FDP_ACF.1(in-job) Security attribute based access control
Hierarchical to: No other components.
Dependencies: FDP_ACC.1 Subset access control

FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(in-job) The TSF shall enforce the In The JOB Access Control SFP in
Table 23 to objects based on the following: the list of subjects and objects controlled
under the In The JOB Access Control SFP in Table 23, and for each, the indicated
security attributes in Table 23.

FDP_ACF.1.2(in-job) The TSF shall enforce the following rules to determine if an
operation among controlled subjects and controlled objects is allowed: rules
specified in the In The JOB Access Control SFP in Table 23 governing access

among Users and controlled objects using controlled operations on controlled
objects.

FDP_ACF.1.3(in-job) The TSF shall explicitly authorise access of subjects to objects
based on the following additional rules: [assignment: rules, based on security
attributes, that explicitly authorise access of subjects to objects).

[assignment: rules, based on security attributes, that explicitly authorise access of
subjects to objects]

= U.ADMINISTRATOR (%, +FAXIN/+DSR ® D.DOC @ read 7’ A hE

FDP_ACF.1.4(in-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjfects to objects].

[assignment: rules, based on security attributes, that explicitly deny access of
subjfects to objects]
L

Table 23—In The JOB Access Control SFP

Object | Attribute(s) Operation | Subject Access control rule
D.DOC | +PRT Read U.USER Denied, except for hissher own documents
D.DOC | +SCN Read U.USER Denied, except for his’her own documents
D.DOC | +CPY Read U.USER Denied
D.DOC | +FAXIN Read U.NORMAL | Denied

+DSR
D.DOC | +FAXOUT Read U.USER Denied, except for his’her own documents

6.1.4 ZfFVavinkHeE
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FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces
Hierarchical to: No other components.
Dependencies: FMT_SMF.1 Specification of Management Functions

FMT_SMR.1 Security roles.

FPT_FDI_EXP.1.1 The TSF shall provide the capability to restrict data received on any
external Interface from being forwarded without further processing by the TSF to
any Shared-medium Interface.

6.1.5 HDD 7 —#52&iH LR

FDP_RIP.1 Subset residual information protection
Hierarchical to: No other components.
Dependencies: No dependencies

FDP_RIP.1.1 The TSF shall ensure that any previous information content of a resource is made
unavailable upon the [selection: allocation of the resource to, deallocation of the
resource from] the following objects: D.DOC, [assignhment: /ist of objects].

[selection: allocation of the resource to, deallocation of the resource from)
» deallocation of the resource from

[assignment: /ist of objects]
= oL

6.1.6 HDD K E-{kikhe
6.1.6.1 Wi o{L/IE SHERE
FCS_COP.1(h) Cryptographic operation
Hierarchical to: No other components.

Dependencies: [FDP_ITC.1 Import of user data without security
attributes, or
FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_COP.1.1(h) The TSF shall perform [assignment: /ist of cryptographic operations] in
accordance with a specified cryptographic algorithm [assignment: cryptographic
algorithmi] and cryptographic key sizes [assignment: cryptographic key sizes] that
meet the following: [assignment: /ist of standards].

[assignment: list of cryptographic operations]
*» HDD ~HXIAENDT —F O {b#AE
» HDD bttt S5 T — & OESHAE
[assignment: cryptographic algorithm]
= AES
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[assignment: cryptographic key sizes)
= 256 hit

[assignment: list of standards]
= FIPSPUB 197
FPT _CIP_EXP.1 Confidentiality and integrity of stored data
Hierarchical to: No other components.
Dependencies: No dependencies
FPT_CIP_EXP.1.1 The TSF shall provide a function that ensures the confidentiality and
integrity of user and TSF data when either is written to [assignment: a Rermovable

Nonvolatile Storage device.

[assignment: a Removable Nonvolatile Storage device)
= HDD

FPT_CIP_EXP.1.2 The TSF shall provide a function that detects and performs
[assignment: /ist of actions] when it detects alteration of user and TSF data when
either is written to [assignment: a Removable Nonvolatile Storage device.

[assignment: /ist of actions]

* noaction
[assignment: a Removable Nonvolatile Storage devicel
= HDD
APPLICATION NOTE 2. Today many manufacturers are looking at hardware solutions such as fully encrypting

disks to meet disk encryption requirements. Some of these drives will not allow data to be written to the drive unless the
correct credentials (either the key itself or credentials required to unlock the key stored in a secure area of the drive) are
presented. Assuming that this functionality can not be bypassed, detection of modificationsis not a useful function
within the TOE and therefore it should be possible to instantiate "no action” in the assignment for the "list of actions” in
FPT_CIP_EXP.1.2, arguing that unauthorized modification is prevented by the design of the system.

Quote from [PP Guide]

6.1.6.2 A{KEHIFR AL RE

FPT_PHP.1 Passive detection of physical attack
Hierarchical to: No other components.
Dependencies: No dependencies.

FPT_PHP.1.1 The TSF shall provide unambiguous detection of physical tampering that might
compromise the TSF.

[refinement] physical tampering — HDD & O'HDD 7 — # i 5t — RDT 0 B 2

FPT_PHP.1.2 The TSF shall provide the capability to determine whether physical tampering
with the TSF's devices or TSF's elements has occurred.

[refinement] physical tampering — HDD & ("HDD 7 —# K5 5{bAR— RDOT 0 B 2
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6.1.7 LAN 5 —X{5-EhE

6.1.7.1 P X/ v MR ERE

FCS_COP.1(n) Cryptographic operation

Hierarchical to: No other components.

Dependencies: [FDP_ITC.1 Import of user data without security
attributes, or
FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_COP.1.1(n) The TSF shall perform [assignment: /ist of cryptographic operations] in

accordance with a specified cryptographic algorithm [assignment: cryptographic
algorithm] and cryptographic key sizes [assignment: cryptographic key sizes] that
meet the following: [assignment: /ist of standards].

[assignment: /ist of cryptographic operations]
= LAN ~EET5 IP/37 » b ORFBAb#fE
* LANDBZET D IPRT Y b OESHEE
[assignment: cryptographic algorithm)
= Table24 @ [cryptographic algorithm) IE

[assignment: cryptographic key sizes|
= Table24 ® Tlcryptographic key sizes] DIH

[assignment: /ist of standards]
= Table24 @ Tlist of standards] DIR

Table 24— IPSec cryptographic algorithm, key sizes and standards

cryptographic algorithm cryptographic key sizes list of standards

3DES-CBC 168 bit FIPS PUB 46-3

AES-CBC 128 bit, 192bit, 256 bit FIPS PUB 197

AES-GCM 128 bit, 192hit, 256 bit SP800-38D
FTP_ITC.1 Inter-TSF trusted channel

FTP_ITC.1.1

FTP_ITC.1.2

FTP_ITC.1.3

Hierarchical to: No other components.

Dependencies: No dependencies.

The TSF shall provide a communication channel between itself and another
trusted IT product that is logically distinct from other communication channels
and provides assured identification of its end points and protection of the
communicated data from modification or disclosure.

The TSF shall permit the TSF, another trusted IT product to initiate
communication via the trusted channel.

The TSF shall initiate communication via the trusted channel for communication
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of D.DOC, D.FUNC, D.PROT, and D.CONF over any Shared-medium Interface.

6.1.8 HCOTAMERE

FPT_TST.1

FPT_TST.1.1

FPT_TST.1.2

FPT_TST.1.3

TSF testing
Hierarchical to: No other components.
Dependencies: No dependencies.

The TSF shall run a suite of self tests [selection: during initial start-up,
periodically during normal operation, at the request of the authorised user, at the
conditions [assignment: conditions under which self test should occur]] to
demonstrate the correct operation of [selection: [assignment: parts of TSF], the
TSA.

[selection: during initial start-up, periodically during normal operation, at the
request of the authorised user, at the conditions [assignment: conditions under
which self test should occun]

= during initia start-up

[selection: [assignment: parts of TSF], the TSF]
»  LAN 77— &R CRIM T 557 1= U XL (AES, 3DES)

The TSF shall provide authorised users with the capability to verify the integrity
of [selection: [assignment: parts of TSF|, TSF datal).

[selection: [assignment: parts of TSF], TSF data]
LR =R

The TSF shall provide authorised users with the capability to verify the integrity
of stored TSF executable code.

6.1.9 BEEHOHRE

FAU_GEN.1 Audit data generation

Hierarchical to: No other components.

Dependencies: FPT_STM.1 Reliable time stamps

FAU GEN.1.1 The TSF shall be able to generate an audit record of the following auditable events:

Start-up and shutdown of the audit functions;

All auditable events for the [selection, choose one of: minimum, basic, detailed, not specified)]
level of audit; and

all Auditable Events as each is defined for its Audit Level (if one is specified) for the
Relevant SFR in Table 25; [assignment: other specifically defined auditable events].

[selection, choose one of: minimum, basic, detailed, not specified]
*  not specified
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[assignment: other specifically defined auditable events]
= oL

FAU GEN.1.2 The TSF shall record within each audit record at least the following information:

- Date and time of the event, type of event, subject identity (if applicable), and the outcome
(success or failure) of the event; and

- For each audit event type, based on the auditable event definitions of the functional components
included in the PP/ST, for each Relevant SFR listed in Table 25:; (1) information as defined
by its Audit Leve (if one is specified), and (2) all Additional Information (if any is
required); [assignment: other audit relevant information)].

[assignment: other audit relevant information)

= oL

Table 25—Audit data requirements

Auditable event Relevant SFR Audit level Additional
information

Job completion FDP ACF.1 Not specified Typeof job

Both successful and unsuccessful use of the FIA_UAU.1 Basic None required

authentication mechanism

Both successful and unsuccessful use of the FIA_UID.1 Basic Attempted user

identification mechanism identity, if available

Use of the management functions FMT SMF.1 Minimum None required

Modifications to the group of usersthat are FMT_SMR.1 Minimum None required

part of arole

Changesto thetime FPT_STM.1 Minimum None required

Termination of an interactive session by the FTA_SSL.3 Minimum None required

session locking mechanism®

Failure of the trusted channel functions FTP_ITC.1 Minimum None required

FAU_GEN.2 User identity association
Hierarchical to: No other components.

Dependencies: FAU_GEN.1 Audit data generation

FIA_UID.1 Timing of identification

FAU_GEN.2.1 For audit events resulting from actions of identified users, the TSF shall be able to
associate each auditable event with the identity of the user that caused the event.

FPT_STM.1 Reliable time stamps
Hierarchical to: No other components.
Dependencies: No dependencies.

FPT_STM.1.1 The TSF shall be able to provide reliable time stamps.

5 PP Guide @ [14.1 IEEE Std 2600.1 Errata] %%
IEEE Std 2600.1(Z%“Locking of an interactive session by the session locking mechanism” & & % 73, #git I &
T 2D E DSl
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FAU_ SAR.1 Audit review
Hierarchical to: No other components.
Dependencies: FAU_GEN.1 Audit data generation

FAU_SAR.1.1 The TSF shall provide [assignment: authorised users] with the capability to read
[assignment: /ist of audit information] from the audit records.

[assignment: authorised users]
= U.ADMINISTRATOR

[assignment: list of audit information]
= Table25 | TR iR 7 DU A b

FAU SAR.1.2 The TSF shall provide the audit records in a manner suitable for the user to
interpret the information.

FAU_SAR.2 Restricted audit review
Hierarchical to: No other components.
Dependencies: FAU_SAR.1 Audit review

FAU_SAR.2.1 The TSF shall prohibit all users read access to the audit records, except those
users that have been granted explicit read-access.

FAU_STG.1 Protected audit trail storage
Hierarchical to: No other components.
Dependencies: FAU_GEN.1 Audit data generation

FAU_STG.1.1 The TSF shall protect the stored audit records in the audit trail from unauthorised
deletion.

FAU STG.1.2 The TSF shall be able to [selection, choose one of: prevent, detecfi unauthorised
modifications to the stored audit records in the audit trail.

[selection, choose one of: prevent, detect]
* prevent
FAU_STG.4 Prevention of audit data loss
Hierarchical to: FAU_STG.3 Action in case of possible audit data loss
Dependencies: FAU_STG.1 Protected audit trail storage
FAU_STG.4.1 The TSF shall [selection, choose one of: “ignore audited events”, “prevent

audited events, except those taken by the authorised user with special rights’,
“overwrite the oldest stored audit records” and [assignment: other actions to

Copyright Canon Inc. 2015
47



Canon

#5177 H: 2015/09/28

be taken in case of audit storage failure] if the audit trail is full.

[selection, choose one of: “ignore audited events”, ‘“prevent audited events,
except those taken by the authorised user with special rights”, “overwrite the
oldest stored audit records’]

= “overwrite the oldest stored audit records’

[assignment: other actions to be taken in case of audit storage failure]
= 2L

6.1.10 EEEHAE

6.1.10.1 = —¥ —E HHkRHE

FIA_SOS.1 Verification of secrets
Hierarchical to: No other components.
Dependencies: No dependencies

FIA SOS.1.1 The TSF shall provide a mechanism to verify that secrets meet [assignment: a
defined quality metric].

[assignment: a defined quality metric]
» ATFULERLFLUTONRT— R E
3 TP D T A2 DR
. BRI TFA~D)E L XTFUEEDD
» BN TF(a~2)E 1 LTRSS D
» HFO0~9% 1 XTFUEEDD
T T 7Ry NUAOTFC-@[]:, M #3%,&T ()=~ +} ><)% 1 XFLE
LKA
= fEHATRE ST
o HMESCFLSN DA TOILF

FMT_MTD.1(user-mgt) Management of TSF data
Hierarchical to: No other components.

Dependencies: FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MTD.1.1 (user-mgt) The TSF shall restrict the ability to [selection: change_default, query,
modify, delete, clear, [assignment: other operations]] the [assignment: /ist of TSF
data associated with a U.NORMAL or TSF Data associated with documents or jobs
owned by a U.NORMAL] to [selection, choose one of: Aobody, [selection:
U.ADMINISTRATOR, the U.NORMAL to whom such TSF data are associated]].

[selection: change default, query, modify, delete, clear, [assignment: other
operations]|
= Table26 ® [#fE] DIH

[assignment: /ist of TSF data associated with a U.NORMAL or TSF Data
associated with documents or jobs owned by a U.NORMAL]
= Table26 ® [TSFdata) DIH
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[selection, choose one of: Aobody, [selection: U.ADMINISTRATOR, the
U.NORMAL to whom such TSF data are associated]]
= Table26 ® a—/L] OIE

Table 26— — ¥ —{EHREH

TSF data 7—/)V BE

Z—H—4 U.ADMINISTRATOR | delete, create, query

7 —/) U.ADMINISTRATOR | modify, delete, create, query
INAT — K U.ADMINISTRATOR | modify, delete, create
HYD/NZAT— R U.NORMAL modify

FMT_SMR.1 Security roles

Hierarchical to: No other components.
Dependencies: FIA_UID.1 Timing of identification

FMT_SMR.1.1 The TSF shall maintain the roles U. ADMINISTRATOR, U.NORMAL, [selection:
Nobody, [assignment: the authorised identified roles]].

[selection: NMobodly, [assignment: the authorised identified roles]]
=  Nobody

FMT_SMR.1.2 The TSF shall be able to associate users with roles, except for the role “Nobody” to
which no user shall be associated.

6.1.10.2 Wy HEE FEERE
FCS_CKM.1 Cryptographic key generation
Hierarchical to: No other components.

Dependencies: [FCS_CKM.2 Cryptographic key distribution, or
FCS_COP.1 Cryptographic operation]
FCS_CKM.4 Cryptographic key destruction

FCS CKM.1.1 The TSF shall generate cryptographic keys in accordance with a specified
cryptographic key generation algorithm [assignment: cryptographic key
generation algorithm] and specified cryptographic key sizes [assignment:
cryptographic key sizes] that meet the following: [assignment: /ist of standards].

[assignment: cryptographic key generation algorithm]
*  FIPSPUB 186-2 (235 < BF S HERL 7 /L T U X 4

[assignment: cryptographic key sizes|
= 128bit, 168bit, 192bit, 256 bit

[assignment: /ist of standards]
= FIPSPUB 186-2

FCS_CKM.2 Cryptographic key distribution

Hierarchical to: No other components.
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Dependencies: [FDP_ITC.1 Import of user data without security
attributes, or

FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]

FCS_CKM.4 Cryptographic key destruction

FCS CKM.2.1 The TSF shall distribute cryptographic keys in accordance with a specified
cryptographic key distribution method [assignment: cryptographic key distribution
method] that meets the following: [assignment: /ist of standards].

[assignment: cryptographic key distribution method)
= DH (DiffieHellman) 3 XOYECDH (Elliptic Curve Diffie Hellman)

[assignment: /ist of standards]
= SP800-56A

6.1.10.3 5 /N4 R &P RE

FMT_MTD.1(device-mgt) Management of TSF data

Hierarchical to: No other components.

Dependencies: FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MTD.1.1(device-mgt) The TSF shall restrict the ability to [selection: change default, query,
modify, delete, clear, [assignment: other gperations]] the [assignment: /ist of TSF
data]l to [selection, choose one of: Aobody, [selection: U.ADMINISTRATOR,
[assignment: the authorized identified roles except U.NORMAL]]].

[selection: change default, query, modify, delete, clear, [assignment. other
operations]|
= Table27 ®» [#fE] DA

[assignment: /ist of TSF data]
» Table27 ®» TTSFData] MIA

[selection, choose one of: NMobody, [selection: U ADMINISTRATOR, [assignment:
the authorized identified roles except U.NORMAL]J]]
= Tahle27® Tm—)L) DI

Table 27— N A A EHEHERE

TSF Data 72— #RIE

H A/ R E U.ADMINISTRATOR | modify

HDD &2 {H £ E U.ADMINISTRATOR | query, modify
[PSec &% iE U.ADMINISTRATOR | query, modify
F—rIVTERIE U.ADMINISTRATOR | query, modify
ay 7T NRY S — R E U.ADMINISTRATOR | query, modify
IRAT— KRR —RTE U.ADMINISTRATOR | query, modify
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TSF Data o —/ e
o= U.ADMINISTRATOR | query, delete

FMT_SMF.1 Specification of Management Functions

Hierarchical to: No other components.

Dependencies: No dependencies.

FMT SMF.1.1 The TSF shall be capable of performing the following management functions:
[assignment: /ist of management functions to be provided by the TSF].

[assignment: /ist of management functions to be provided by the TSF]
= LU Table 28 (2~ & HHE

Table 286—The management of security requirements

B TEHAE Bk

A A/ REZIRR E modify

HDDZ 2N ERE query, modify

[PSec 7% iE query, modify

A= VT RIE query, modify
I T NRY L — 3R E query, modify
INAT— KRRV — R TE query, modify
= query, delete

2 —H—4 delete, create, query
°—/) modify, delete, create, query
INAT— R modify, delete, create
VAT LR v 7 AREREE modify, create
HEDNRATU—R modify

6.2  Security assurance requirements

This section defines the security assurance requirements for the TOE.

Table 29 lists the security assurance requirements for 2600.1-PP, Protection Profile for Hardcopy Devices,
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Operational Environment A, and related SFR packages, EAL 3 augmented by ALC_FLR.2.

Table 29— 2600.1 Security Assurance Requirements

Assurance Class

Assurance components

ADV: Development

ADV_ARC.1 Security architecture description

ADV_FSP.3 Functional specification with complete summary

ADV_TDS.2 Architectural design

AGD: Guidance documents

AGD_OPE.1 Operational user guidance

AGD_PRE.1 Preparative procedures

ALC: Life-cycle support

ALC CMC.3 Authorisation controls

ALC CMS.3 Implementation representation CM coverage

ALC DEL.1 Dédlivery procedures

ALC DVS.1 ldentification of security measures

ALC FLR.2 Flaw reporting procedures (augmentation of EAL3)

ALC LCD.1 Developer defined life-cycle model

ASE: Security Target evaluation

ASE CCL.1 Conformance claims

ASE ECD.1 Extended components definition

ASE INT.1 ST introduction

ASE OBJ.2 Security objectives

ASE REQ.2 Derived security requirements

ASE SPD.1 Security problem definition

ASE TSS.1 TOE summary specification

ATE: Tests

ATE COV.2 Analysis of coverage

ATE DPT.1 Testing: basic design

ATE FUN.1 Functional testing

ATE IND.2 Independent testing - sample

AVA: Vulnerability assessment

AVA VAN.2 Vulnerability analysis

6.3  Security functional requirements rationale

6.3.1 The completeness of security requirements

Table 30 |X TOE &X=aU7 xR et T B2~ 7 LTI D THD, ZHIZLY,
KB 2 VT AREEE 7K bt 1 DD TOE X 2T 455K HEHIRHEL TWAZ LA R TUVA,
FEXGERE Bold (£ (P) THEL, AR —RL TV AxHGEITRE (S) T/RLTZ,

Table 30—The completeness of security requirements

Objectives

O.DOC.NO_DIS
O.DOC.NO_ALT
O.FUNC.NO_ALT
O.PROT.NO_ALT
O.CONF.NO_DIS

SFRs

O.CONF.NO_ALT

O.USER.AUTHORIZED

O.INTERFACE.MANAGED
O.SOFTWARE.VERIFIED
O.AUDIT.LOGGED
O.HDD.ACCESS. AUTHORISED
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Objectives

O.DOC.NO_DIS
O.DOC.NO_ALT
O.FUNC.NO_ALT
O.PROT.NO_ALT
O.CONF.NO_DIS
O.CONF.NO_ALT
O.USER.AUTHORIZED
O.INTERFACE.MANAGED
O.SOFTWARE.VERIFIED
O.AUDIT.LOGGED
O.HDD.ACCESS. AUTHORISED

SFRs
FIA_AFL.1
FIA_ATD.1
FIA_UAU.1
FIA_UAU.7
FIA_UID.1 S| S S| S| S| S
FIA_USB.1

FTA_SSL .3(lui)
FTA_SSL.3(rui)
FMT_MSA.1(exec-job)
FMT_MSA.3(exec-job)
FDP_ACC.1(exec-job)
FDP_ACF.1(exec-job)
FMT_MSA .1(delete-job)
FMT_MSA .3(delete-job)
FDP_ACC.1(delete-job)
FDP_ACF.1(delete-job)
FDP_ACC.1(in-job)
FDP_ACF.1(in-job)
FPT_FDI_EXP1 P
FDP_RIP1
FPT_CIP_EXP1
FCS_COPR1(h)
FPT_PHP1 P
FCS_COPR1(n)
FTP_ITC.1
FCS_CKM.1
FCS_CKM.2
FPT_TST.1 P
FAU_GEN.1
FAU_GEN.2
FAU_SAR.1
FAU_SAR.2
FAU_STG.1
FAU_STG.4
FPT_STM.1
FIA_SOS.1 S
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Objectives
0
a)
o483 =
Fl-]lo |- |N|g|Z |8 |0
il |z l2l=|2 | |H |
DI < <| <(| DI <| % < I 8 5
olod|Q|o|Q|Q|Z|=|2|0 <
=z > z Z Z z = wi L 3 :
Gl2|Glelelc|2]olx | |8
ol88lzlolz|lz|<|<|SL |5 |W
a2 |8|8(8|g|E|E|2|8
S|o|g|c|c|d|8 = & S|
o |© T
O
SFRs
FMT_MTD.1(user-mgt) P|P | P
FMT_SMR.1 S| S| S|S|S|S|S
FMT_MTD.1(device-mgt) P | P P
FMT _SMF.1 S|s|s|s|[s]|s

6.3.2 The sufficiency of security requirements

ARETIE, BX2VTABEEEZED TOE X2 U7 o R I7 & lii/= 3 DIZ 153 THHR I ZFL IR T
éo

O.DOC.NO_DIS (%, user document data 73 8 #& X172 D12,

FIA_UID.1 TOa—V—i#BEHRIJST T FMT_SMR.1 TEEEN/-o— A3 0 Y Thh, Zon
—IZHADE,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(delete-job)/FDP_ACF.1(delete-job) i~ &
VTa7Xx BNV BMEE R NDOIIIT 7B AHIRT 59212,

FDP_ACC.1(in-job)/FDP_ACF.1(in-job).

ICEBEHIRY a7 P Da—F—F —Z~DT It AERANDIIHIRLIZD, ZH S DY a7 D —
W =T —H DT 7 EALGEL TERLIEN T HI LTIV EBEND,

Fio, Va7 WEI A R &7 user document data DTS #IZ. FDP_RIP.1 2KV el ESND,
E5IZ, HDD N —H —F — X TSF T —Z ~D U X A« ZFE IR T

FPT_CIP_EXP.1, FCS _COP.1(h), FCS CKM.1 [ZLV{f#ES .,

LAN Z5Z 5452 —W —F —Z - TSF T —H~DE S A TR IH LT

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 (kv s n s,

INBICBE T A HEEERE L FMT_SMF.1 IZk > Tk T 5,

O.DOC.NO_ALT i, user document data 23t X A SH7an K912,

FIA_UID.1 TOZ—H—i#BIHFHRIZIGE T, FMT_SMR.1 TEESNZn—/L8NE0 Y CThh, 2o
— VDX,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(del ete-job)/FDP_ACF.1(delete-job) (= &
VEAEEZ RN DT 7B AFIBR T HZ LI LV EBLEND,

E5IZ, HDD WD 2—H—F —H - TSF 7 —F ~Dh X A - BFR IR T

FPT_CIP_EXP.1, FCS COP.1(h), FCS CKM.1 [ZXhifs#Sh,

LAN #3525 452 —W—F —H - TSF T —Z ~DES A BB LT

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 20 {fi#EE N5,
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ZNBICBE T AR FMT_SMF.1 IZk»> Tk T,

O.FUNC.NO_ALT /&, user function data 23t & ASI72 D12,

FIA_UID.1 TOa—V—i#BEFHRIJST T FMT_SMR.1 TEHEEN/-o— A3 0 Y Thh, Zon
—IZHADE,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(delete-job)/FDP_ACF.1(delete-job) (2 &
VEMEZRNDIZT 7B ARIR T D2 EIED FEHIND,

E5IZ, HDD N —H—F —X - TSF 7 — X ~DUR X A« ZLFE TR T

FPT_CIP_EXP.1, FCS _COP.1(h), FCS CKM.1 [ZLV{f#ES,

LAN 252 5T 52— —F —Z - TSF T —H~DEX A T2 5 LT

FCS_COP.1(n), FTP_ITC.1, FCS_CKM.1, FCS CKM.2 iZXkhif#sn5,

ZNBICBE T AR FMT_SMF.1 IZk»> Tk T,

O.PROT.NO_ALT |, TSF protected data 734X A SR EIIT,

FMT_MTD.1(user-mgt) CEHLX 72 FIA_UID.1 CTO2—W—#BIEFHRITIGC T, FMT_SMR.1 TEH
ENfza— B Y THi, £Or—LIlESE,

FMT_SMR.1, FMT_MTD.1(devicemgt) , FMT_SMF.1 [ZX5 T /A A E B RE I LV SN D,
EHIZ, HDD WD 2—H—F —H TSF 7 —H ~ DX A - BFE IR T

FPT_CIP_EXP.1, FCS _COP.1(h), FCS CKM.1 2LV {f#Sh,

LAN #5%Z(E 3252 —Y —F —H-TSF T — X ~DES A - ZFITx LT

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 I[Zkv{fi#S N5,

O.CONF.NO_DIS X, TSF confidential data 7352 3172 X912,

FMT_MTD.1(user-mgt) CEFLE 72 FIA_UID.1 CO2—H—#BIIEFHRITIG T T, FMT_SMR.1 TEH
SNToe— LB Y THIL, £ORr—/VIZHDE,

FMT_SMR.1, FMT_MTD.1(device-mgt) , FMT_SMF.1 (2157 /A A& FREREIC L0 FEBEND,
E5IZ, HDD WD 2—H—F —H - TSF 7 —F ~Dh X A - BFZ IR T

FPT_CIP_EXP.1, FCS COP.1(h), FCS CKM.1 [ZXhifs#sh,

LAN #3552 5452 =W —F —H - TSF T — X ~DE I A« ZFITHL T

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 IZXv{fi#EE D,

O.CONF.NO_ALT /&, TSF confidential data 732X A SN EHIZ,
FMT_MTD.1(user-mgt) C& FEE 72 FIA_UID.1 CO2—H —iBIIEHRITIG T T, FMT_SMR.1 TEH
ST — L ED Y THIL, EDa— L IETE,

FMT_SMR.1, FMT_MTD.1(device-mgt) , FMT_SMF.1 (2857 /A R & B RE IC LW EB SN D,
E5IZ, HDD WD 2—H—F —H - TSF 7 —F ~Dh X A - BFZ IR T

FPT_CIP_EXP.1(h), FCS COP.1, FCS CKM.1 [ZXvifs#Sh,

LAN #3552 5452 —W—F —H - TSF T —Z ~DES A BT LT

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 20 {fi#EEs N5,

O.USER.AUTHORIZED /%, FIA_UAU.1, FIA_UID.1, FIA_UAU.7, FIA_AFL.1 TOEBIFEFEAY =
A LZIDBEES e —F — 73,

FIA_ATD.1, FIA_USB.1, FTA_SSL.3(Iui)/FTA_SSL.3(rui) i LV 2 —HF —D kv ar FHI N,
FDP_ACC.1(exec-job)/FDP_ACF.1(exec-job) (ZL57 7 AHIENC LY | #ER A 5 Sv7-#ae & Fil H
TEHIEICEFEIEIND,

&BIZ, FIA_SOS.1, FMT_MSA.1(exec-job), FMT_MSA 3(exec-job), FMT_SMR.1 {2V 1E Y 7p2—
—ZE T D,

O.INTERFACE.MANAGED (%, A A H—T7 2 — A& EH T 5% 5K 5 #THY . FIA_UAU.1,
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FIA_UID.1, FTA_SSL.3(Iui)/FTA_SSL.3(rui)ic&p 2 —H— A Z—7 =—ADE L FPT_FDI_EXP.1
1ZED LAN ~DHREZ R T HREREIC L - THBLSND,
O.SOFTWARE.VERIFIED %, FPT_TST.1 ® H &7 AMEREIZ L > CTEHEIND,
O.AUDIT.LOGGED (. FAU GEN.1. FAU GEN.2. FAU SAR.1, FAU SAR.2. FAU STG.1,
FAU STG.4 |ZXDBEE /7 BEREIC K> THEIEND, &2, BE 7 +—~y ML E o — —IFH L
R AR 9572912 FIA_UID.1 & FPT_STM.1 ([ZL-> CTHR—bEND,

O.HDD.ACCESS. AUTHORISED %, HDD 7 7% AFZ FPT_PHP.1 (ZXAAAKGR A FRFEHERE I > T
FEHLIND,

6.3.3 The dependencies of security requirements

AEETIL, ST CHIEBFO IR TTZL Tl < L BB, SR &6 5,

Table 31—The dependencies of security requirements

CC TERL TV ST THZL TV
PG AYAA
BEREE s e tr RIFHEER L CORVWEH
FIA_AFL.1 FIA_UAU.1 FIA_UAU.1 N/A (RAFE AT 72 L QD)
FIA_ATD.1 No dependencies. No dependencies. N/A AR 72 L TUD)
FIA_UAU.1 FIA_UID.1 FIA_UID.1 N/A (RTF AT 7L QD)
FIA_UAU.7 FIA_UAU.1 FIA_UAU.1 N/A (RAFEZ T2 L QD)
FIA_UID.1 No dependencies. No dependencies. N/A A D ZR L)
FIA_USB.1 FIA_ATD.1 FIA_ATD.1 N/A (AT 272 L TN D)
FTA_SSL.3(lui) No dependencies. No dependencies. N/A (RAFEDER 2L )
FTA_SSL.3(rui) No dependencies. No dependencies. N/A (RAFED R 7RL)
L':E)DPPTégcl:jl O | FDP ACC.1(execijob)
FMT_MSA.1(exec-job) BT SR FMT_SMR.1 N/A (RTF AT 7L T D)
- FMT_SMF.1
FMT SMF.1
FMT_MSA3(execoh) | s PV TS eI | Nia (i <u%)
FDP_ACC.1(exec-job) FDP_ACF.1 FDP_ACF.1(exec-job) N/A (AT 272 LT D)
. FDP_ACC.1 FDP_ACC.1(exec-job) .
FDP_ACF.1(exec-job) FMT MSA.3 FMT_MSA.3(exec-job) N/A (TF AT 7L CD)
L':E)DPPTégcl:jl o | FDP ACC.1(deletejob)
FMT_MSA 1(deletejob) | = suiR 1 FMT_SMR.1 N/A (RTF AT 7L T D)
FMT SMFA FMT_SMF.1
. FMT_MSA.1 FMT_MSA.1(delete-job) P
FMT_MSA.3(delete-job) FMT SMR1 FMT SMR1 N/A (KT A 72 L TN B)
FDP_ACC.1(deletesjob) || FDP_ACF.1 FDP_ACF.1(delete-job) | N/A (IKFFPEE T TZLCTD)
. FDP_ACC.1 FDP_ACC.1(delete-job) P
FDP_ACF.1(deletejob) FMT_MSA 3 FMT_MSA 3(deletejob) N/A (A7 272 L TND)
FDP_ACC.1(in-job) FDP_ACF.1 FDP_ACF.1(in-job) N/A (A7 272 L TUND)
- FDP_ACC.1 FDP_ACC.1(in-job) P
FDP_ACF.1(in-job) FMT MSA.3 FMT_ MSA.3(deletejob) N/A (RTF AT 7L CD)
FMT_SMF.1 FMT_SMF.1 .
FPT_FDI_EXP1 FMT SMRL FMT SMR.L N/A (URTFMEZ 2L TN D)
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CC TEXRLTW? ST TH-L T3
3 > f
BaeR s s e RIFHERT 7L TV VRO
FDP_RIP1 No dependencies. No dependencies. N/A URFFPED TR 721L)
FPT_CIP_EXP1 No dependencies. No dependencies. N/A (RAFED R RL)

FCS COP1(h)

[FDP_ITC.1 0r
FDP_ITC.2 or
FCS CKM.1]
FCS CKM.4

FCS_CKM.1

FCS CKM.4 % 3R TV e EEH
B8 RAM IR S EIREZ YD L0
25, ET-RF A B 9 Z LI R AT RE R
WG Lo CND, Tt THERERYIZING 5B
FRUREL S HIT 24 ’mﬁénfb\
5,

FPT_PHP1

No dependencies.

No dependencies.

N/A (EAFPEDER L)

FTPITC.1

No dependencies.

No dependencies.

N/A (R AFEDBRARL)

FCS CKM.4 % EiEL CUWVRNBEE

[FDP_ITC.1or 58t RAM _EICARSHEREYIHEH
FDP_ITC.2 or 2 Do EloME FHAZ RV 928 ;tKﬂ HEZR
FCS_COR1M FCS CKM.1] FCS CKkM.1 M 172 Cu b, o CHEREHO I 53
FCS_CKM.4 T U7 &b s 22 4 :%?fj%éhﬂ\
60
FCS CKM.4 %=L CUWRNBEE
55 8L RAM _EIZA RSV EIR 285 &3
FCS CKM 1 LFCCSS—CCgP'\g]'Z or FCS_COP1(n) 2%, I SEE R Mok iﬁﬁf fere
= Fos ORM.4 FCS_ COPA(h) ML 725 CuB, - CHEREHY N 5
- FH LK Eb I B i 2 4l ’Mi?ééhfb\
60
FCS CKM.4 %=L CUWRNBEE
[FDP_ ITC.1or 5 58X RAM _EICA RSN EIREZ YD L0
FDP_ITC.2 or R BDo FloME oAV 928 iﬁﬁf AE7R
FCS_CKM.2 FCS CKM.1] FCS CKM.1 HEE L 72 5TV, FEn THERERD LTI 241k
FCS_CKM .4 a7 &b I 5 s 22 4 ’M@éﬂfb\
%,
FPT_TST.1 No dependencies. No dependencies. N/A (RAFIEDBER72L)
FAU GEN.1 FPT_STM.1 FPT_STM.1 N/A (EAFEZT7-L T B)
FAU_GEN.1 FAU_GEN.1 .
FAU_GEN.2 FIA UID.1 FIA UID.1 N/A (KT A 72 L TN B)
FPT_STM.1 No dependencies. No dependencies. N/A (R AFPED B 72 L)
FAU SAR.1 FAU_GEN.1 FAU_GEN.1 N/A (EAFEZ7-L T B)
FAU_SAR.2 FAU SAR.1 FAU SAR.1 N/A (EAFHEZT-L TN D)
FAU_STG.1 FAU_GEN.1 FAU_GEN.1 N/A (EAFEZ7-L T B)
FAU_STG.4 FAU_STG.1 FAU_STG.1 N/A (A AR 2L TD)
FIA_SOS.1 No dependencies. No dependencies. N/A (AT 272 LT D)
FMT_MTD.1(user-mgt) Em }ssm Ell Em }gm Ell N/A (RAFEMEZ 72 L T D)
FMT SMR.1 FIA_UID.1 FIA_UID.1 N/A (RAFEZ G T-L T\ B)
. FMT_SMR.1 FMT_SMR.1 . .
FMT_MTD.1(device-mgt) FMT SMF.A FMT SMF N/A RTF AT 7L T D)

FMT_SMF.1

No dependencies.

No dependencies.

N/A (A DB 22 L)

57
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Security assurance requirements rationale

This Protection Profile has been developed for Hardcopy Devices used in restrictive commercial
information processing environments that require a relatively high level of document security, operational
accountability and information assurance. The TOE environment will be exposed to only alow level of risk
because it is assumed that the TOE will be located in a restricted or monitored environment that provides
almost constant protection from unauthorized and unmanaged access to the TOE and its data interfaces.
Agents cannot physically access any nonvolatile storage without disassembling the TOE except for
removable nonvolatile storage devices, where protection of User and TSF Data are provided when such
devices are removed from the TOE environment. Agents have limited or no means of infiltrating the TOE
with code to effect a change and the TOE self-verifies its executable code to detect unintentiona
malfunctions. As such, the Evaluation Assurance Level 3 is appropriate.

EAL 3isaugmented with ALC_FLR.2, Flaw reporting procedures. ALC_FLR.2 ensures that instructions
and procedures for the reporting and remediation of identified security flaws are in place, and their
inclusion is expected by the consumers of this TOE.
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7 TOE Summary specification

ZOE T, TOE B ZFLIR T 5,

71 =a—V R RE
- XN AHEREE {4 . FIA_UAU.1, FIA_UID.1, FIA UAU.7, FIA_ATD.1, FIA_USB.1,
FIA_AFL.1, FTA_SSL.3(lui), FTA SSL.3(rui)

TOE 1%, IER O — Y —ZBIERGF 572010, 22— =2 /B LY —h Ul ITBWTT O
NS EBET DRI L:L%%%OD%J@%IJMHEE%EZKT’F%) L, TV oad TrrAR a7 | T A
Taz O AT AL TV, [FIA_UAU.1, FIA_UID.]]

a— Y — I, LT O2REO R R AR — T 5,
- AMEREETT A

:L““‘]j: umnﬂij-“‘/\““ < \z%éﬂfb\%)l“‘ﬂ- rﬁ%&%‘?*”ﬁq—a‘éwu uIEjiJ‘ 1'§J7\_ i :L““‘]j-““
FRREH— 3 —(Z1%, Kerberos #3AlE 5 20 Active Directory H—/3X—<°> LDAP & 5 =\ LDAP
==L T D,

- Ijﬂ nu pl—‘tjit
T INA A GES I TND L —H — rﬁﬁ&%ﬂ:‘”ﬂqﬁ‘éwu AEH

TOE (F2—W—38GEE LT, 22—V —F « R =R GREEE THHa T A D AN EFR LT FBE
e AR Ca— =4 RAT =R RE B LT E DI — — &k BERGET 5, 7l /AT — b
AN DFED/SAT =R TFF AR Y7L, * TR T 5, [FIA_UAU.T]

TOE 1%, =— —OAIFRFEIC R 95, —H—ZLIZ Access Control Token(LA% ACT)Z38179
2o

ACT &1, =2 —HF =4 — LIz T, 2—PF =D — VT LICREINTT 7V r—ay
BEEE~DT 7 ¥ AN G ENT-A TV =227 FThH5H, [FIA_ATD.1, FIA_USB.1]

TOE &, WEBERFET SUBIT DR E22n 7 AR TEL 7oL T vy 7 77 MEREE fe 372,
[FIA_AFL.1]

- RELIEeITUNOHFREBIGEL -G AT Y 2 — Y —IZ L Tay I T RSE S, B2y
T I ROFFRBEIEL, 1~10 [RGB TE 5, (FIHHME L 3 1)

- RELEnyIZTURMEMFIL, Y a——0ns AU 2RO, ny 7T U MERIE 1-60
IIHIEIRTED, (FIHMEIT 3/\)

TOE X, BERXZ ARV E—F Ul 22— EREMBIELRVIRERRB T/ TURSE S,
[FTA_SSL.3(lui), FTA_SSL.3(rui)]

BB SRV B BELZRVVRREDS A — MU T RERE IS TRl IE SV XA L7 7 MRS Ot
10 F0-Q Z3 0B IRCT& S, (WM 2 43)
- UE—h Ul ZE/ELZRUVREEAS, 15 45 B,
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Ta TEITT 7 ' AHHEERE
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- X AHREE A FDP_ACC.1(exec-job), FDP_ACF.1(exec-job), FMT_M SA.1(exec-job),
FMT_M SA .3(exec-job), FMT_SMF.1

TOE I, i RIFRFFSN -2 —HF —ITHITENT- ACT ORNEITISU T, Ul FIZYa7 E(T7 78 A HH
KRR Rt 95, =2 —HF —2RITSN5D ACT Our— LMW ESbt ., &, §Ik., Bk
U.ADMINISTRATOR D[R EEND, ZD Va7 EITT 7 AHKIMNI kT2 HlE x50 BT

HEEEZDLOTHY ., FIZHEE THD,

BAVE RNV DIGEE DY a7 EITT 72 AL ACT Or— WS T 7 70— a iR o @it
EIZISCTYa7 ETa7F L C, ZNLSNEIT 7B 22468 75,

VE—RUIlOEEDOTa7 EZT7 A& L. ACTDu—/LOBIEEISL TPa 7 OFEITEESL T,

ENLSIMNET 7B REFF /[T D,

%72, UADMINISTRATOR %, T X TOVa7 FEITNAHETHD,

Table 32— a3 TETOT 7 RAEIFHRY o —

U1 fE5I il Ak 2R &t e
WA L X277V R D | UUSER Oua— R X7 FU AT | 4 %t % 2 1& AL
Pointer ASZ— VT T BT L TEITE
[2E"— | Pointer U.USER Ou— LR [at’— | ZFF Sz | il il kh 8 % 36 M1k
0— /L CThbH T HZETHIEITARE
(2% % LTERE IO | UUSER Ou— L3 [ 2%y UTEE 1% | I 3t & %275 ML
Pointer FaESh-n—LThd T HZETIEITATRE
[ A D Pointer U.USER O — L[ A%y UTEE 1 & | I 5 5 2 1% M1k
FASNR— L ThS THIETEITAHE
[Z1E5hA 1D Pointer | UUSER Or— LS REIET 7 AL OFI | | 480 6 52 % 15 P AL
PR ENT-r— /L THhHDH TAHZLTEITARE
PESNNT] [SZfZRLA D Pointer | U.USER @ — /L7 Administrator m— /L L | SE4TR ]
P4
7.3 ATV a 7T 7 & R HIHERE

TOE (%, 7Y Mat —/A%x U FAX BIEDEATaT ISHL TN F O 2 ) 7 HRE R i 5, =
DEBEIL, 22— F— DAL= a7 ISk 57 7 B Al T D,

7.3.1

Ta T DXy LR

- XM BREREE 4 : FDP_ACC.1(delete-job), FDP_ACF.1(delete-job), FMT_M SA.1(delete-job) ,
FMT_MSA.3(deletejob), FMT_SMF.1

TOE 1%, at'— /7 VU NAX Y N T 7 I AEEDY a7 H# U FOHFETR Yy BILTESL, ZNHDY a7
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Da— P =L IR a7 E R E OV a7 B AR LT 2 — =4 TS5,

- UNORMAL %, B4y DY a7 OHIBRA A HE

- U.ADMINISTRATOR I%, TXTDHYa7 DUANF/RL, LB DT a7 OHIBRN AIEE
a7 Ox v, Va7 I BT BRI EL BRSNS,

7.3.2 Pa THDEFLEA~DT 7 & X HEERE

- %3 % % BE B 4 : FDP_ACC.1(in-job), FDP_ACF.1(in-job), FMT_MSA.1(delete-job),
FMT_MSA.3(deletesjob), FMT_SMF.1
TOE 1%, TN ZENDOY a7 HOE L CEITH L TUL FO7 7B Afililiz it 325, Zhonya” oa—
P —ZIB AT a7 AR Z DV a7 B AR LT — —4 THIH S Tuns,
(OB —[AF Y7 7 I AEE DV a7 FOEA LEA~DT 7 A EEEE
- TOEIL, at—Dra7 HOE T LEICH LU TGEL ST 2N TEAR,
72720, FrAEBLONUADMINISTRATOR [, ELAME TV NEATHZLENTED,

- TOE II. AX v U7 7 I AEEDTY a7 FOEFLEIZH LT, 7.33[ K EVar — R AE%
BEI DG EERE ., LRI HIENTER,

[TV N a7 FOEA LEA~DT 71 AH|HFEHE

TOE %, Kbt 5 af Gani=7 I harv mgEASnDLE, ZOFEFVMETIC—RRFT 5, &
W2, ZV b aT it B ENT-a— =4 TEOT VN aTd O EEZ L. LA O T 7 & A
ZEELTND,

U.USER 3. #H%?{%T—L?L7)/I\/a70) BT LEIHLT BHO—YF =L LTV WWaT Da—
=N LT AZ, LA T OEEN AT HE

- UM TA,

- TVNOEBTEEETE T D,

- HIBRT 5,
L., VT D580%, 7V b ard OFE A SCEI BEENT-REGREE & BIE X2 TATIEN
i .Mévﬁwﬁ@“éz ERHD,
U.ADMINISTRATOR 1%, ¢ _XTO—IFRIELI=T VMo a7 DYANE R L, FHUTKH U TEL T O
VEDS AT RE

- HIBRT 5,

[T 7 I AZAEaT DBEFLEADT 7 AHITHEEE )

TOE 1%, %G LT 7Rl | 77V AZAGT a7 DBE A LELZOEETS VT, —H 77 A URTFT
HHERER A T D, ZILWHLDE T LENMREFINDBEITIE, BT VAT LRI ARGFENDTZD VAT
LIRS T ANDT 72 ARE N D EEEAF LEOT 7B AFIENCHE A ESND, AT LRI ADEF L
EEMNITEESNNEINT, VAT LRy 7 AR CHRNCRERER 2R ET HIENTED,
S/X?An“i‘yﬁxwﬁgﬁﬂé%@@%ﬁfb gk, 2L UADMINISTRATOR IC[RESNAIZ8, BT-3C

EIoT /v RARER 2 — ¥ — X UADMINISTRATOR O Toh b, L7=2 - T, TOE 1%
UADMINISTRATOR%T%T?%%?Z B SCEOFTAE SHIEL . UNORMAL RNE T LEDO TV 0%k
17, HIBRZ TEWN T 7B A2 EBLL T5,
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U.ADMINISTRATOR &, #/E S ADT 7B AT D856 BREFE 52 A Ueled | B 30CFEITx
L CELF OEAED AR,

- UM TA,
- HET5,
- HIFRT 5,

U.ADMINISTRATOR X, UE—hF Ul 57 7B AT D6 VAT LR 7 AR L CHRNZERE SN
GRSl VAT LRy I A ERHC A ST SN RER B — B L7256 O A, LU T OEAEN AT EE,
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